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The study attempted to discover the role of Internal Auditors in enhancing risk management at ZSSF. The analysis reviews the internal audit status on risk management, the impending factors hindering the performance of internal audit function and the safeguard needed to be built to enable internal audit function at ZSSF. The study has gone further to review audit practice in the United Republic of Tanzania with special reference to Zanzibar. Quantitative primary and secondary data collection has been used in this study through qualitative collection approach. A questionnaire was used as the primary data collection tool for ZSSF employees. The secondary data used in this study consists of Zanzibar Controller and Auditor General Report, ZSSF Act No. 9 of 2002 and ZSSF Annual Report. ZSSF Internal Audit Function is not performed effectively and efficiently towards enhancing risk management as required by prevailing Internal Audit Standards. Main challenge faced by ZSSF Internal Auditors is that they are not assessing and promoting risk management and internal control. They do not seem to play their roles in testing whether the organisation conforms with regulatory and standards of compliance. This argument is supported by the fact that ZSSF has not submitted Audited Accounts to the Controller and Auditor General for some time. The challenging part observed is that, ZSSF Internal Auditors report to Managing Director even when find out officials lose integrity which leads to lack of accuracy and reliability in cost management.
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[bookmark: _Toc242095971]CHAPTER ONE
[bookmark: _Toc242095972]1.0 INTRODUCTION TO ZANZIBAR SOCIAL SECURITY FUND

[bookmark: _Toc242095973]1.1 	Establishment of Zanzibar Social Security Fund
Zanzibar Social Security Fund was established under the Zanzibar Security Fund Act No. 2 of 1998 subsequently amended by the Zanzibar Social Security Fund Act No. 9 of 2002 and re enacted by the Act No. 2 of 2005. Prior to the enactment of the Act and establishment of the Zanzibar Social Security Fund, there was no formal social security scheme nor was there a significant private sector occupational pension scheme in Zanzibar. Before the inception of Zanzibar Social Security Fund, public service employees in Zanzibar were covered and received pension benefits under the Pensions Act No. 2 of 1990.

[bookmark: _Toc242095974]1.1.2 	Zanzibar Social Security Fund Vision Statement
Zanzibar Social Security Fund (ZSSF) seeks to become a model organisation, which is client oriented, quality driven and a financially responsible. It seeks to attain management excellence and to be an organisation that is devoted to ensuring high quality in its work processes and service products (ZSSF Annual Report 2004/2005: 1).

[bookmark: _Toc242095975]1.1.3 	Zanzibar Social Security Fund Mission Statement
ZSSF is dedicated to providing superior services to members and their beneficiaries. ZSSF shall remain committed to providing courteous, professional service while administering benefits to members, by providing individual, customized attention throughout our lifelong partnership (ZSSF Annual Report 2004/2005: 1).
[bookmark: _Toc242095976]1.1.4 	Function of the Zanzibar Social Security Fund
The functions of Zanzibar Social Security Fund (ZSSF) are as follows:
(i) To receive all the contributions and other moneys which are required to be paid into the Fund; 
(ii) To keep and maintain register of all members and employer contributing to the Fund and any other registers that the Board may advise; 
(iii) To establish and maintain record for each member in respect of all payments made by way of contribution; 
(iv) To invest the moneys collected in any viable ventures as the Board may consider appropriate; 
(v) To open and operate its own bank accounts on conditions set by the Board; 
(vi) To pay benefits to members or their dependants in accordance whit the provisions of this Act; 
(vii) To manage and administer the contributions in accordance with the provision of this Act; 
(viii) To obtain the services of any person or institutions private or public, to perform any specific act or function; 
(ix) To engage in any activity whether alone or together with other organizations in Tanzania or elsewhere, to promote proper, efficient and effective social security administration; 
(x) [bookmark: _Toc300131017][bookmark: _Toc300131598]To do all such acts and things and to enter into all such transactions as in the opinion of the Board may be necessary for the proper and efficient administration of the Fund (Zanzibar Social Security Fund Act, 2005: s.5)
[bookmark: _Toc242095977]1.2 	Background to the Problem 
An effectively performing internal audit function supports and reinforces the internal controls for safeguarding proper custody, use and accounting for the resources of any organization. The Finance Audit Committee of the Board (FACB) has been established to assist the Zanzibar Social Security Fund (ZSSF) Board of Directors in safeguarding financial accountability for the custody of members’ contribution. However, the performance of the FACB is still significantly constrained in three important respects. Firstly, the mandate of internal audit function has traditionally been restricted, it provided for checking financial operation compliance and did not allow value for money (VFM) audits; this considerably reduces the value of the function. 

Secondly, the title of the committee responsible for running the internal audit function in an organisation is confusing as it justifies the audit function primarily focusing on matters related to finance and does not prioritise the non-financial matters which are risky to ZSSF. As pointed out by King II report (2002), an effective internal audit function should provide assurance that the management processes are adequate to identify and monitor significant risks. 

Thirdly, ZSSF has Internal Audit Department which has never functioned well due to the following: 
(i) 	The function is poorly staffed in term of both quality and number of personnel, and probable the most important. 
(ii) 	There is limited demand for regular internal audit reports by the ZSSF Board of Directors.
[bookmark: _Toc300131018][bookmark: _Toc300131599][bookmark: _Toc242095978]1.3 	Statement of the Problem 
Organisations exist to achieve specific goals and objectives. Unfortunately, goals are not always achieved as expected, because they have to be achieved in an environment of risk. Part of dealing with these risks includes the internal auditing function, which is mandated to examine and report on risk exposures and the organisation’s risk management efforts. Through the system of internal control, managers have to identify, manage, and implement the controls to mitigate these risks.

An internal auditor’s responsibilities are similar to the consultants’ in the sense that they both are responsible for the technical quality of the advice they give. However, it is management‘s decision whether or not to accept that advice in the light of its fuller understanding of the situation. The internal auditor’s involvement in assessing risk or identifying controls includes the following:
(a) 	A team member who is part of broader-based groups
(a) 	A risk and control analyst providing managers with expert advice
(a) 	Providing tools and techniques used by internal audit to analyse risks and controls

In general, public sector managers do not deal effectively with uncertainty. Namee (2005:11) states as follows: “The common characteristics of the public sector are mismanagement, incompetence, or ignorance about risk management, and managers are in most cases politicians who do not necessarily have the managerial skills." In Zanzibar (or Tanzania as a whole), public companies are concerned about this matter, and are concerned about some managers who are not skilled in identifying, evaluating, and controlling risks. It is therefore relevant for public companies to establish and enhance the role of internal auditors relating to risk management.

 According to Zanzibar Controller and Auditor General Report 2008/2009, Zanzibar Social Security Fund (ZSSF) did not submit their accounts to CAG office for auditing. This implies that there is management weakness in taking duty to prepare individual accounts as required by Company Act, 2002 section 153 which states that “The directors of every company shall prepare individual accounts for each accounting period and lay before the company in general meeting in accordance with section 166, and such accounts shall indicate: 
(i) A profit and loss account or, in the case of a company not trading for profit, an income and expenditure account;
(ii) A balance sheet as at the last day of the accounting period; and
(iii) A cash flow statement”.

The same has been stipulated in section 31 of the Public Audit Act No.11 of 2008 which requires “Public Authorities and Other Bodies to submit their financial statements to the Controller and Auditor General for audit purposes within three months after the end of the respective financial year to which the accounts relate”. This has not been the case with ZSSF and it implies that the members’ contributions are at high risk as they are not adequately accounted for, since there is no financial reporting to the general public.

[bookmark: _Toc300131019][bookmark: _Toc300131600] It is the requirement of Public Authorities enabling Acts, and the Companies Act of 2002 that all Public Cooperation of United Republic of Tanzania including Zanzibar are legal required preparing and timely submitting their Accounts to Controller and Auditor General. Since ZSSF accounts were not submitted to the Controller and Auditor General, there arises suspicion in the mind of public since they are not able to assess the performance of the Fund. They will not be in a position to measure the performance of the management and profitability of investments.

[bookmark: _Toc242095979]1.4 	Research Objectives 
The study will be carried out to attain the following objectives

[bookmark: _Toc242095980]1.4.1 	General Objective 
To investigate the role of internal audit function in enhancing risk management in the Zanzibar Social Security Fund (ZSSF).

[bookmark: _Toc242095981]1.4.2 	Specific Objectives
(i)	To assess the status of internal auditors on risk management in the Zanzibar Social Security Fund (ZSSF). 
(ii) To find the impeding factors that hinders the performance of Internal Audit Function in the ZSSF. 
(iii) [bookmark: _Toc300131020][bookmark: _Toc300131601]To assess the safeguards needed to build into the Internal Audit Function so as to ensure that internal auditing will meet its external governance responsibilities in the ZSSF.

[bookmark: _Toc242095982]1.5 	Research Questions 
The study is intended to provide answers to the following questions
(i) What is the current Internal Auditors status on risk management in the ZSSF? 
(ii) What are the impeding factors that hinder the performance of Internal Audit Function in the ZSSF?
(iii) [bookmark: _Toc300131021][bookmark: _Toc300131602]What kinds of safeguards need to be built into the Internal Audit Function to ensure that internal auditing will meet its external governance responsibilities in the ZSSF?

[bookmark: _Toc242095983]1.6 	Significance of the Study 
(i)	To help assess the extent to which the laws, policies and procedures regarding Internal Audit Function in ZSSF are implemented. If not, identifying causes related to implementation of those laws and regulations and creating awareness in this regard. 
(ii) Improve public understanding of the role of the Internal Auditor in enhancing risk management toward achieving organisation objectives.
(iii) Improve literature on public sector Internal Auditing in Zanzibar. 
(iv) Provide recommendations and suggest way forward to ZSSF management and legislators in improving legal framework, policies and procedures.
(v) [bookmark: _Toc290625257][bookmark: _Toc300131022][bookmark: _Toc300131603]Fulfill the MBA requirement.

[bookmark: _Toc242095984]1.7 	Justification of the Study 
[bookmark: _Toc290625258][bookmark: _Toc300131023][bookmark: _Toc300131604]As mentioned above, the major purpose of this study is to identify the role that Internal Auditors play in enhancing risk management within Public corporations particularly those specialising in social security matters. The Social Security industry is chosen because it is seen as an interesting industry to be evaluated in term of risk management. This is based on the fact that it is a growing industry in Tanzania. As far as Zanzibar is concerned ZSSF has been put in focus for our study to find out what risk ZSSF facing. As we know many of Zanzibar cooperation have collapse for example. BIZANJE and Mahonda Sugar Cooporation. 

[bookmark: _Toc242095985]1.8 	Scope of the Study 
This research will study solely ZSSF amongst Social Security Cooperation in Tanzania, within which, the study will highly concentrate in Zanzibar and specifically in Unguja regions for practical purposes due to the convenience, accessibility, and easiness of reach and follow up. The research will be conducted at ZSSF Building at Kilimani Zanzibar.
                                                










[bookmark: _Toc242095986]CHAPTER TWO
[bookmark: _Toc242095987]2.0 LITERATURE REVIEW

[bookmark: _Toc242095988]2.1	Introduction
A literature review is a body of text that aims to review the critical points of current knowledge on a particular topic. This chapter therefore, will provide the knowledge that relates to the study and its ultimate goal is to bring the reader up to date with current literature on a topic. It starts with (i) conceptual definition, (ii) theoretical basis of the study followed by (iii) empirical analysis.

[bookmark: _Toc242095989]2.2 	Internal Audit – Definition and Conceptual Aspect
Internal auditing is an independent objective assurance and consulting activity designed to improve organisation efficiency and effectiveness by providing insight and recommendations based on analysis and assessments of business or data processes.

An internal audit is the process of reviewing the effectiveness and efficiency of operations; compliance with laws, regulations, policies, and procedures; achievement of operational/organisational objectives; reliability of information; and safeguarding of assets. Individuals employed in an internal audit activity are typically employees of an organisation. However, there are alternative arrangements for internal audit activities through outsourcing (IIA. 2009: 1).

The profession of auditing has a rich and storied past. The earliest accounts of auditing date back to the Mesopotamian civilization, where marks were used to record ship cargos and verify financial transactions. In ancient Rome, the term “audit” originated from the Latin word auditus, “a hearing,” referring to the hearing of oral evidence as one official would verify records with those of another (IIA 2009: 2).

Internal auditing evolved through the years, gaining recognition from executives and organization leaders and altering the focus of internal audit efforts to respond to the changing needs of the global environment. The profession has evolved from focusing on financial information, compliance reviews, information technology, operational processes, and risk and controls. Today, internal auditing focuses on a combination of the above items through integrated audits and compliance reviews. Throughout the centuries, auditors have continued to pursue the truth, control transactions, and prevent or detect fraudulent acts. Today, internal audits are independent, unbiased fact-finding exercises that provide verifiable information to management or outside interests (IIA, 2009: 4).

[bookmark: _Toc242095990]2.3 	Internal Audit Background
According to Pickett (2004:10), internal auditing has come a long way over the last two or three decades. In the past, internal auditing was seen as a mechanism to double-check the thousands of financial transactions that were posted to the accounts each week. In the 1950s and 60s, it only consisted of basic tests of the accounts with a view to isolating errors and irregularities. Huge standardised auditing work programmes would be prepared that determined the steps that had to be taken to verify figures in the main accounting ledger and feeder systems. In contrast, today’s internal auditor facilitates the development of suitable controls as part of a wider risk management strategy, and provides assurances on the reliability of these controls. The move from detailed low-level checks of huge volumes of mainly financial transactions to high-level input into corporate risk strategies has been tremendous.

[bookmark: _Toc242095991]2.3.1 	Internal Auditing: An Historical Perspective
The demand for both external and internal auditing is sourced in the need to have some means of independent verification to reduce record-keeping errors, asset misappropriation, and fraud within business and non business organizations. The roots of auditing, in general, are intuitively described by accounting historian (Richard Brown 1905, quoted in Mautz & Sharaf, 1961 cited in S. Ramammoorti 2003: 2) as follows:

“The origin of auditing goes back to times scarcely less remote than that of accounting…Whenever the advance of civilization brought about the necessity of one man being intrusted to some extent with the property of another, the advisability of some kind of check upon the fidelity of the former would become apparent.” As far back as 4000 B.C., historians believe, formal record-keeping systems were first instituted by organized businesses and governments in the Near East to allay their concerns about correctly accounting for receipts and disbursements and collecting taxes. Similar developments occurred with respect to the Zhao dynasty in China (1122-256 B.C.). 

The need for and indications of audits can be traced back to public finance systems in Babylonia, Greece, the Roman Empire, the City States of Italy, etc., all of which developed a detailed system of checks and counterchecks Smith, C. A: 1933, cited in S. Ramamoorti 2003:3). Specifically, these governments were worried about incompetent officials prone to making bookkeeping errors and inaccuracies as well as corrupt officials who were motivated to perpetrate fraud whenever the opportunity arose. Even the Bible (referring to the period between 1800 B.C. and A.D. 95) explains the basic rationale for instituting controls rather straightforwardly: “…if employees have an opportunity to steal they may take advantage of it” (S. Ramamoorti 2003:3). 

The Bible also contains examples of internal controls such as the dangers of dual custody of assets, the need for competent and honest employees, restricted access, and segregation of duties (O’Reilly et al., 1998). Historically then, the emergence of double-entry bookkeeping in circa 1494 A.D. can be directly traced to the critical need for exercising stewardship and control. Throughout European history, for instance, fraud cases — such as the South Sea bubble of the 18th century, and the tulip scandal — provided the justification for exercising more control over managers (Temin, Peter & H.J Volth 2004:5).

[bookmark: _Toc242095992]2.3.2 Contemporary Practice of Internal Auditing: Environmental Changes, New Roles and Responsibilities, New Definition
As the internal auditing profession became more firmly established, it responded quickly to new demands from significant regulatory and legislative mandates, as well as high-profile (inter)national reports: the passage of the Foreign Corrupt Practices Act (1977), particularly its emphasis on internal controls; the issuance of the Report of the National Commission on Fraudulent Financial Reporting (Treadway Commission Report, 1987); the Report of the Committee of Sponsoring Organizations (COSO) of the Treadway Commission (COSO, 1992); as well as the subsequent internal control frameworks presented by the Cadbury Committee Report (Cadbury Report, UK); the Criteria of Control Committee (CoCo Report, Canada); and the King Committee (King Report, South Africa); the amendments to the U.S. Federal Sentencing Guidelines (1995); recent changes in the New York Stock Exchange rules regarding the structure and composition of the Board of Directors of listed companies as well as the requirement for all publicly listed companies to have an internal audit function;8 the newly passed Sarbanes-Oxley Act of 2002; and ongoing calls for better organizational governance.

Moeller & Witt (1999: 14-15) list the following necessary personal attributes o be a successful internal auditor (in addition to technical and professional qualifications, this is a formidable list): (1) basic fairness and integrity; (2) dedication to the organization’s interests; (3) reasonable humility; (4) professional poise; (5) empathy; (6) role consistency; (7) curiosity; (8) critical attitude; (9) alertness; (10) persistence; (11) energy; (12) self confidence; (13) courage; and (14) ability to make sound judgments.

The new roles, responsibilities, and attributes of the contemporary internal auditor envisaged by these authors constitute a tall order. It is to understand these elements better that The IIA Research Foundation sponsored the wide-ranging, three-volume Competency Framework for Internal Auditing (CFIA) study (Birkett et al., 1999). This globally conducted study clearly pointed out the need for internal auditors to possess a radically expanded set of skills.

 Another seminal IIA Research Foundation study by Rittenberg and Covaleski (1997) described and assessed the impact of the “outsourcing phenomenon” and made the following summary points for the rapidly evolving internal auditing profession: (1) There is a monumental change underway in the way in which auditing is being done; (2) Internal auditing work can be done by non-employees; (3) Audit independence is a problem, but outsourcing is not the “make or break” issue; (4) Existing internal auditing departments should act as if they were going to be “market tested”; and (5) The IIA should rethink its process for establishing standards and policies ( S. Ramamoorti, 2003. 10).

The new definition of internal auditing is designed to accommodate the profession’s expanding role and responsibilities: “Internal auditing is an independent, objective assurance and consulting activity designed to add value and improve an organization’s operations. It helps an organization accomplish its objectives by bringing a systematic, disciplined approach to evaluate and improve the effectiveness of risk management, control, and governance processes” (S. Ramammorti 2003:12). 
 Chapman & Anderson (2002 cited in Ramamoorti 2003:12) explain that this new definition of internal auditing presents a new image of the profession in six significant ways:
(i) As an objective activity, not necessarily established within the organization, the revised definition permits internal auditing services to be provided by “outsiders,” in effect acknowledging that quality internal audit services can now be obtained through outsourcing.
(ii) By emphasizing that the scope of internal auditing encompasses assurance and consulting activities, the new definition projects internal auditing as proactive and customer-focused, and concerned with key issues in control, risk management, and governance.

(iii) By explicitly stating that internal auditing is designed to add value and improve an organization’s operations, the new definition underscores the significant contribution that internal auditing makes for any organization.

(iv) By considering the whole organization, the new definition perceives internal auditing’s mandate much more broadly, charging it with helping the organization accomplish overall objectives.

(v) The new definition assumes that controls only exist to help the organization manage its risk and promote effective governance. Such a perspective considerably broadens the horizons of internal auditing and expands its working domain to include risk management, control, and governance processes.

(vi) The new definition accepts that the internal auditing profession’s legacy, consisting of its unique franchise in being a standards-based profession, may well be its most enduring and valuable asset. Rigorous standards provide the basis for crafting a documented, disciplined, and systematic process that assures quality performance on internal audit engagements.
[bookmark: _Toc242095993]2.3.3 	Prospects for the Internal Auditing Profession
Contemporary organizations are increasingly information-dependent and knowledge intensive, and engage in extremely specialized and sophisticated operations across industries and sectors globally. The development of new organizational forms in the information age, with the forging of strategic alliances and the emergence of virtual organizations, has dramatically altered the purpose and functioning of organizations as well as the attendant needs for exercising control. The controls landscape within organizations today is quite different from those existing in the industrial-era traditional organizations for most of the 20th century. 

In this radically changed business environment, the internal audit function has become a major support function for management, the audit committee, the board of directors, the external auditors, as well as key stakeholders. Properly conceived and implemented, the internal audit function can play a critical role in promoting and supporting effective organizational governance (S. Ramamoorti, 2003: 14).

As multinational enterprises have recognized an increasing array of risks facing the organization, it is no surprise that the demand for risk management professionals has risen dramatically (cf. Bernstein, 1996). Any disciplined approach to growth and value creation assumes that the organization is managing all manner of significant and likely risks effectively. Risk can be considered both at the macro or portfolio level (enterprise-wide risk management) as well as the micro or departmental level. Risk management is frequently an area in which internal audit can contribute greatly by furnishing analyses and providing wise counsel to top management and the board of directors. The internal audit function also performs micro level risk assessment for its own purposes to identify those areas which demand the greatest efforts on the part of the internal audit function and for achieving appropriate audit coverage of the audit universe over defined periods of time (Ramamoorti & Traver, 1998 cited in Ramamoorti, 2003: 15). Internal auditors can play a significant “partnering” role with management in establishing and monitoring business processes for the assessment, measurement, and reporting of risks in general and in implementing enterprise risk management initiatives. Modern approaches to risk-based internal auditing allow for the assessment of risks and linking them to business objectives systematically (McNamee and Selim, 1998; Walker, Shenkir, and Barton, 2002; De Loach, 2000 cited in Ramamoorti 2003: 15). Indeed, the internal audit function can facilitate the processes by which business units “can develop high quality risk assessments,” and this can in turn be very useful to the internal audit function in planning its own work, primarily by enhancing the quality of decision-relevant information and minimizing duplication of effort (Walker et al., 2002:21).

[bookmark: _Toc242095994]2.4 	Internal Audit – A survey of Related Literature 
[bookmark: _Toc242095995]2.4.1 	Auditing
According to Pickett (2005:1), auditing is an important aspect of managing an organisation, and all employees should have a good understanding of the audit concept and how it can help organisations become and remain successful. Auditing should be considered by all managers as a powerful tool for reviewing the adequacy of their governance, risk management and internal control arrangements. Auditing is a formal process for examining key issues with a view to establishing accountabilities and securing an improved position. So, in this section the evolution of internal audit’s role in risk management will be described.

[bookmark: _Toc242095996]2.4.2 	Internal Audit Defined
Courtemanche (1986:4) states that until recently, there were two basic conceptions of internal auditing: the traditional and the modern. The traditional conception of internal auditing views accounting as its true discipline, accounting control as its true concern and the board's audit committee as its true client. The modern conception of internal auditing does not reject the substance of the traditional conception, but seeks to extend it beyond its narrow confines. Modern internal auditing claims an unlimited scope, reserves the freedom to borrow from many disciplines and recognises senior management as additional clients more or less distinct from the board's audit committee.

According to Gleim (2004:23), internal auditing is a management-oriented discipline that has evolved rapidly since the Second World War. Once a function primarily concerned with financial and accounting matters, internal auditing now addresses the entire range of operating activities and performs a correspondingly wide variety of assurance and consulting services. The development of internal auditing was fostered by the increased size and decentralisation of organisations, the greater complexity and technological sophistication of their operations, and the resulting need for an independent, objective means of evaluating and improving their risk management, control and governance processes. In 1941, the Institute of Internal Auditors Inc. (IIA) based in New York, was formed and; it was confined to America only. Its role was to provide a clearing house for ideas and education, and generally to unite the developing profession. After World War II, the growth in multinational corporations virtually guaranteed the spread of the IIA to the rest of the industrialised world. It was not only the IIA that expanded, external audit firms formed working agreements with other firms across national boundaries, which eventually led to large international partnerships.

By the 1960s, the IIA had grown and flourished, becoming the acknowledged international leader of the internal auditing profession. From the IIA’s inception, it was recognised that the multidisciplinary and evolutionary nature of the business world would have to be reflected in the IIA. It therefore had to provide the umbrella beneath which individual skills and talents needed to audit the internal control mechanisms of modern business could come together as equals to share knowledge and grow in the process.

Gleim (2004:23) provides the Institute of Internal Auditors (IIA) the official definition with its source “internal auditing is an independent, objective assurance and consulting activity designed to add value and improve an organisation’s operations. It helps an organization to accomplish its objectives by bringing a systematic, disciplined approach to evaluate and improve the effectiveness of risk management, control and governance”.

According to IIA Barbados Chapter (1999: 1), “Internal Audit is an independent, objective assurance and consulting activity designed to add value and improve an organisation’s operations. It helps an organisation accomplish its objectives by bringing a systematic, disciplined approach to evaluate and improve the effectiveness of risk management, control and governance processes.”
[bookmark: _Toc242095997]2.4.3 	The Development of Internal Auditing
[bookmark: _Toc242101487]Box 2.1: Example of IA Development – the Case of Sweden
	In 1634, Count Axel Oxenstierna, leading advisor to Queen Christina, organized and modernized the Swedish state administration in a way that largely remained unchanged until our times. Sweden still has unique combination of a very small government administration and large separate boards of authority. However, at the end of the 19thcentury, society started to develop at a much faster pace. At that time, the well-known Swedish writer August Strindberg wrote a scathing satire about Swedish officialdom in “The Red Room”. The image of plodding bean counters, concerned with making columns tally was probably not far off the mark. 
In 1951 a small association was founded to allow internal auditors to get in touch with each other. Nevertheless, according to a veteran, it is only today that internal auditors are regarded as an established and recognized profession. There was even a time, when he believed that internal auditors would soon be extinct.  However, it was not until the 1980’s that at times lively discussion took place as to which direction and which objectives IA should adopt. During the 1990’s, as internal audit gained a professional identity of its own, risk analysis came to be included in IA. To control public entities with large flows of resources, a new law was introduced in 1995. The Parliament Auditors reviewed the state IA in 1999 and came to the conclusion that IA methods and competence was satisfactory, but that IA was not fully utilized and that recommendations were not implemented properly. In 2002, the Swedish SAI found that the position of IA was institutionally weak, many auditors work alone and that the interpretation of standards was not uniform. The government then commissioned an inquiry to gain an overview of all public sector internal audits. 


Sources: Nordisk Familjebok, “Internrevision”, SOU 2003: pg 93 

Pickett (2005:3) is of the opinion that internal auditing is now a fully developed profession. An individual employed in internal audit ten years ago would find an unrecognisable situation in terms of internal audit’s role, the services provided and the approach followed. For full appreciation of internal auditing, it is necessary to trace these developments back and extend trends into the future. It is important to understand the roots of internal auditing and the way it has developed over the years. 

Cascarino and Van Esch (2005:3) state that the profession of internal auditing, as many other professions, has its roots in the Industrial Revolution of the nineteenth century. The enormous growth of the business sector found existing professionals scrambling to keep up. This led to the formation of a plethora of organisations and associations that, over a period of time, amalgamated into the British Institute of Chartered Accountants and the American Certified Public Accounts in their respective countries (Cascarino and Esch 2005:4). 

The main difference between the two bodies at that time was the method of achieving professionalism in the bodies. The American body adopted a style that combined the academic and business worlds, and produced professionals that were a hybrid of both. The British institute took the more traditional English path of a trade apprenticeship outside the tertiary education system. This situation continued into the mid-1950s, with the two institutes dominating the business world in those countries and becoming an increasingly integrated part of corporate life, to the extent that almost half of all qualified professional accountants were employed outside audit firms.

By the start of the 1940s, professional internal control evaluators were employed by and distributed throughout organisations to such an extent that the differentiation between internal and external auditor became a meaningful concept. The statutory role of the external auditor has remained the attestation function, confirming that the financial records of organisations have been fairly presented.

The role of the internal auditor has developed over the past 70 years to one of assisting management in the discharge of its responsibilities by ensuring that the internal control structures are appropriate to a given level of risk and function, as management intended. Increasingly, internal auditors are called upon to act as internal control, risk and corporate governance consultants within organisations.

Flesher (1996) suggests that, although the modern work of the internal auditor involves acting at times as a management consultant and auditing for efficiency and effectiveness as much as for financial propriety, such activity has not always been among the internal auditor’s duties. The profession of internal auditing has changed considerably over the past half century. Before 1941, internal auditing was essentially a clerical function with no organisation and no particular standards of conduct. The internal auditing function was essentially an arm of the accounting function. Because much of the record-keeping at that time was performed manually, auditors were needed to check the accounting work after it was completed in order to locate errors in posting and footings. Manual processing also made fraud easier. Combining the need for uncovering errors and misappropriations resulted in the internal auditor being little more than a verifier. Today, the internal auditor is accepted as an integral part of the management team. A look at the evolution of internal auditing provides a perspective on the function of internal auditing in today’s world; a function that includes not only financial auditing, but also operational auditing.

[bookmark: _Toc242095998]2.4.4 	The Scope of Internal Audit
According to King Report II (2002), internal audit should consider relevant strategic, business and operational risks and their significance, taking account of the board’s, senior management’s and its own professional judgement. The internal audit plan, which should be approved by the audit committee, should be based on risk assessment as well as issues highlighted by the audit committee and senior management. The risk assessment process should be of a continuous nature so as to identify not only residual or existing risks but also emerging risks. The internal audit function should co-ordinate with other internal and external providers of assurance to ensure proper coverage of financial, operational and compliance controls and to minimise duplication of effort. Internal audits should be conducted formally as frequent as possible but more often in complex organisations (King Report II, 2002:13).

[bookmark: _Toc242095999]2.4.5 	The role and Function of Internal Audit
King II Report acknowledges the role of an effective IAF as a mechanism in a good corporate governance structure. These reports state that the audit committee should be responsible for overseeing the IAF and that the latter should be strategically positioned to achieve its objectives (Institute of Directors SA, 2009).

King Report II (2002:12) requires that companies have an effective internal audit function that has the respect and co-operation of both the board and management. Where the board decides not to establish an internal audit function, full reasons must be disclosed in the company’s annual report, with an explanation as to how assurance of effective internal controls, processes and systems will be obtained. Criteria to be considered in assessing the need for an internal audit function include:
(i) Whether the existing management processes are adequate to identify and monitor the significant risks facing the company, and whether the established internal control system operates effectively;
(ii) Whether those who are responsible for managing risks and operating controls take a wholly objective and systematic view of their own performance;
(iii) Whether the board receives the right quality of assurance and information from management.

If the board decides that there is a need for an internal audit function, it must approve an “internal audit charter” which, inter alia, formally defines the purposes, authority and responsibility of the internal audit activity (King Report II, 2002: 12).
King Report II (2002) pointed out the role and functions of internal audit as follows:
The objective of internal audit is to assist members of executive and senior management in the effective discharge of their duties and responsibilities. To this end, internal audit furnishes them with analyses, appraisals, recommendations, counsel and information regarding the activities reviewed. An effective internal audit function should provide:
(i) Assurance that the management processes are adequate to identify and monitor significant risks;
(ii) Confirmation of the effective operation of the established internal control systems;
(iii) Credible processes for feedback on risk management and assurance;
(iv) Objective confirmation that the board receives the right quality of assurance and information from management and that this information is reliable (King Report II, 2002: 13).

[bookmark: _Toc242096000]2.5 	The Internal Audit Charter
According to Pickett (2005:113), the audit charter may be used in a positive fashion to underpin the marketing task that is discharged by audit management. It can also be used to audit services in the event of a dispute or an awkward audit. The charter formally documents the raison d’être of the audit function. It is important that all audit departments develop and maintain suitable charters.

The Institute of Internal Auditors issued a statement of responsibilities that covers the role of internal auditing, and this document may be used to form the basis of such a charter. The audit charter is a formal document that should be developed by the chief audit executive and agreed upon by the highest level of the organisation. If an audit committee exists, it should be agreed in this forum, although the final document should be signed and dated by the chief executive officer. 
The audit charter establishes audit’s position within the organisation and will address several issues, such as the following:
(i) The nature of internal auditing
(ii) The audit objectives
(iii) The scope of auditing work
(iv) Audit’s responsibilities
(v) Audit’s authority
(vi) Outline of independence (Pickett 2005 b: 113).

Chambers (2005: A1.1.18) states that the IIA defines the charter of internal auditing activity as a formal written document that defines the activity’s purpose, authority and responsibility. The charter should establish the internal audit function’s position in the organisation, authorise access to records, personnel and physical properties relevant to the performance of engagements, and define the scope of internal audit activities. The Institute’s Practice Advisory 1000-1 stipulates that the charter should be reviewed and approved by management and accepted by the board.

[bookmark: _Toc242096001]2.5.1 Approval of the Internal Audit Charter
According to Moeller (2005:182), the internal audit charter serves as a basic authorisation for every effective internal auditing programme. An adequate charter is particularly important to define the roles and responsibilities of internal audit and its responsibility to serve the audit committee properly. It is here that the mission of internal audit must clearly provide for service to the audit committee, as well as to senior management. An internal audit charter is a broad but general document that defines the responsibilities of internal audit in the organisation, describes the standards followed and defines the relationship between the audit committee and internal audit.

[bookmark: _Toc242096002]2.5.2 The Role of the Audit Committee
Kiger and Scheiner (1994:20) suggest that audit committees are frequently composed of three to five directors who are not members of the entity’s management and who should represent the stockholders' and society’s interests very effectively. Audit committees are generally charged with overseeing the financial reporting process, and they strengthen the financial reporting process by performing some or all of the following activities:
(i) Nominating the public accounting firm to perform the audit,
(ii) Reviewing the plans for the audit with the auditor,
(iii) Overseeing internal audit activities,
(iv) Discussing disagreements between management and the auditor,
(v) Discussing major problems the auditor encounters when doing the audit,
(vi) Reviewing financial statements and the auditor’s report upon of completion the engagement,

According to Gleim (2004:249), the role of an audit committee or an equivalent body in strengthening the position of both internal and external auditing is now widely recognised. The following are some of its characteristics and responsibilities:
(i) The appropriate governing authority should develop and approve a written charter, describing the audit committee’s duties and responsibilities.
(ii) The audit committee should review the independence of the external auditor.
(iii) Reports to shareholders or other stakeholders should include a letter from the chair of the audit committee, describing its responsibilities and activities.
(iv) The audit committee should monitor compliance with codes of conduct and legal and regulatory standards.
(v) The audit committee should have the necessary resources available.
(vi) The audit committee should oversee the regulatory reporting process.
(vii) The audit committee should monitor instances in which management seeks second opinions on significant accounting issues.

 Moeller (2005:171) indicates that a significant step in organising an effective internal audit function is obtaining authorisation and approval by the organisation’s audit committee of the board of directors. The audit committee provides this broad authorisation for an internal audit function through a formal audit charter document. It also approves internal audit’s overall plans for continuing activities through the current period and beyond.

As one of the several operating committees established by the board, the audit committee has a rather unique role compared to other board committees. It consists only of non-executive directors – giving it independence from management – which should be a specially qualified group of outside directors who understand, monitor, coordinate, and interpret the internal control and related financial activities for the entire board.

The audit committee helps the board of directors to fulfill its stewardship duty by monitoring and reviewing the system of internal controls and risk management, internal and external audit, and the financial information provided to shareholders. It oversees the relationship between the external auditors and the company, assesses the effectiveness of these auditors every year and makes recommendations to the board concerning their appointment or removal (Financial Management 2005:3).

[bookmark: _Toc242096003]2.6 	Standards of the Institute of Internal Auditors 
Cascarino and Van Esch (2005:314 – 321) state that internal auditing standards are based on the established principles of the profession and tend to be fairly consistent, despite variation in style and the material covered. There is a variety of published material that represents internal auditing standards. The new standards of the Institute of Internal Auditors are numbered from 1000 to 2600 but also there is one set of Attribute and Performance Standards, however there may be multiple sets of Implementation Standards: a set for each of the major types of internal audit activity. 

Initially, the Implementation Standards are being established for assurance activities (noted by an "A" following the Standard number, e.g., 1130.A1) and consulting activities (noted by a "C" following the Standard number, e.g., nnnn. C1). As Appendices II shows.

[bookmark: _Toc242096004]2.7 	External Auditing
Pickett (2005:16) argues that external auditing fits into corporate governance by providing a report on the final accounts prepared by the board. They check that these accounts show a true and fair view of the financial performance of the company and its assets and liabilities at the end of the accounting year.
[bookmark: _Toc242096005]2.7.1 	The Importance of External Audit
According to King Report II (2002:16) in addition to being a statutory requirement, an external audit provides an independent and objective check on the way in which the financial statements have been prepared and presented by the directors. An annual audit is an essential part of the checks and balances required and are one of the cornerstones of corporate governance. External auditors should have the following quality:
(i) 	Observe the highest level of business and professional ethics and, in particular, their independence should not be impaired in any way;
(ii) 	Be objective and consciously aware of their accountability to the shareholders.

[bookmark: _Toc242096006]2.7.2 	The difference between External and Internal Auditing
There are, however, many key differences between internal and external audit and these are matters of basic principle that should be fully recognised:
The external auditor seeks to test the underlying transactions that form the basis of the financial statements, while the internal auditor seeks to advise management on whether its major operations have sound systems of risk management and internal controls.

The external auditor is an external contractor and not an employee of the organisation, while the internal auditor is an internal contractor and an employee of the organization, however that there are an increasing number of contracted out internal audit functions where the internal audit service is provided by an external body. The external auditor seeks to provide an opinion on whether the accounts show a true and fair view, whereas internal audit forms an opinion on the adequacy and effectiveness of systems of risk management and internal control, many of which fall outside the main accounting systems.

Cascarino and Van Esch (2005:10) state that, while the external auditor has a statutory responsibility to parties outside the client company, the internal auditor is a primarily responsible to the organisation and all of its stakeholders. Although the two groups have different objectives, there are many common areas of concern that provide a basis for an extensive coordination of effort. However, according to Pickett (2005:30), there are many key differences between internal and external auditing and these are matters of basic principle that should be fully recognised. They are as follows:
(i) The external auditor is an external contractor and not an employee of the organisation, as is the internal auditor.

(ii) The external auditor seeks to provide an opinion on whether the accounts show a true and fair view, whereas internal audit forms an opinion on the adequacy and effectiveness of systems of risk management and internal control, many of which fall outside the main accounting systems. It is important to have this concept clearly in mind.

(iii) The external auditor seeks to test the underlying transactions that form the basis of the financial statements. The internal auditor, on the other hand, seeks to advise management on whether its major operations have sound systems of risk management and internal controls.
[bookmark: _Toc242096007]2.8 	Audit Committee
Audit committee is a committee composed of at least three individuals who are responsible for overseeing all internal and external audit function of an organization. In addition, at least one member from the group must be a financial expert or have significant financial expertise and the majority of the committee member including chairperson must be non executive director of the organization for the committee to work effectively and efficiently.

An audit committee is considered a pre-eminent governance mechanism in the corporate reporting process. For any organisation to have an impressive range of influences on risk disclosures it should have an Audit Committee that has a higher independence ratio of members, since it has been stated in the agency theory “the greater the independence of the audit committee from top management, the more it is likely to advocate the public interests in terms of reducing information asymmetry” (Dennis T. 2011:21).

An audit committee typical serves as the liaison among the board of director, external auditors, internal auditors, and financial management. Generally, the audit committee’s purpose is to assist the board in overseeing the following:
(i) Reliability of the entity’s financial statements and disclosures.
(ii) Effectiveness of the entity’s internal control and risk management system.
(iii) Compliance with the entity’s code of business conduct and legal and regulatory requirement.
(iv) Independence, qualifications and performance of the external auditors and the performance of the internal audit function.
To foster and encourage this type of oversight. The IIA recommends that every public company should have an audit committee which is well organised as a standing subcommittee of the board of directors. This is also recommended for other types of organisations including not – for – profit and government entities (The IIA 2004:11).

The Cadbury Report recommended that all companies should establish audit committees. The Smith Report emphasized the essential role the audit committee should play in ensuring the independence and objectivity of the external auditor, as well as in monitoring company management. The Report provided detailed guidance on the role of the audit function and stipulated that the main role and responsibilities of audit committees should be to: monitor the integrity of companies’ financial statements; review companies’ internal financial control systems; monitor and review the effectiveness of companies’ internal audit functions; make recommendations to the board in relation to the appointment of the external auditor and approve the remuneration and terms of engagement of the external auditor; monitor and review the independence, effectiveness and objectivity of the external auditor; and develop and implement policy on the engagement of the external auditor to supply non-audit services (Smith Report, 2003: 6, para. 2.1). 

Most significantly, the Smith Report highlighted the need for the audit committee to be proactive, raising issues of concern with directors rather than brushing them under the carpet. Further, the Smith Report stressed that all members of the audit committee should be independent, non-executive directors. Companies’ annual reports should disclose detailed information on the role and responsibilities of their audit committee and action taken by the audit committee in discharging those responsibilities (Smith Report, 2003: 17, para. 6.1).

[bookmark: _Toc242096008]2.9 	Risk 
Under this aspect an illustration is given in detail. The discussion will provide information on the sources, characteristics and effect of risk, and risk identification and assessment. The discussion also focuses on the risk management cycle, process and policy, as well as questions such as who has the responsibility for risk management and why risk assessment and management are important to the organisations. 

[bookmark: _Toc242096009]2.9.1 	Definition of Risk 
There are a number of terms that relate to the word "risk", namely "chance", "possibility", "danger", "gamble", "hazard", "jeopardy", "peril", "speculation" and "uncertainty" (cited by Justin Rudasingwa 2006: 18). Usually the connotation linked to risk is a negative one, which implies loss or misfortune. According to Flesher (1996:127) the word “risk” derives from the early Italian risicare, which means “to dare”. In this sense, risk is a choice rather than a fate. The action we dare to take, which depend on how free we are to make choices, are what the story of risk is all about.

According to Birkett W. P. et al. (1999:58), risk refers to the probability that an event, condition or action may adversely affect an organisation or its activities. In the same sense, Pickett (1997) states that the concept of risk is fundamental to the auditing role, since it may be in conflict with the concept of control. Overall, risk should be reduced by adequate controls, and the greater the degree of risk, the greater the need for good controls. Audit has a clear remit to expose and help to minimise the level of risk that threatens the organisation (cited by Justin Rudasingwa 2006, 19). 

According to Namee (2005:1), “risk is a common term liberally used in the daily news media, weighty academic journals, and the professional magazines for leaders of business, the economy and government. A manager skimming over the daily news or perusing a more weighty publication is likely to find the word "risk" used in many different ways. Risk is the property that causes value to vary in uncertain ways. It is not the variation that is the source of risk. Managers can and do anticipate variation and deal effectively with it. The source of risk is the uncertainty of an unexpected change in the environment” (cited by Justin Rudasingwa 2006: 19). 

“Gleim (2004:104) defines risk as the uncertainty of an event occurring that could have an impact on the achievement of objectives, and specifies that risk is measured in terms of consequences and likelihood and is inherent to every business or government entity. Opportunity risks assumed by management are often drivers of organisational activities. Beyond these opportunities may be threats and other dangers that are not clearly understood or fully evaluated and too easily accepted as part of doing business” (cited in Justin Rudasingwa 2006: 20). 

According to Valsamakis (1999:15), risk is defined as a deviation from the expected value. It implies the presence of uncertainty, where there may be uncertainty as to the occurrence of an event producing a loss, and uncertainty on the outcome of the event, where the degree of risk is interpreted with reference to the degree of variability and not with reference to the frequency with which the event will occur or to the probability that it will display a particular outcome (cited by Justin Rudasingwa 2006: 20). 

According to CIPFA (1997:4), risk is the chance of things going wrong. As individuals, in the experience of risk is an unavoidable fact of life. However carefully in trying and planning things and whatever precautions they take, the likelihood is that every now and again things will still go wrong. The situation is very similar for organisations, except that often the stakes are higher, and the cost of things going wrong may therefore be far greater. Corporate risk can thus be described as the probability that an event or action may adversely affect the organisation (cited by Justin Rudasingwa 2006: 20). In broad terms, the risks faced by an organisation can include the following:
(i) Failure to accomplish established objectives and goals for operations or programmes,
(ii) Failure to meet statutory and regulatory requirements,
(iii) Wrong decisions taken because of incorrect, untimely, incomplete or unreliable information, poor record-keeping, inappropriate accounting, inaccurate financial reporting and financial loss and exposure,
(iv) Fraud, corruption, misappropriation of assets, waste and loss, failure to safeguard assets adequately,
(v) Customer dissatisfaction, negative publicity and damage to the organisation’s reputation,
(vi) Failure to safeguard staff and customers adequately, and acquiring resources uneconomically or using them inefficiently or ineffectively.

It is because of the experience in organisations of things going wrong that it is crucial to take steps to identify and manage risks in order to minimise or eliminate the risk of adverse consequences, and to prepare contingency arrangements, so that the impact of these events are minimised when they do occur (cited in Justin Rudasingwa, 2006: 21). 

[bookmark: _Toc242096010]2.9.2 	Level of Risks
Risks fall into the following categories:
(i) Strategic risk – the risk to revenue, earnings and product offerings as a result of poor decision-making or implementation of those poor decisions. Included in this category is the risk of the deterioration of reputation arising from negative publicity,
(ii) Credit risk – the risk that counterparty will default on obligation, resulting in a financial loss,
(iii) Market risk – the risk of any fluctuation in the value of a portfolio resulting from adverse changes in market prices and market parameters,
(iv) Operational risk – the risk of loss resulting from inadequate or failed internal processes and systems, as well as the actions of people or from external events (The Risk Management Framework, 2005:3).

[bookmark: _Toc242096011]2.9.3 	Characteristics of Risk
The purpose of this section is to determine and understand the characteristics of each risk. Risks have many different characteristics as Sobel (2004:5.14) says; the characteristics of risks are specifically designed to answer the following questions about each risk:
(i) Where does the risk arise (is it external or internal to the company)?
(ii) Would the occurrence of the risk directly impact on the company’s achievement of its strategic objectives?
(iii) Would the occurrence of one risk cause another risk to occur?
(iv) Are there relationships and correlations with other risks?
(v) Is the risk pervasive throughout the organisation, or more discreet?

An understanding of risk characteristics can help organise and provide a sequence to the formal assessment, give participants a context for understanding how the various risks affect the organisation, and identify opportunities to combine or redefine risks before the formal risk assessment.

[bookmark: _Toc242096012]2.9.4 	Sources of Risk
According to Sobel (2004:206), understanding the source of each risk helps to manage the risk at its source instead of its outcome. If the source of a risk is not identified, the risk may not be managed as effectively and efficiently as desired by management. External risks (those arising outside the organisation) may not be fully manageable by the company. Internal risks that are not managed at the source may result in ineffective deployment of valuable resources. For example, if a company‘s products are not selling as expected due to a perception that the price is too high. In this case the price is the source of risk as it brings about the possibility of the customers to find the substitutes products to avoid excessive price. To prevent this from happening management required to focus much on managing price risk within the sales and marketing areas from time to time.

Sources of risk are elements of the organisational environment that can bring about positive or negative outcomes. The decision to start the production of a new item by an organisation is hardly influenced by the market conditions. Therefore, the market conditions that are described by the presence of competitors, the needs of customers, the quality of the raw materials, etc. are sources of risk for this organisation. Different definitions and classifications can be used in managerial practice. A general classification may use physical, social and economic sources, but an in-depth investigation of risk identification may need classification that can cover all types of risks in more detail. Depending on the environment in which risks arise, their sources can thus be represented as follows:
(a) Physical environment,                              
(b) Political environment,
(c) Operational environment,                       
(d) Legal environment,
(e) Cognitive environment. (Tchankova 2002:8)

[bookmark: _Toc242096013](i) 	External and Internal Risks
The risks facing an organisation and its operations can result from factors both external and internal to the organisation. The Figure 2.1 overleaf summarises examples of key risks in these areas and shows that some specific risks can have both external and internal drivers and therefore overlap the two areas. 
They can be categorized further into types of risk such as strategic, financial, operational, hazard, etc (AIRMIC, ALARM, IRM: 2002: 2 ‘Risk Management Standards’).

One way in which to classify risks is to refer to external and internal risks. External risks are usually very difficult or impossible to control. These include risks such as economic factors (inflation, petrol price), the financial markets (exchange rates, share prices), regulating factors (legislation, import control and regulations) and the actions of competitors (Goetzee 2004:11) and political aspect. Internal risks arise as a result of the organisation’s own activities, processes, products, contractual obligations and/or relationships with employees, clients, suppliers and the environment. On the other hand Pickett (2005:12) states that several events, which can be classified as either external or internal factors, may affect an organisation. The external and internal factors are as follows:

External factors
(a) Economic                                                        (b) Natural environment
(c) Political                                                           (d) Technological

Internal factors
(a) Infrastructure                                                     (b) Personnel
(c) Process                                                               (d) Technology

Other writers such as Sobel (2004:15.02) describe internal and external risks in an organisation as follows:
(a) Strategic – external risks
(i) Industry: changes in the education or technology industries may require alterations in business and potentially threaten its long-term viability.
(ii) Economic: significant economic changes, in particular an economic downturn, may result in reduced consumer spending, inflationary costs, a tightening labour market or other economic effects that could inhibit profitability and growth.
(iii) Political change             
(iv) Competitors               
(v) Consumer preference

(b) Strategic – internal risks
(i) Market share                                              
 (ii) Reputation           
(iii) Brand equity                                             
(iv) Strategic focus
(v) Investor confidence

[bookmark: _Toc242096014]2.10 	Risk Management 
Risk management is an area of paramount importance to an organisation. Because every company is exposed to risks, effective risk management is necessary for the progression of a business entity (Williams 2002).

According to King Report II (2002:9), “Risk Management is the identification and evaluation of actual and potential areas of risk as they pertain to a company, followed by a procedure of termination, transfer, acceptance (tolerance) or mitigation of each risk. Risk Management is therefore a process that utilises internal controls as a measure to mitigate and control risk.

[image: ]
[bookmark: _Toc242099790]Figure 2.1: Examles of the Drivers of Key Risks
Source: AIRMIC, ALARM, IRM: 2002: 3 ‘Risk Management Standards’

It is suggested that a more formalised risk management system in which responsibilities are clearly defined and a separate risk manager or risk management function exists, can be considered as a more supportive environment for internal auditing (Sarens and De Beelde, 2006a).  Though it is reflected in a larger internal audit function.
[bookmark: _Toc242096015]2.10.1 	Responsibility of Risk Management
The company board is responsible for ensuring that the management has implemented an effective ongoing process to identify risk, measure its potential impact against a set of assumptions, and then activate what it believes is necessary to proactively manage these risks. The board should therefore decide on what risk the company is prepared to take and what risks it will not take in pursuance of its goals and objectives. The risk management process requires an inclusive team based approach which is effective across the company. A committee comprising of executive directors and members of senior management, who are accountable to the board, are best placed to evaluate risk in the company and report to the board (King Report II 2002: 9).   

To ensure an effective Risk Management System; the board should disclose how the company has dealt with risk and control in its annual report. At a minimum, the board should disclose:
(i) That it is accountable for the process of risk management and the system of internal control, which is regularly reviewed for effectiveness and for establishing appropriate risk and control policies and communicating these throughout the company;

(ii) That there is an ongoing process for identifying, evaluating and managing the significant risks faced by the company, which has been in place for the year under review and up to the date of approval of the annual report and financial statements;
(iii) That there is an adequate and effective system of internal control in place to mitigate the significant risks faced by the company to an acceptable level;
(iv) That there is a documented and tested process in place that will allow the company to continue its critical business processes in the event of a disastrous incident impacting on its activities;
(v) Where material joint ventures and associates have not been dealt with as part of the group for the purposes of applying these recommendations;
(vi) Any additional information in the annual report to assist in the understanding of the company’s risk management processes and system of internal control.

Where the board cannot make any of the disclosures set out above, it should state this fact and provide a suitable explanation to the Shareholders (King Report II 2002: 11). According to Namee (2005:1), the risk management practice of yesterday focused largely on hazard insurance and probable loss, but the risk management practice of today focuses on the broad issues of general management. This is the essence of management, and the reason why understanding risk and the practice of risk management is a central issue for management today and tomorrow. Managing risk is actually managing the organisation in planning, organising, directing, and controlling the organisation’s systems and resources to achieve objectives. 

This must come from within and act to change the organisation and its responses to change in the environment rather than trying to guess what risks will affect the organisation. In this context, the organisation should develop certain characteristics to improve its ability to respond to change. Managers must plan, organise, direct, and control systems to reflect both risk and opportunity (Risk Management Framework 2002: 4).

Another explanation is that Risk Management has been related to financial loss due to fraud and has also been associated with doing something wrong. As a result, there has been a preoccupation with administrative processes and controls rather than outcomes and performance. Risk management has different and more complex dimensions in the public sector compared to the private sector, which means more attention should be devoted to “getting the balance right”. Managing risk is a continuing activity and not something done once a year. To be effective, risk management requires a systematic and logical approach, as well as the availability of good quality information to individuals (IIA 2004: 1).

Risk management may also be applied to a logical and systematic method of establishing the context of and identifying, analysing, evaluating, treating, monitoring, and communicating the risks associated with any activity, function, or process in a way that will enable the organisation to minimise losses and maximise opportunities (CIPFA, 2001:4). Companies differ from the private sector with respect to risk management practices where issues of health and safety, community safety, environmental management, emergency planning, treasury management, are the main concerns. 

Gleim (2004:109) suggests that in the process of risk management, the internal audit activity should assist the organisation by identifying and evaluating significant exposures to risk and contributing to the improvement of risk management and control systems. The internal audit activity should evaluate risk exposures relating to the organisation’s governance, operations, and information systems with regard to the following:
(i) Reliability and integrity of financial and operational information,
(ii) Effectiveness and efficiency of operations,
(iii) Safeguarding of assets,
(iv) Compliance with laws, regulations, and contracts.

Three major Accounting and Auditing firms illustrate risk management in the following ways:
(a) 	Deloitte and Touche (cited by Pickett 2003:156) separates the risk management cycle into four stages:
(i) 	Identifying, assessing and prioritizing risks,
(ii) 	Formulating plans for assuring the effectiveness of the system designed to protect the company and for further mitigating priority risks,
(iii) 	Monitoring reporting, governance issues and oversight,
(iv) Ensuring the organisation’s sustainability, capability and continuous improvement.

(b) 	Ernst & Young (cited by Pickett 2003:154) identifies six major components of effective risk management as follows:
(i)  	A risk strategy,                                             (ii)   Risk management processes,
(iii) 	Appropriate culture and capability,              (iv)  Risk management function,
(v) 	Enabling technologies,                                 (vi)   Governance.
 (c) 	In addition to those, Pickett (2004:157) indicates that the Australian (New Zealand) standards on risk management involve the following six-step process:
(i) 	Obtain support of senior management;
(ii) 	Develop the organisational policy;
(iii) 	Communicate the policy;
(iv) 	Manage risks at organisational level;
(v) 	Manage risks at the programme, project and team level;
(vi) 	Monitor and review;

Risk management is preventing, detecting and managing the possibility of something going wrong in an area of business in which the likelihood and/or impact of this untimely event could threaten a company from meeting its business objectives. This untimely threat may originate in and/or affect any area of a business, such as financial reporting, operations or any other segment of the business infrastructure. Furthermore, successful risk management does not mean absolute assurance, but rather an approach to systematically manage the higher risks of each segment in a business to mitigate these risks, as well as to identify and address new risks as a business evolves (Wolosky 2005: 3).

According to Namee (2002:2) risk management is a vital force for corporate governance when it works well. Unfortunately, it does not always work out as planned. The following factors influence the success of risk management:
(i) 	Senior management’s expectations about risk;
(ii) 	The corporate culture and attitudes toward accountability;
(iii) 	The background and experience of the risk manager;
The most common misconception about risk management is that there is some way to see the future. There is no crystal ball, “magic matrix” or special model that predicts the future. The future is unknown in any detail.

[bookmark: _Toc242096016]2.10.2 	The Risk Management Process
The method used for identifying and assessing risk will differ according to the type of organisation. The most elementary method is to ask the following three questions:
(i) What could go wrong?                      
(ii) What could cause it to go wrong?
(iii) What could the organisation do to prevent it from going wrong? (Goetzee 2004:34).
 (
                        
Modification
)[image: ]
[bookmark: _Toc242099791]Figure 2.2: The Risk Management Process
Source: AIRMIC, ALARM, IRM: 2002, p 4 ‘Risk Management Standards
(i) Risk Assessment
Risk Assessment is defined by the ISO/IEC Guide 73 as the overall process of risk analysis and risk evaluation

(a) 	Risk Analysis 
A range of techniques can be used to analyse risks. These can be specific to upside or downside risk or be capable of dealing with both. Risk analysis covers the following:
Risk Identification: Risk identification sets out to identify an organisation’s exposure to uncertainty. This requires an intimate knowledge of the organisation, the market in which it operates, the legal, social, political and cultural environment in which it exists, as well as the development of a sound understanding of its strategic and operational objectives, including factors critical to its success and the threats and opportunities related to the achievement of these objectives.

Risk identification should be approached in a methodical way to ensure that all significant activities within the organisation have been identified and all the risks flowing from these activities defined. All associated volatility related to these activities should be identified and categorised.

Risk Description: The objective of risk description is to display the identified risks in a structured format, as illustrated on Table 2.1. The risk description table overleaf can be used to facilitate the description and assessment of risks. The use of a well designed structure is necessary to ensure a comprehensive risk identification, description and assessment process. By considering the consequence and probability of each of the risks set out in the table, it should be possible to prioritise the key risks that need to be analysed in more detail. Identification of the risks associated with business activities and decision-making may be categorised as strategic, project/tactical, operational. It is important to incorporate risk management at the conceptual stage of projects as well as throughout the life of a specific project.

Risk Estimation: Risk estimation can be quantitative, semi quantitative or qualitative in terms of the probability of occurrence and the possible consequence. Examples are given in the Table 2.2 overleaf. Different organisations will find that different measures of consequence and probability will suit their needs best. Also many organisations find that assessing consequence and probability as high, medium or low is quite adequate for their needs and can be presented as a 3 x 3 matrix. Other organisations find that assessing consequence and probability using a 5 x 5 matrix gives them a better evaluation (AIRMIC, ALARM, IRM: 2002: 5 - 7).

[bookmark: _Toc242099421]Table 2.1: Risk Description
	1. Name of Risk
	

	2. Scope of Risk
	Qualitative description of the events, their size, type, number and dependencies

	3. Nature of Risk
	Example: strategic, operational, financial, knowledge or compliance

	4. Stake holders
	Stakeholders and their expectations

	5. Quantification of Risk
	Significance and Probability

	6. Risk Tolerance/Appetite
	Loss potential and financial impact of risk 
Value at risk 
Probability and size of potential losses/gains 
Objective(s) for control of the risk and desired level of performance

	7. Risk Treatment and Control mechanisms 
	Primary means by which the risk is currently managed 
Levels of confidence in existing control 
Identification of protocols for monitoring and review

	8. Potential Action for Improvement
	Recommendations to reduce risk

	9. Strategy and Policy Developments
	Identification of function responsible for developing strategy and policy


Source: AIRMIC, ALARM, IRM: 2002, p 6 ‘Risk Management Standards’
[bookmark: _Toc242099422]Table 2.2: Consequences - Both Threats and Opportunities
	High
	Financial impact on the organisation is likely to exceed £x Significant impact on the organisation’s strategy or operational activities Significant stakeholder concern

	Medium
	Financial impact on the organisation likely to be between £x and £y Moderate impact on the organisation’s strategy or operational activities Moderate stakeholder concern

	Low
	Financial impact on the organisation likely to be less that £y Low impact on the organisation’s strategy or operational activities Low stakeholder concern


Source: AIRMIC, ALARM, IRM: 2002, p 7 ‘Risk Management Standards

[bookmark: _Toc242099423]Table 2.3: Probability of Occurrence - Threats
	Estimation
	Description
	Indicators

	High (Probable)
	Likely to occur each year or more than 25% chance of occurrence.
	Potential of it occurring several times within the time period (for example - ten years).
Has occurred recently.

	Medium (Possible)
	Likely to occur in a ten year time period or less than 25% chance of occurrence
	Could occur more than once within the time period (for example - ten years). Could be difficult to control due to some external influences. Is there a history of occurrence?

	Low (Remote)
	Not likely to occur in a ten year period or less than 2% chance of occurrence.
	Has not occurred. Unlikely to occur.


Source: AIRMIC, ALARM, IRM: 2002, p 7 ‘Risk Management Standards
[bookmark: _Toc242099424]Table 2.4: Probability of Occurrence - Opportunities
	Estimation
	Description
	Indicators

	High (Probable)
	Favourable outcome is likely to be achieved in one year or better than 75% chance of occurrence.
	Clear opportunity which can be relied on with reasonable certainty, to be achieved in the short term based on current management processes.

	Medium (Possible)
	Reasonable prospects of favourable results in one year of 25% to 75% chance of occurrence.
	Opportunities which may be achievable but which require careful management. Opportunities which may arise over and above the plan.

	Low (Remote)
	Some chance of favourable outcome in the medium term or less than 25% chance of occurrence.
	Possible opportunity which has yet to be fully investigated by management. Opportunity for which the likelihood of success is low on the basis of management resources currently being applied.


Source: AIRMIC, ALARM, IRM: 2002, p 8 ‘Risk Management Standards

(b) Risk Evaluation
When the risk analysis process has been completed, it is necessary to compare the estimated risks against risk criteria which the organisation has established. The risk criteria may include, for example, associated costs and benefits, legal requirements, socioeconomic and environmental factors, and concerns of stakeholders. Risk evaluation therefore, is used to make decisions about the significance of risks to the organisation and whether each specific risk should be accepted or treated.

(i) 	Risk Reporting and Communication
Internal Reporting: Different levels within an organisation need different information from the risk management process.
The Board of Directors should
(a)	Know about the most significant risks facing the organisation
(b)	Know the possible effects on shareholder value of deviations to expected performance ranges,
(c)	Ensure appropriate levels of awareness throughout the organisation
(d)	Know how the organisation will manage a crisis,
(e) 	Know the importance of stakeholder confidence in the organisation
(f) 	Know how to manage communications with the investment community where applicable,
(g) 	Be assured that the risk management process is working effectively,
(h) 	Publish a clear risk management policy covering risk management philosophy and responsibilities.

Business Units Managers should:
(a) 	Be aware of risks which fall into their area of responsibility, the possible impacts these may have on other areas and the consequences other areas may have on them,
(b) 	Have performance indicators which allow them to monitor the key business and financial activities, progress towards objectives and identify developments which require intervention (example forecasts and budgets),
(c) 	Have systems which communicate variances in budgets and forecasts at appropriate frequency to allow action to be taken,
(d)  	Report systematically and promptly to senior management any perceived new risks or failures of existing control measures,
Individuals should
(a) 	Understand their accountability for individual risks,
(b) 	Understand how they can enable continuous improvement of risk management response,
(c) 	Understand that risk management and risk awareness are a key part of the organisation’s culture,
(d) 	Report systematically and promptly to senior management any perceived new risks or failures of existing control measures,

External Reporting: 
A company needs to report to its stakeholders on a regular basis setting out its risk management policies and the effectiveness in achieving its objectives. Increasingly stakeholders look to organisations to provide evidence of effective management of the organisation’s non-financial performance in such areas as community affairs, human rights, employment practices, health and safety and the environment. Good corporate governance requires that companies adopt a methodical approach to risk management which:
(a)  	Protects the interests of their stakeholders
(b)  	Ensures that the Board of Directors discharges its duties to direct strategy, build value and monitor performance of the organisation
(c)  	Ensures that management controls are in place and are performing adequately

The arrangements for the formal reporting of risk management should be clearly stated and be available to the stakeholders. 
The formal reporting should address:
(a)  	The control methods – particularly management responsibilities for risk management,
(b)  	The processes used to identify risks and how they are addressed by the risk management systems,
(c)  	The primary control systems in place to manage significant risks,
(d)  	The monitoring and review system in place,

Any significant deficiencies uncovered by the system, or in the system itself, should be reported together with the steps taken to deal with them.

(i) 	Risk Treatment
Risk treatment is the process of selecting and implementing measures to modify the risk. Risk treatment includes as its major element, risk control/mitigation, but extends further to, for example, risk avoidance, risk transfer, risk financing, etc.
Any system of risk treatment should provide as a minimum:
(a) 	Effective and efficient operation of the organisation.
(b) 	Effective internal controls.
(c) 	Compliance with laws and regulations.

[bookmark: _Toc242096017]2.10.3 	Role of the Risk Management Function
AIRMIC, ALARM, IRM, (2002:13) suggest that the role of the risk management function depends on the size of the organisation. The risk management function may range from a single risk champion to a part-time risk manager to a full-scale risk management function, which should include the following:
(i) 	Setting policy and strategy for risk management,
(ii) 	Being the primary champion of risk management at strategic and operational level,
(iii) Building a risk-aware culture in the organisation, including appropriate education,
(iv) 	Establishing internal risk policy and structured business units,
(v) 	Designing and reviewing processes for risk management,
(vi) 	Co-coordinating the various functional activities that provides advice on risk management issues in the organisation.
(vii) Developing risk response processes, including contingency and business continuity programmes,
(viii) 	Preparing reports on risk for the board and the stakeholders.

[bookmark: _Toc242096018]2.11 	The Role of Internal Audit in Risk Management 
[bookmark: _Toc242096019]2.11.1 The Internal Auditor and the Risk Management Process
The internal audit activity has to verify the adequacy of the risk management process that is whether management has planned and designed it in such a manner that it provides reasonable assurance that the organisation’s objectives and goals will be achieved. Risk management is a key responsibility of management. However, internal auditors acting in a consulting role can assist management in identifying, evaluating and implementing risk management methodologies and controls to address those risks (Goetzee, 2004:27).

Gleim (2004:97) indicates that risk management is a key responsibility of management. To achieve its business objectives, management should ensure that sound risk management processes are in place and functioning. In this respect, boards and audit committees have an oversight role to determine that appropriate risk management processes are in place and that these processes are adequate and effective. This means that management and the board are responsible for their organisation’s risk management and control processes. Internal auditors should assist both management and the audit committee by examining, evaluating, reporting and recommending improvements on the adequacy and effectiveness of management’s risk processes. However, internal auditors acting in a consulting role can assist the organization in identifying, evaluating and implementing risk management methodologies and controls to address those risks.

[bookmark: _Toc242096020]2.11.2 What is Enterprise-Wide Risk Management?
Business risks exist throughout an enterprise and must be managed individually and in the aggregate. Enterprise risk management (ERM) is defined by COSO (2002: 1) as a process, affected by an entity’s board of directors, management, and other personnel, comprising internal control and applied in strategy and across the enterprise, designed to provide reasonable assurance regarding the achievement of objectives in the following categories:
(i) 	Effectiveness and efficiency of operations
(ii) 	Reliability of financial reporting 
(iii) 	Compliance with applicable laws and regulations 

Emphasis added to distinguish expansion of COSO’s definition of internal control, which is subsumed by ERM. Thus, ERM is broad in scope and includes traditional internal control over transactions, assets, and operations. 
According to COSO (2002: 1), ERM provides risk information to the board of directors about the most important entity risks and how well risk is being managed, including risk-adjusted measures of performance. The board of directors is responsible for overseeing management’s design and operation of ERM. Management is responsible for the design and operation of an entity’s enterprise risk management, and all personnel have some responsibility for successful execution of ERM. The Internal Auditing Function is typically responsible for evaluations of the effectiveness of the ERM.

[bookmark: _Toc242101488] (
“
People undertake risk management 
activities
 to identify, assess, manage and control all kinds of events or situations. These can range from single projects or narrowly defined types of risk, market risk, to the threats and opportunities facing the organisation as a whole. The principles presented in this position statement can be used to guide the involvement of internal audit in all forms of risk management, but we are particularly interested in enterprise-wide management, because this is likely to improve an organisation’s governance processes. “Enterprise-wide risk management is a structured, consistent and continuous process across the whole organisation for identifying, assessing, deciding on responses to and reporting on opportunities and threats that affect the achievement of its objectives,”
)Box 2.2: Enterprise – Wide Risk Management












Source:  (IIA USA, 2004: 3)

Sobel (2004:2.02) indicates that enterprise risk management (ERM) is a structured and disciplined approach to help management understand and manage the uncertainties that can threaten a company‘s success. Although different companies may execute varied approaches to ERM, the different stages can be depicted as part of a funnel, with inputs that provide the context for the enterprise risk management process and filters between each stage that bring greater focus to subsequent stages in the funnel. Enterprise risk management provides a structured and disciplined process for reducing the amount of data from each stage to a more manageable level in the following stage.

Pickett (2005:69) states that enterprise risk management is a wide concept that has several key features, which are as follows:
(i) 	A process, ongoing and flowing through an entity.
(ii) 	Affected by people at every level of an organisation.
(iii) 	Applied in a strategy setting.
(iv) 	Applied across the enterprise, at every level and unit, and includes taking an entity level portfolio view of risk.
(v) 	Designed to identify potential events that, if they occur, will affect the entity, and to manage risk within its risk appetite.
(vi) 	Able to provide reasonable assurance to an entity’s management and board of directors.
(vii) Geared to the achievement of objectives in one or more separate but overlapping categories.

[bookmark: _Toc242096021]2.11.3  The Role of Internal Auditing in Enterprise-Wide Risk Management
Over the last few years, the importance of strong corporate governance to manage risk has been increasingly acknowledged. Organisations are under pressure to identify all the business risks they face – social, ethical and environmental, as well as financial and operational – and to explain how they manage them to an acceptable level. Meanwhile, the use of enterprise-wide risk management frameworks has expanded, as organisations recognise their advantages over less coordinated approaches to risk management (IIA USA, 2004:3).

Since internal auditing deal with an independent objective assurance and consulting activity, its core role with regard to enterprise risk management is to provide objective assurance to the board on the effectiveness of risk management. Research has indeed shown that internal audit provides value to the organisation in that this function gives objective assurance that the major business risks are managed appropriately and provide assurance that the risk management and internal control framework operate effectively (IIA UK 2004: 4).

Figure 2.2 presents a range of Enterprises Risk Management (ERM) activities and indicates which roles an effective professional internal audit function should and, equally importantly, should not undertake. The key factors to take into account when determining internal audit’s role are whether the activity raises any threats to the internal audit function’s independence and objectivity and whether it is likely to improve the organisation’s risk management, control and governance processes.

The activities on the left of Figure 2.3 are all assurance activities. They form part of the wider objective of giving assurance on risk management. An internal audit function complying with the International Standards for the Professional Practice of Internal Auditing can and should perform at least some of these activities. Internal audit may provide consulting services that improve an organisation’s governance, risk management, and control processes.
[image: ]
[bookmark: _Toc242099792]Figure 2.3: Internal Audit Role in ERM
Source: IIA, UK 2004, p.4 ‘Position Statement’

The extent of internal audit’s consulting in ERM will depend on the other resources, internal and external, available to the board and on the risk maturity of the organisation and it is likely to vary over time. Internal audit’s expertise in considering risks, in understanding the connections between risks and governance and in facilitation mean that it is well qualified to act as champion and even project manager for ERM, especially in the early stages of its introduction. As the organisation’s risk maturity increases and risk management becomes more embedded in the operations of the business, internal audit’s role in championing ERM may reduce. Similarly, if an organisation employs the services of a risk management specialist or function, internal audit is more likely to give value by concentrating on its assurance role, than by undertaking the more consulting activities. However, if internal audit has not yet adopted the risk-based approach represented by the assurance activities on the left of Figure 2.3, it is unlikely to be equipped to undertake the consulting activities in the centre.

Consulting roles: The centre of Figure 2.3 shows the consulting roles that internal audit may undertake in relation to ERM. In general the further to the right of the dial that internal audit ventures, the greater are the safeguards that are required to ensure that its independence and objectivity are maintained. Some of the consulting roles that internal audit may undertake are:
(i) 	Making available to management tools and techniques used by internal audit to analyse risks and controls;
(ii) 	Being a champion for introducing ERM into the organisation, leveraging its expertise in risk management and control and its overall knowledge of the organisation;
(iii) 	Providing advice, facilitating workshops, coaching the organisation on risk and control and promoting the development of a common language, framework and understanding;
(iv) 	Acting as the central point for coordinating, monitoring and reporting on risks; and
(v) 	Supporting managers as they work to identify the best way to mitigate a risk.

The key factor in deciding whether consulting services are compatible with the assurance role is to determine whether the internal auditor is assuming any management responsibility. In the case of ERM, internal audit can provide consulting services so long as it has no role in actually managing risks – that is management’s responsibility – and so long as senior management actively endorses and supports ERM. We recommend that, whenever internal audit acts to help the management team to set up or to improve risk management processes, its plan of work should include a clear strategy and timeline for migrating the responsibility for these activities to members of the management team.

Safeguards: Internal audit may extend its involvement in ERM, as shown in Figure 2.3, provided certain conditions apply. The conditions are:
(i) 	It should be clear that management remains responsible for risk management.
(ii) 	The nature of internal audit’s responsibilities should be documented in the audit charter and approved by the Audit Committee.
(iii) 	Internal audit should not manage any of the risks on behalf of management.
(iv) 	Internal audit should provide advice, challenge and support to management’s decision making, as opposed to taking risk management decisions themselves.
(v) 	Internal audit cannot also give objective assurance on any part of the ERM framework for which it is responsible. Such assurance should be provided by other suitably qualified parties.
(vi) 	Any work beyond the assurance activities should be recognised as a consulting engagement and the implementation standards related to such engagements should be followed.
However, internal auditing should not fulfill the following roles:
(i) 	Setting the risk appetite;
(ii) 	Imposing risk management processes;
(iii) 	Management assurance on risks;
(iv) 	Taking decisions on risk responses;
(v) 	Implementing risk responses on management’s behalf; and
(vi) 	Accountability for risk management.

As cited by Pickett (2003:156) Arthur Andersen argues that there is no one size fits, all approach to enterprise risk management (ERM). It is believe that any ERM project must begin with the following five essential actions:
(i) 	Establishing an oversight structure,
(ii) 	Defining a common language and framework,
(iii) 	Targeting risks and processes,
(iv) 	Establishing goals, objectives, and a uniform process,
(v) 	Assessing risk management capability.

The IIA emphasises that organisations should fully understand that management remains responsible for risk management. Internal auditors should provide advice, and challenge or support management’s decisions on risk, as opposed to making risk management decisions. To ensure rules and regulations are adhered to the nature of internal auditing function, all responsibilities of the function should be well documented in the audit charter (IIA 2004: 2).

[bookmark: _Toc242096022]2.12 	Corporate Governance 
[bookmark: _Toc242096023]2.12.1 Corporate Government Defined
Corporate governance is the system by which companies are run (Sir Adrian Cadbury Report 1999). King Report II (2002) explains corporate governance as the process by which organizations are directed and controlled. The World Bank Report (1999) explain corporate governance to be concerned with holding the balance between economic and social goals and between individuals and communal goals with the aim to align as near as possible the interests of individual, corporations and society.

To understand corporate governance, it is useful to understand the idea of legitimacy (Vallabhaneni 2005:167). Legitimacy is a somewhat abstract concept, but it is vital in that it helps explain the importance of the relative roles of a corporation’s charter, shareholders, board of directors, management and employees, all of which are components of the modern corporate governance system. Whereas legitimacy is a condition, legitimization is a dynamic process by which business seeks to perpetuate its acceptance. The dynamic process aspect should be emphasised, because society’s norms and values change and business must change if its legitimacy is to continue. 

It is also useful to consider legitimacy at both the micro- or company level and the macro- or business institution level. The issue of corporate governance is a direct consequence of the question of legitimacy. For business to be legitimate and maintain its legitimacy in the eyes of the public, its governance must correspond to the will of the people.

"Corporate governance" refers to the method by which a firm is being governed, directed, administered or controlled and to the goals for which it is being governed. It is concerned with the relative roles, rights and accountability of such stakeholder groups as owners, boards of directors, managers, employees, and others who assert to be stakeholders. Some globally recognised corporate governance is Treadway (USA), Cadbury (UK), Dey (Canada), Bosch (Australia), King (SA), Hampel (UK), Combined Code (UK), and Turnbull (UK) (Goetzee 2004).

According to PICG (2008: 3) the term corporate governance refers to all the activities, policies, personnel, regulations and reporting which is related to the control of the company’s actions. Corporate governance is done through all those individuals who have a controlling influence in a corporation such as creditors or stockholders. It focuses on reducing principal-agent problems and undermines stakeholders view in company operations.

Corporate governance is at the centre of attention in today’s business world. This is greatly due to the large number of stakeholders whose wealth and interests are at stake in the business. What has further highlighted corporate governance today has been the increasing influence and awareness of these stakeholders. Without sound corporate governance a business cannot survive.

[bookmark: _Toc242096024]2.12.2  Component of Good Corporate Governance
King Report II (2002: 10 - 11) pointed out seven components of goods corporate governance as follows: 
(i) Discipline
Corporate discipline is a commitment by a company’s senior management to adhere to behaviour that is universally recognised and accepted to be correct and proper. This encompasses a company’s awareness of, and commitment to, the underlying principles of good governance, particularly at senior management level.
(ii) Transparency
Transparency is the ease with which an outsider is able to make meaningful analysis of a company’s actions, its economic fundamentals and the non-financial aspects pertinent to that business. This is a measure of how good management is at making necessary information available in a candid, accurate and timely manner – not only the audit data but also general reports and press releases. It reflects whether or not investors obtain a true picture of what is happening inside the company.

(iii) Independence
Independence is the extent to which mechanisms have been put in place to minimise or avoid potential conflicts of interest that may exist, such as dominance by a strong chief executive or large shareowner. These mechanisms range from the composition of the board, to appointments to committees of the board, and external parties such as the auditors. The decisions made, and internal processes established, should be objective and not allow for undue influences.

(iv) Accountability
Individuals or groups in a company, who make decisions and take actions on specific issues, need to be accountable for their decisions and actions. Mechanisms must exist and be effective to allow for accountability. These provide investors with the means to query and assess the actions of the board and its committees.

(v) Responsibility
With regard to management, responsibility pertains to behaviour that allows for corrective action and for penalising mismanagement. Responsible management would, when necessary, put in place what it would take to set the company on the right path. While the board is accountable to the company, it must act responsively to and with responsibility towards all stakeholders of the company.

(vi) 	Fairness 
The systems that exist within the company must be balanced in taking into account all those that have an interest in the company and its future. The rights of various groups have to be acknowledged and respected. For example, minority shareowner interests must receive equal consideration to those of the dominant shareowner(s).

(vii) Social Responsibility
A well-managed company will be aware of, and respond to, social issues, placing a high priority on ethical standards. A good corporate citizen is increasingly seen as one that is non-discriminatory, non-exploitative, and responsible with regard to environmental and human rights issues. A company is likely to experience indirect economic benefits such as improved productivity and corporate reputation by taking those factors into consideration.







[bookmark: _Toc242096025]CHAPTER THREE
[bookmark: _Toc242096026]3.0 AUDIT PRACTICE IN THE UNITED REPUBLIC OF TANZANIA WITH SPECIAL REFERENCE TO ZANZIBAR

[bookmark: _Toc242096027]3.1 	Legal Framework for Public Audit in Tanzania 
In the United Republic of Tanzania the Office of the Controller and Auditor General was established in 1977 in accordance with Article 143 of the Country’s Constitution. The public audit practice in URT has been emphasised under the Public Audit Act No.11 of 2008 and under sect. 44 (2) of Public Procurement Act No. 21 of 2004. On the other hand the audit practice in Zanzibar has been stipulated in the Revolutionary Government of Zanzibar Public Finance Act of 2005, as well as Company Decree Cap. 153.

The Controller and Auditor General is required to carry out audit function to all Public Authorities and other Bodies at least once in every financial year, as it is stated in sub Article (5) of Article 143 of the Constitution of the URT. Moreover, Section 33 of the Public Audit Act No. 11 of 2008 empowers the Controller and Auditor General to authorize any person eligible to be appointed as an auditor of a company or any officer to inspect, examine or audit on his behalf the books of account of anybody that the CAG may be required to audit. In understanding the legal framework governing the audit of Public Authorities and Other Bodies, one has to take into consideration the fact that a number of Public Authorities are required to operate under the accrual basis of accounting system which will necessitate these authorities to be IFRSs or IPSASs compliant (CAG Report, 2009/2010: 1).
[bookmark: _Toc242096028]3.2    The Institutional Framework  
The Office of the Controller and Auditor General is mandated to conduct both financial and performance audits of the Government (both Central and Local) including the audit of the financial statements of all public bodies as defined in Sect. 37 of the Public Finance Act No. 6 of 2001 as revised in 2004. The Office is also empowered to conduct special audits and audit investigations when required to do so. Sect. 34 of the Public Finance Act No.6 of 2001 further empowers the Controller and Auditor General to make recommendations for the purpose of:
(a) 	Preventing or minimizing the unproductive expenditure of public moneys.
(b) 	Maximizing the collection of public revenue
(c) 	Averting loss by negligence carelessness, theft, dishonesty, fraud, corruption relating to public moneys and resources.

“Financial statements audit” is an independent examination of the financial statements and reporting thereof on the financial performance of entity being audited. The results of the examination are presented in an audit report, which expresses the auditor’s opinion on whether the financial statements as a whole and the information contained therein, fairly reflect the results of the entity’s operations and its financial position. The disclosure and management representation made in the financial statements by the entity are assessed against relevant accounting standards and legislative and other reporting requirements (LGA General Report, 2005/2006: 9). 

The Office of the Controller and Auditor General Zanzibar is a Supreme Audit Institution in Zanzibar.  It has been established under Article 112 of the Zanzibar Constitution (1984), Act No. 11 of 2003.  The office is governed by the Public Finance Act 2005 of the Revolutionary Government of Zanzibar which is the supreme as section 25 of the act requires the existence of Public National Audit. It is stated that:- “There shall continue in existence of Public National Audit Office (PNAO) which for the purpose of this Act the Controller and Auditor General shall be assigned and responsible for examining, inquiring into auditing and reporting on the accounting of:
(i) All Ministries and departments of Government and their Accounting Officers,
(ii) All persons entrusted with the collection, receipt, custody, issue or payment of public monies or with the receipt, custody, issue, sale, transfer, or delivery of any stamps securities, stores or other public property,
(iii) All public authorities and other bodies,
(iv) Any authority or body which receives funds from the Consolidated Fund or from public moneys for public purpose,
(v) Any authority or body which is authorized by law to receive money for public purpose:
(vi) Any authority or body required by law to be audited by Controller and Auditor General.”

[bookmark: _Toc242096029]3.3 	Reporting Mandate of Controller and Auditor General 
The Auditor General of any country has to decide the form and content of report that he/she is going to provide to the Parliament, House of Representative or the like. By practice the Controller and Auditor General has to report matters that he/she believe significant and which constitute an actual or potential for loss of public funds, lack of financial control, impairment of accountability, or non compliance with legislative requirement.

Article 143 (4) of the Constitution of the URT of 1977 as amended from time to time requires the Controller and Auditor General to submit the CAG’s annual reports to the President of the URT by 31st March each year. Upon receipt of such reports, the President shall direct the persons concerned to submit those reports before the first sitting of the National Assembly which shall be held after the President has received the reports and it shall have to be submitted to such sitting before the expiration of seven days from the day the sitting of the National Assembly began. If the President does not take steps of submitting such reports to the National Assembly, then the Controller and Auditor General shall submit a copy of such reports to the Speaker of the National Assembly (or the Deputy Speaker if the office of the Speaker is vacant then, or if for any reasons the Speaker is unable to perform the functions of his office) who shall submit the report to the National Assembly. The CAG report regarding Public Authorities and Other Bodies is primarily discussed by POAC (CAG Report, 2009/2010: 2).

[bookmark: _Toc242096030]3.4 	Audit Mandate 
The Controller and Auditor General is mandated to conduct both financial and performance audits of all Public Authorities and other Bodies as per Sections 30 and 32 of the Public Audit Act No.11 of 2008. Section 12 of the same Act empowers the Controller and Auditor General to make recommendations for the purpose of:
(a)  Preventing or minimizing unproductive expenditure of public moneys.
(b)  Maximizing the collection of public revenues;
(c)  Averting loss by negligence, carelessness, theft, dishonesty, fraud and corruption relating to public moneys and resources (CAG Report, 2009/2010: 2).

[bookmark: _Toc242096031]3.5 	Applicable Auditing Standards 
The United Republic of Tanzania including Zanzibar, through their audit offices that is National Audit Office (NAO) and Office of Controller and Auditor General of Zanzibar (OCAGZ) is a member of the International Organisation of Supreme Audit Institutions (INTOSAI), the African Organisation of Supreme Audit Institutions (AFROSAI) and the African Organisation of Supreme Audit Institutions of English speaking Countries (AFROSAI-E). Therefore, both offices are required to apply in their audit procedures, the International Standards of Supreme Audit Institutions (ISSAI) issued by INTOSAI and the International Standards on Auditing (ISA) issued by the International Federation of Accountants (IFAC). The two offices have a unique responsibility of ensuring that there is proper public accountability, financial discipline and transparency throughout the United Republic of Tanzania. Furthermore, NAO and OCAGZ are required to provide timely and good quality audit reports on how best public resources have been put into use for public interest.

[bookmark: _Toc242096032]3.6 	Submission of Financial Statement to CAG for Audit 
Under the Tanzania regulation all Public Authorities and Other Bodies are required to submit accounts to the Controller and Auditor General as specified under section 31 of the Public Audit Act No.11 of 2008. The order state: “Public Authorities and Other Bodies to submit their financial statements to the Controller and Auditor General for audit purposes within three months after the end of the respective financial year to which the accounts relate”. The same guiding principle is applied in Zanzibar, as stipulated in Zanzibar Public Finance Act number 8 of 2005 section 24 (2).

[bookmark: _Toc242096033]3.7    Responsibilities of the Board of Directors and Chief Executive Officers 
The responsibility for the preparation and presentation of the financial statements for audit purposes lies with individual Board of Directors and the Management of the Public Authorities. The BOD and Management of any Public Authority are held responsible for failure to prepare and to present financial statement to the CAG for Audit purposes. It is the responsibility of the Controller and Auditor General to check out if the presentation of financial statements is conducted in such a way that one avoids the question of conflicts of interest. 

[bookmark: _Toc300131024][bookmark: _Toc300131605][bookmark: _Toc300221096]The International Financial Reporting Standard (IFRS 1) and International Accounting Standards (IAS 1) specify the types of financial statements to be prepared. Public Authorities in Tanzania are required to prepare their financial statements in compliance with the International Financial Reporting Standards (IFRS) or the International Public Sector Accounting Standards (IPSAS) depending on the nature and objectives of the Public Authorities in question. This is in line with the decision taken by the National Board of Accountants and Auditors (NBAA) and endorsed by the Government. It stated that “effective from July 2004 all reporting entities in Tanzania shall embrace the International Financial Reporting Standards while auditing will be conducted in accordance with International Standards on Auditing (ISA), and standards and guidelines issued from time to time by the National Board of Accountants and Auditors”. Section 31 of Public Audit Act 2008 state that the preparation and submission of Public Authorities’ accounts is a legal requirement; the same has been stipulated in the Companies Act of 2002 of United Republic of Tanzania (CAG Report, 2009/2010: 4 - 5).



















[bookmark: _Toc242096034][bookmark: _Toc300131025][bookmark: _Toc300131606][bookmark: _Toc300221097][bookmark: _Toc300221522][bookmark: _Toc300223189][bookmark: _Toc300300833]CHAPTER FOUR
[bookmark: _Toc242096035]4.0  RESEARCH METHODOLOGY

The study will primarily use qualitative methodology comprising, documentation, and questionnaires. It is decided to make use of the qualitative paradigm, which stems from an anti-positivistic, interpretative approach, idiographic and thus holistic in nature, and aims mainly to understand social life and the meaning that people attach to everyday life (De Vos, et al., 2002:79, in Kibodya, 2007). This will help to provide information not only about risk management in ZSSF as Zanzibar public sector, but in the end suggestion will be presented to ZSSF management to be able to improve their Internal Audit Function so as to achieve the organisation objectives effectively.

[bookmark: _Toc242096036]4.1   Research Design 
According to Hussey and Hussey (1997), research design is the science (and art) of planning procedures for conducting studies so as to obtain the most valid findings. Determining the research design will give a detailed plan that can be used to guide and focus the research. Saunders M. et al. (2000) indicates that the general ethical issue is that the research design should not subject the research population to embarrassment or any other material disadvantage. 

The choice of selecting ZSSF as case study is motivated by the fact that the organisation collects and manages members’ contributions with a purpose of ensuring their financial benefits in the future. In this case ZSSF has to be concerned with the issues of value for money in paying out gratuities and benefits, at the same time ZSSF must be concerned with risk management. 
 This research is intended to illustrate the advantages of risk management, the internal audit function's role in risk management and how these are important in reaching the ZSSF’s objectives. In this study the researcher will employ descriptive case study design in order to gain rich understanding of the research problem, developing skills of evaluating data and synthesizing ideas. This also will help the researcher to produce accurate representation of the target population.

[bookmark: _Toc242096037]4.1.1   Population of Enquiry
A population is the entire set of relevant units of analysis or data. The total population with respect to this study means all 60 employees of Zanzibar Social Security Fund (ZSSF) including managers and non-managers. 

This is a group of individuals that have one or more characteristics in common that are of interest to the researcher. The sample chosen is assumed to be representative of all the staff in ZSSF. In this study, the researcher will focus on the non-managerial staffs since the effectiveness of the internal audit function and risk management is not found from the management only.

[bookmark: _Toc242099486]Table 4.1: Population
	Item
	Descriptive in Relation to the Study

	General population
	All ZSSF management and non management employees

	Target population
	10 management executive and 43 non management employees                      


Source: Researcher, (2013)
[bookmark: _Toc242096038]4.1.2  Sampling Procedures
This is a process of selecting a sufficient number of elements from the population so that by studying the sample and understanding the characteristics of the sample subjects, one will be able to generalise that characteristics to the entire population. 

[bookmark: _Toc148772157][bookmark: _Toc148772263][bookmark: _Toc148774749][bookmark: _Toc148774940][bookmark: _Toc242096039]4.1.2.1  Sample Size
[bookmark: _Toc148772158][bookmark: _Toc148772264][bookmark: _Toc148774750][bookmark: _Toc148774941]A sample is a subject of a population where data is obtained. Sampling is usually done due to limitations of resources to conduct a full board survey and as well due to the time limitations. The sample, however, is expected and assumed to be precisely representative of the total population. Since not all staff members at ZSSF are involved with risk management, accounting and auditing, hence 10 management executives and 43 non-management employees will be taken as the sample to represent the population. The sample of 53 is the minimum recommended size by using sample size calculator developed by Raosoft, Inc. (http://www.raosoft. com/samplesize). Sample size derived with 95% level of confidence with 5% margin of error, this margin of error require a large sample size that is why a sample size of 53 employees out of 60 employees is chosen as representative of total population.

[bookmark: _Toc242096040]4.1.2.2  Sampling Techniques
(a)	Judge Mental Sampling
This technique will be used to select the items which can provide relevant information to the research. Such items include auditor’s reports and the ZSSF Annual Reports. These items will be selected to strengthen data collection through random sampling and hence to provide valuable findings.
(b)    Random Sampling 
A random sample is a sample in which each individual in the defined population has an equal and independent chance of being selected. In this regard it will be done by writing pieces of paper of all employees, management and non-management. Then the papers will be placed in a container and the selected staffs will pick from them.

[bookmark: _Toc242096041]4.2 	Data Collection 
[bookmark: _Toc290625055][bookmark: _Toc290625306][bookmark: _Toc286140425]A combination of research methods may provide the most useful results, enabling reasonable coverage to be achieved whilst at the same time allowing some in-depth understanding to be obtained (Arvidsson, 2009). Thus, in this study documentation, questionnaire survey and observation will be used as research methods of data collection. 

[bookmark: _Toc242096042]4.2.1 	Survey by Questionnaire
To conduct the pilot survey, a structured questionnaire covering objectives will be used. The questionnaire predominantly will contain closed questions, and will be addressed to management executives and non-management employees of the Zanzibar Social Security Fund (ZSSF).
[bookmark: _Toc290625058][bookmark: _Toc290625309][bookmark: _Toc290625311] 
[bookmark: _Toc300131026][bookmark: _Toc300131607][bookmark: _Toc300221098][bookmark: _Toc300221523]The questionnaires will be divided into three main parts. Part A with questions one and two will determine the status of Internal Auditors of ZSSF possess on risk management which will be addressed to management executives. Part B with question number three, four and five which determine the factors that hinder Internal Audit Function to work properly in ZSSF and Part C with question number six, seven and eight explores the safeguards build out by ZSSF to ensure its Internal Auditing meets external corporate governance responsibilities which will be addressed to non management employees. The items in questions one and two from part A are rated using (1) Yes (2) No (3) Don’t know except for questions 2b, 2ci, 2dii, 2diii which were post rated as follow:
2b) 1- More than three auditors, 2 – Three auditors, 3 – Two auditors, 4 – One auditor,  5 – Nothing to say, 6 – Not applicable.
2ci) 1 – Board of director, 2 – Audit committee, 3 – Managing director, 4 – Nothing to say,  5 – Not applicable. 
2dii) 1 – 2011, 2 – 2010, 3 – 2009, 4 – 2008, 5 – Nothing to say, 6 – Not applicable.
2diii) 1 – Excellent, 2 – Very good, 3 – Good, 4 – Reasonable, 5 – Nothing to say,                    
         6 – Not applicable.

While the items in questions three, four, five, six, seven and eight from parts B and C are rated in a form of Likert scale, where the five point scale will be used ranged from strongly agree (5) to strongly disagree (1). This adoption influenced by the constructs by Mohamed and Sawadi (2003).

[bookmark: _Toc300131027][bookmark: _Toc300131608][bookmark: _Toc300221099][bookmark: _Toc300221524][bookmark: _Toc242096043]4.2.2 Documentation
[bookmark: _Toc286140432][bookmark: _Toc290625061][bookmark: _Toc290625312][bookmark: _Toc300131028][bookmark: _Toc300131609][bookmark: _Toc300221100][bookmark: _Toc300221525][bookmark: _Toc290625315][bookmark: _Toc300131032][bookmark: _Toc300131613][bookmark: _Toc300221104][bookmark: _Toc300221529]To obtain secondary data on concepts, theoretical development and empirical studies for this research, the researcher will reviewing documents in libraries, the internet, and mostly important ZSSF information centre as to include Company profile, ZSSF Annual Report, and the like which will be used in collaboration with questionnaire to support the findings.  
[bookmark: _Toc242096044][bookmark: _Toc290625316][bookmark: _Toc300131033][bookmark: _Toc300131614][bookmark: _Toc300221105][bookmark: _Toc300221530]4.3 	Validity and Reliability of Measurement 
[bookmark: _Toc242096045]4.3.1 	Validity 
[bookmark: _Toc290625066][bookmark: _Toc290625317][bookmark: _Toc300131034][bookmark: _Toc300131615][bookmark: _Toc300221106][bookmark: _Toc300221531]The pre test will be conducted by the researcher through administering few questionnaires before distributed to respondents to check understandability of the questions presented in the questionnaires. The respond from pre test questionnaire will represent reality of what are supposed to be measured and to correct various misconceptions that may appear in the study.  

[bookmark: _Toc290625318][bookmark: _Toc300131035][bookmark: _Toc300131616][bookmark: _Toc300221107][bookmark: _Toc300221532]Moreover, in ensuring the questions in questionnaire provide adequate coverage, the researcher will discuss with various managers and ZSSF Internal Auditor to assess each question and see where it is essential, useful and necessary. Consequently the questionnaire will be modified accordingly. 

[bookmark: _Toc242096046]4.3.2 	Reliability 
[bookmark: _Toc290625319][bookmark: _Toc300131036][bookmark: _Toc300131617][bookmark: _Toc300221108][bookmark: _Toc300221533][bookmark: _Toc290625320][bookmark: _Toc300131037][bookmark: _Toc300131618][bookmark: _Toc300221109][bookmark: _Toc300221534][bookmark: _Toc260918723]Reliability is concerned with robustness of the questionnaire and in particular whether or not they produce consistency (Saunders et. al, 2009). In assessing this, the researcher will create constructs in each research question, and then response in one question will be correlated with other question in questionnaire which intends to measure the same thing using cronbach alpha method.   

A higher score indicates a higher reliability, with range from 0 to 1. The generally agreed upon lower limit of cronbach’s alpha is 0.7 as mentioned by Nunnally and Bernstein (1994). Thus reliability is further strengthening by the high level of confidence derived from the large sample size chosen. The Table 4.2 shows the cronbach’s obtained during the researcher pre test of the instrument using six sample questionnaires.

[bookmark: _Toc242099487]Table 4.2    Reliability Test
	Part
	Variable
	No. Of Items
	Cronbach Alpha

	A
	 Internal Auditors status
	27
	0.944

	B
	Internal Audit Function
	8
	0.840

	C
	Internal Audit Safeguards
	19
	0.925


Source: Researcher, (2013)

[bookmark: _Toc242096047][bookmark: _Toc275180053][bookmark: _Toc290625321][bookmark: _Toc300131038][bookmark: _Toc300131619][bookmark: _Toc300221110][bookmark: _Toc300221535]4.4 	Data Processing and Analysis 
[bookmark: _Toc242096048]4.4.1 	Data Processing
[bookmark: _Toc286140437][bookmark: _Toc290625071][bookmark: _Toc290625322][bookmark: _Toc300131039][bookmark: _Toc300131620][bookmark: _Toc300221111][bookmark: _Toc300221536][bookmark: _Toc275180054][bookmark: _Toc290625323][bookmark: _Toc300131040][bookmark: _Toc300131621][bookmark: _Toc300221112][bookmark: _Toc300221537]Data collected will be processed and analyzed using descriptive statistics such as frequencies, percentages and means in order to summarize and organize data in meaningful way. The data will be interpreted so as to give clear meaning to the reader. The researcher will use sample drawn from the population to draw conclusion about the whole population.

[bookmark: _Toc242096049]4.4.2 	Data Analysis
The researcher will use both Qualitative and Quantitative technique during the study.

[bookmark: _Toc286140439][bookmark: _Toc242096050]4.4.2.1 Quantitative Technique
The quantitative approach will be used by the researcher to discuss the possibility of improving risk management in the public sector, especially at the ZSSF. The responses that will be gathered from the questionnaires will be classified, analysed` using the computer software known as Statistical Package for Service Solution (SPSS) and interpreted according to their meaning. Both the frequencies and percentages of respondents will help in identifying the key issues in risk management as far as ZSSF Internal Audit Functions are concerned.

[bookmark: _Toc242096051]4.4.2.2 Qualitative Technique
[bookmark: _Toc286140440][bookmark: _Toc290625075][bookmark: _Toc290625326][bookmark: _Toc300131041][bookmark: _Toc300131622][bookmark: _Toc300221113][bookmark: _Toc300221538][bookmark: _Toc290625076][bookmark: _Toc290625327][bookmark: _Toc300131042][bookmark: _Toc300131623][bookmark: _Toc300221114][bookmark: _Toc300221539][bookmark: _Toc286140441]This is the technique that uses non-numerical data or data that have not been quantified. The researcher will use this for non-standardized data based on meanings that need to be expressed through words. These will be analyzed by providing interpretive analysis from observation and documentation in examine further data in the research. All these will be presented in narrative form.

[bookmark: _Toc242096052]4.5 	The Rationale of the Study 
There is no entity that operates in a risk-free environment, and risk management will not create such an environment. Risk management will help ZSSF management to operate more effectively in an environment filled with risk. Therefore, risk management will enhance management's chance to:
(i) Minimise operational surprises and losses by identifying potential events, risks and responses in advance;
(ii) Identify and manage risks that potentially threaten specific parts of the organisation;
(iii) Evaluate opportunities by considering potential events as risks or opportunities; and;
(iv) Allocate capital and resources to their fullest potential (Goetzee 2004). 
This study will explain how the internal auditor can play his/her roles in assessing risks. In relation to the case study, the research will conclude by providing recommendations to improve risk management in the Zanzibar Social Security Fund
[bookmark: _Toc180467194]




















[bookmark: _Toc242096053]CHAPTER FIVE
[bookmark: _Toc180467195][bookmark: _Toc242096054]5.0  RESEARCH FINDINGS, ANALYSIS AND DISCUSSIONS

[bookmark: _Toc242096055]5.1 	Introduction
This chapter describes and discusses statistical findings as they answered the issue intended for addressing the role of internal audit function in enhancing risk management at Zanzibar Social Security Fund (ZSSF). It is in this chapter where facts on what was found during the research are presented. The facts will be presented according to research prepositions. The chapter is divided into two parts; fieldwork execution and overview of research findings and analysis.  

[bookmark: _Toc180467197][bookmark: _Toc242096056]5.2 	Field Work Execution 
The fieldwork comprised distribution and collection of questionnaires with closed and open-ended questions. The study covered two main categories of Zanzibar Social Security Fund (ZSSF) employees that is managers and non managers. Total of 53 questionnaires were distributed of which 10 to manager employees and 43 to non manager employees. Total of 50 employees responded to questionnaires administered to them while 3 did not respond. Table 5.1 shows response rate.

[bookmark: _Toc242099517]Table 5.1: Questionnaires Response Rate
	Employees category
	Sampled Employees
	Response
	%

	Manager Employees
	10
	10
	100.00

	Non manager Employees
	43
	40
	93.02

	Total
	53
	50
	94.33


[bookmark: _Toc180467198]Source: Field survey data, (2013)
[bookmark: _Toc242096057]5.3 	Existence of Audit Committee 
This section explores the awareness of the ZSSF employees on the existence of audit committee, the necessity of having the committee in organisation and the mix of representation, knowledge and experience of the committee members.

[bookmark: _Toc242096058]5.3.1 	Organisation Audit Committee
Among the responsibilities of any Audit Committee in organisations is to develop appropriate internal audit charter that specifies the way internal audit functions could be administered and approved by the organisation management. Therefore all ZSSF stakeholders should be aware of the importance of having audit committee in order to carry out internal audit functions effective. The finding shows that about 94 percent of the respondents were aware of the existence of Audit Committee while 6 percent were not sure whether the Committee exists or not as Table 5.2 below indicates. 

[bookmark: _Toc242099518]Table 5.2: Organisation Audit Committee
	 
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	YES
	47
	94.0
	94.0
	94.0

	 
	Don't Know
	3
	6.0
	6.0
	100.0

	 
	Total
	50
	100.0
	100.0
	


Source: Field survey data, (2013)

[bookmark: _Toc242096059]5.3.2 Necessity of having Audit Committee 
Response to the question whether it is necessary to have Audit Committee in ZSSF shows that 6 percent of respondents said they do not know while 94 percent said “yes” as Table 5.3 shows.
[bookmark: _Toc242099519]Table 5.3: Necessity of having Audit Committee
	 
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	YES
	47
	94.0
	94.0
	94.0

	 
	Don't Know
	3
	6.0
	6.0
	100.0

	 
	Total
	50
	100.0
	100.0
	


Source: Field Survey Data, (2013)

[bookmark: _Toc242096060]5.3.3  Knowledge, Experience and Representation of Audit Committee
When required to state about the knowledge, experience and representation of the ZSSF Audit Committee, 60 percent of the respondents agree that ZSSF Audit Committee has the right mix of knowledge, experience and representation, 18 percent did not agree while 22 percent were unsure to either the Audit Committee has the right knowledge, experience and representation or not as indicated in Table 5.4.

[bookmark: _Toc242099520]Table 5.4: Knowledge, experience and representation of Audit Committee
	 
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	YES
	30
	60.0
	60.0
	60.0

	 
	NO
	9
	18.0
	18.0
	78.0

	 
	Don't Know
	11
	22.0
	22.0
	100.0

	 
	Total
	50
	100.0
	100.0
	


Source: Field Survey Data, (2013)

[bookmark: _Toc242096061]5.4 	Existence of Internal Audit 
This section accesses the status and reporting mandate of ZSSF Internal Audit functions across the organisation. The focus is on organisation internal auditor, officials on internal audit division, to whom they report, how frequently they report and internal audit report.

[bookmark: _Toc242096062]5.4.1 	Organisation Internal Auditor
Responding to the question as whether ZSSF has internal auditor, 100 percent of the respondents said Yes as Table 5.5 indicate.

[bookmark: _Toc242099521]Table 5.5: Organisation Internal Auditor
	 
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	YES
	50
	100.0
	100.0
	100.0


Source: Field survey data, (2013)

[bookmark: _Toc242096063]5.4.2 	Organisation Internal Audit Division’s Officials
When employees were asked to state the number of officials working in ZSSF Internal Audit division/department, about 4 percent said there are more than 3 auditors, 28 percent says there are two auditors, 52 percent says there is only one auditor, 12 percent of respondents said nothing concerning the number of officials working in ZSSF internal audit division, and 4 percent said the question is not applicable as Figure 5.1indicates.

[bookmark: _Toc242096064]5.4.3 Internal Auditor Reporting Line
The response regarding to whom ZSSF Internal Auditor report shows that 4 percent of the respondents say they report to Board of Directors, another 4 percent say they report to Audit Committee, 72 percent say they report to Managing Director and 20 percent said nothing as Table 5.6 indicates.
 (
Valid More than 3 Auditors
Valid 2 Auditors
Valid 1 Auditor
Valid Nothing to say
Valid Not Applicable
Valid Total
Frequency
Percent
Valid Percent
Cumulative Percent
Statistics
0.0
25.0
50.0
75.0
100.0
Values
How many officials work in internal audit division of your organisation?
)
[bookmark: _Toc242099814]Figure 5.1: Organisation Internal Audit division’s Officials
Source: Field survey data, (2013)

This implies that internal auditor reporting line in ZSSF is not good enough since the finding shows that Internal Auditors report to Managing Director which is against the requirement of King Report II 2002; which requires the Internal Auditors to report to Chairperson of Board of Directors copy to Managing Director and Audit Committee.

[bookmark: _Toc242099522]Table 5.6: Internal Auditor reporting line
	 
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	Board of Directors
	2
	4.0
	4.0
	4.0

	 
	Audit Committee
	2
	4.0
	4.0
	8.0

	 
	Managing Director
	36
	72.0
	72.0
	80.0

	 
	Nothing to say
	10
	20.0
	20.0
	100.0

	 
	Total
	50
	100.0
	100.0
	


Source: Field survey data, 2013
[bookmark: _Toc242096065]5.4.4  How Frequently does Internal Auditor Report?
With regard to how frequently ZSSF Internal Auditor report, it has been found out that 14 percent of respondents says the internal auditor report once in a year, 26 percent says twice a year while 60 percent says internal auditor at ZSSF report quarterly as the Figure 5.2 shows. 

This implies that internal auditor reporting mechanism in ZSSF is reasonable good since all finding concerning audit activities are reported to the top management on timely basis. Thus the management is able to implement recommendations before another audit activity is carried out.

[image: ]
[bookmark: _Toc242099815]Figure 5.2: How Frequently does Internal Auditor Report?
Source: Field survey data, (2013)

[bookmark: _Toc242096066]5.4.5 Internal Audit Report
In order to assess the access of ZSSF employees to Internal Audit Report, about 40 percent of respondent said they have seen the report while 60 percent have not seen the report as Figure 5.3 shows. 
Further 32 percent of the respondents say they have seen the report for 2011, 4 percent say they have seen the report for 2010, another 4 percent says they have seen the report for 2009 while 60 percent of the respondents indicated it was not applicable to them as Table 5.7 shows.

 Moreover 28 percent of respondents said the status of the report was good, 8 percent said the status of the report was reasonable, 4 percent said nothing concerning the status of the report while 60 percent indicated “not applicable” to the question as the Table 5.8

[image: ]
[bookmark: _Toc242099816]Figure 5.3: Internal Audit Report
Source: Field survey data, (2013)

The data collected shows that 14 percent of respondents strongly disagree with the strategies that are used by ZSSF to position its internal audit function in order to improve the organization strategic performance. Another 26 percent disagree, 6 percent neither agreed nor disagreed, 30 percent of respondents agreed while 24 percent strongly agreed.
[bookmark: _Toc242099523]Table 5.7: Report Period
	 
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	2011
	16
	32.0
	32.0
	32.0

	 
	2010
	2
	4.0
	4.0
	36.0

	 
	2009
	2
	4.0
	4.0
	40.0

	 
	Not Applicable
	30
	60.0
	60.0
	100.0

	 
	Total
	50
	100.0
	100.0
	


Source: Field survey data, (2013)

[bookmark: _Toc242099524]Table 5.8: The Status of the Internal Auditor Report
	 
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	Good
	14
	28.0
	28.0
	28.0

	 
	Reasonable
	4
	8.0
	8.0
	36.0

	 
	Nothing to say
	2
	4.0
	4.0
	40.0

	 
	Not Applicable
	30
	60.0
	60.0
	100.0

	 
	Total
	50
	100.0
	100.0
	


Source: Field survey data, (2013)

[bookmark: _Toc242096067]5.5 	Organisational Independence 
It seemed that the tendency is positive; a high percentage of respondents confirmed that the internal audit function is strategically positioned to contribute to organisational strategical performance as Table 5.9 shows.
 
In testing how the mission and role of internal audit function are defined within a wider governance framework and how effectively communicated the results shows that 20 percent strongly disagree, 24 percent disagree, 6 percent of the respondents did not have any opinion, and 26 percent were in agreement while 24 percent strongly agreed. The result also shows positive trend since high percentage of the respondents agreed as Table 5.9 indicates.

The response to the question asking whether the current structure of internal audit promotes objectivity, consistency and business understanding shows 16 percent of respondents strongly disagree, 26 percent disagree, 6 percent having no opinion, 40 percent agree while 12 percent strongly agree. This implies that there is positive tendency since the higher percentage of the respondents on agreement rank very high as shown in Table 5.9.

To examine whether the audit function position in such a way enables the auditor to be free to choose transaction or area of interest for audit; the response was 10 percent strongly disagree, 50 percent disagree, 10 percent showing no opinion on the question, 24 percent agree while 6 percent strongly agree. The response shows a negative trend since higher percentage of the answers from the respondents fall within disagreement as Table 5.9 shows.

To test existence of rules that ensure that auditors cannot audit operations for which previously held responsible, and the response were 12 percent strongly disagree, 34 percent disagree, 8 percent having no opinion on the subject, 40 percent agree while 6 percent strongly agree. This result show that the percentage of the respondents agreeing to the questions is equal to the proportion which is in disagreement to the question as Table 5.9 indicates. 
[bookmark: _Toc242099525]Table 5.9: Organisational Independence
	
	Strongly Disagree
	Disagree
	Neutral
	Agree
	Strongly Agree

	 
	Count
	%
	Count
	%
	Count
	%
	Count
	%
	Count
	%

	Do you believe that the internal audit function is strategically positioned to contribute to organisational strategical performance?
	7
	14.0%
	13
	26.0%
	3
	6.0%
	15
	30.0%
	12
	24.0%

	Dou you believe that the mission and role of internal audit function are defined within a wider governance framework and are effectively communicated?
	10
	20.0%
	12
	24.0%
	3
	6.0%
	13
	26.0%
	12
	24.0%

	Do you believe that the current structure of internal audit promotes objectivity, consistency and business understanding?
	8
	16.0%
	13
	26.0%
	3
	6.0%
	20
	40.0%
	6
	12.0%

	While the audit function perform its duty, do you believe that it is free to choose any transaction or area of interest for audit?
	5
	10.0%
	25
	50.0%
	5
	10.0%
	12
	24.0%
	3
	6.0%

	Does a rule exist to ensure that auditors cannot audit operations for which they previously held responsible?
	6
	12.0%
	17
	34.0%
	4
	8.0%
	20
	40.0%
	3
	6.0%


Source: Field survey data, (2013)

[bookmark: _Toc242096068]5.6  Internal Audit Activities and Functions 
This section is aimed at understanding the different audit activities and functions that were performed by ZSSF internal audit function. 
[bookmark: _Toc242096069]5.6.1  Internal Audit Activities
In accessing whether ZSSF internal audit is assessing and promoting the adequacy of corporate governance system, the response show that 22 percent strongly disagreed, 28 percent disagree, 2 percent having no opinion on the matter, 34 percent agree, while 14 percent strongly agreed. The result shows negative trends since large proportion of the respondents were disagreed as Table 5.10 shows.

Response to the question whether ZSSF internal audit evaluates projects or programs accomplishments (i.e. effectiveness) or not shows 12 percent of the respondents strongly disagree, 48 percent disagreed, 6 percent having neither agreed nor disagreed, 24 percent agree, while only 10 percent strongly agree. The response shows negative tendency since large percentage falls under disagreement to the subject as Table 5.10 indicates.

Responding to the question whether ZSSF internal audit examine productivity (i.e. efficiency) of the organisation or not the results shows 22 percent of respondents strongly disagree, 26 percent disagree, 8 percent having no opinion, 34 percent agreed, while 10 percent strongly agree. The result shows negative trends as large percentage of respondents disagree with the matter as shown in Table 5.10.

In responding to whether ZSSF internal audit function examine the ways the organisation resources are used, about 12 percent of respondents strongly disagree, 26 percent disagree, 8 percent have no opinion, 22 percent agreed, while 32 percent strongly agree. The trend is positive since large number of the responds was in agreement with the matter as shown in Table 5.10.
In assessing whether ZSSF internal audit test the organisation conformity with objective requirement and standards and criteria (i.e. compliance), the response were 12 percent strongly disagree, 38 percent disagree, 6 percent having no opinion, 36 percent agree, while only 8 percent strongly agree. There is a negative trend since large percentage of respond fall under disagreement with subject matter as shown in Table 5.10.

When asked about whether ZSSF internal audit function examines and assesses organization policies, procedures, and manuals and if they recommend best practices, the response was 24 percent strongly disagree, 18 percent disagree, 30 percent agreed and 28 percent strongly agreed. The trend is positive because large percentage of respondents is under agreement with the matter as Table 5.10 shows.

The response to the questions assessing whether ZSSF internal audit identifies and monitors risks against achievement of organisation’s strategy (i.e. risk management system and control), 22 percent of respondents strongly disagree, 22 percent disagree, 4 percent having no opinion, 38 percent agree while 14 percent strongly agree. The trend is positive since the large percentage of respondents agreed with the matter as Table 5.10 indicates.

The respondents were asked whether ZSSF internal auditor test proper recording of assets and expenditure, reliability of financial information and data reliability (i.e. financial and regulatory audit). The findings revealed that 14 percent of the respondents strongly disagree, 14 percent disagree, 10 percent having no opinion, 50 percent agreed, while 12 percent strongly agreed. Further analysis found that many respondents agreed that ZSSF internal auditor perform financial and regulatory audit as Table 5.10 shows.

In analysing whether Budget implementation is checked by ZSSF internal audit, the response was 10 percent of the respondents strongly disagreed, 16 percent disagreed, 6 percent remain neutral, 42 percent agreed while 26 percent strongly agreed. There is positive trend since higher percentage of the respondent are in agreement with the matter as it is shown in Table 5.10.

The response to the question testing whether ZSSF internal auditor is evaluating keeping of accounting records (i.e. mistake, delay, etc); 4 percent of the respondents strongly disagrees, 20 percent disagreed, 44 percent agreed while 32 percent strongly agreed. The results show positive trends since large percentage of respondents were in agreement as Table 5.10 indicates.  

The findings shows that 28 percent of respondents strongly disagreed that ZSSF internal auditor evaluating management’s efforts to the recovery of receivable, taxes, and other collectibles, 22 percent disagreed, 8 percent remain neutral, 22 percent agreed while 20 percent strongly agreed. A negative trend is observed since higher percentages of the respondents were in disagreement as shown in Table 5.10 below. The respondents were asked whether ZSSF internal auditors are assessing reliability and soundness of financial information, the response were 6 percent strongly disagreed, 12 percent disagreed, 6 percent having no opinion, and 60 percent agreed while 16 percent strongly agreed. The trend is positive since high percentages of the respondents were in agreement as Table 5.10 indicates. 
With regards to the respond whether ZSSF internal auditor perform assets protection audit, 6 percent of the respondents strongly disagreed, 14 percent disagreed, 6 percent remain neutral, 40 percent agreed while 34 percent strongly agreed. This reveals a positive trend since the majority of respondents were in agreement as Table 5.10 shows.

 A question has asked to respondents whether ZSSF internal audit perform audit in wastage of resources (i.e. human, financial and physical); the response was 20 percent strongly disagreed, 22 percent disagreed, 48 percent agreed while 10 percent strongly agreed. The trend is positive as the majority of the respondents were in agreement as Table 5.10 shows.

 The response to the question asked to the respondents whether ZSSF internal audit perform under performance audit; 12 percent of the respondents strongly disagreed, 38 percent were disagreed, 8 percent were remain neutral, 28 percent agreed while 14 percent strongly agreed. Since the majority of the respondents were in agreement than the trend is positive as Table 5.10 shows.

 Respondents were asked whether ZSSF internal auditor perform unethical behavior and fraud detection audit. The response was 18 percent strongly disagreed, 22 percent disagreed, 8 percent remain neutral, 24 percent agreed while 28 percent strongly agreed. There is positive trend since majority of the respondents were in agreement as Table 5.10 shows.

[bookmark: _Toc242099526]Table 5.10: Audit Activities
	
	Strongly Disagree
	Disagree
	Neutral
	Agree
	Strongly Agree

	 
	Count
	%
	Count
	%
	Count
	%
	Count
	%
	Count
	%

	Assessing and promoting the adequacy of corporate governance system (Risk Management System and Control).
	11
	22.0%
	14
	28.0%
	1
	2.0%
	17
	34.0%
	7
	14.0%

	Evaluates project/programs accomplishments (Effectiveness).
	6
	12.0%
	24
	48.0%
	3
	6.0%
	12
	24.0%
	5
	10.0%

	Examine productivity (Efficiency).
	11
	22.0%
	13
	26.0%
	4
	8.0%
	17
	34.0%
	5
	10.0%

	Examine the use of organisation resources (Economy).
	6
	12.0%
	13
	26.0%
	4
	8.0%
	11
	22.0%
	16
	32.0%

	Test the organisation conformity with objective requirement and standards/criteria (Compliance).
	6
	12.0%
	19
	38.0%
	3
	6.0%
	18
	36.0%
	4
	8.0%

	Examine and assess organisation policies, procedures and manuals and recommend best practices.
	12
	24.0%
	9
	18.0%
	
	
	15
	30.0%
	14
	28.0%

	Identify and monitor risks against achievement of organisation's strategy (Risk Management System and Control).
	11
	22.0%
	11
	22.0%
	2
	4.0%
	19
	38.0%
	7
	14.0%

	Test proper recording of assets and expenditures, reliability of financial information and data reliability (Financial and Regulatory Audit).
	7
	14.0%
	7
	14.0%
	5
	10.0%
	25
	50.0%
	6
	
12.0%


	Checking Budget implementation
	5
	10.0%
	8
	16.0%
	3
	6.0%
	21
	42.0%
	13
	26.0%

	Evaluating Keeping of accounting records(mistakes, delays, etc)
	2
	4.0%
	10
	20.0%
	
	
	22
	44.0%
	16
	32.0%

	Evaluating management's Efforts to the recovery of receivables, taxes    and other collectables
	14
	28.0%
	11
	22.0%
	4
	8.0%
	11
	22.0%
	10
	20.0%

	Assessing Reliability & soundness of financial information
	3
	6.0%
	6
	12.0%
	3
	6.0%
	30
	60.0%
	8
	16.0%

	Protection of assets
	3
	6.0%
	7
	14.0%
	3
	6.0%
	20
	40.0%
	17
	34.0%

	Wastage of resources (human, financial and physical)
	10
	20.0%
	11
	22.0%
	
	
	24
	48.0%
	5
	10.0%

	Under performance
	6
	12.0%
	19
	38.0%
	4
	8.0%
	14
	28.0%
	7
	14.0%

	Unethical behavior and Fraud detection
	9
	18.0%
	11
	22.0%
	4
	8.0%
	12
	24.0%
	14
	28.0%


Source: Field survey data, (2013)
[bookmark: _Toc242096070]5.6.2  Internal Audit Functions
In order to assess the internal audit function in ZSSF the question whether internal audit division has staffs with relevant skill and experience to risk identification and planning methodology to deliver a high quality audit service, the following result were obtained 16 percent of respondents strongly disagreed, 32 percent disagreed, 10 percent having no opinion, 24 percent agreed while 18 percent strongly agreed. The finding shows that there is negative trend as majority of the respondents disagreed as Table 5.11 shows. 

However, 16percent of the respondents strongly disagreed to the question that whether ZSSF internal auditor receives a plan for each engagement, establishing its objectives and scope while 34 percent disagreed, 10 percent remain neutral, 32 percent agreed and 8 percent strongly agreed. The trend is negative as the majority of the respondents were in disagreement as Table 5.11 indicates.

Moreover, it was found that 6 percent of respondents strongly disagreed to the question asked whether ZSSF internal auditor systematically review the risk management process while 40 percent disagreed, 6 percent having no opinion, 32 percent agreed and 16 percent strongly agreed. Since majority of the respondents are in agreement, therefore the trend is positive as Table 5.11 shows.

Regarding the response to the question “does ZSSF internal audit cover the relevance of the results assessment criteria established by management”; about 4 percent of respondents strongly disagreed, 42 percent disagreed, 8 percent having no opinion, and 34 percent agreed while 12 percent strongly disagreed. The trend is neutral since the number of respondents which were in agreement equals to number which were not in agreement as Table 5.11 shows.

[bookmark: _Toc242099527]Table 5.11: Internal Audit Functions
	
	Strongly Disagree
	Disagree
	Neutral
	Agree
	Strongly Agree

	 
	Count
	%
	Count
	%
	Count
	%
	Count
	%
	Count
	%

	Do you feel that the organisation's audit division has staff with relevant skill and experience to risk identification and planning methodology to deliver a high quality audit service?
	8
	16.0%
	16
	32.0%
	5
	10.0%
	12
	24.0%
	9
	18.0%

	Do the auditors receive a plan (planning memorandum) for each engagement, establishing its scope and objectives?
	8
	16.0%
	17
	34.0%
	5
	10.0%
	16
	32.0%
	4
	8.0%

	Do auditors systematically review the risk management process?
	3
	6.0%
	20
	40.0%
	3
	6.0%
	16
	32.0%
	8
	16.0%

	Does the audit cover the relevance of the results assessment criteria established by management?
	2
	4.0%
	21
	42.0%
	4
	8.0%
	17
	34.0%
	6
	12.0%


Source: Field survey data, 2013
[bookmark: _Toc242096071]5.7 	Corporate Governance 
With regard to the corporate governance in ZSSF, the researcher was interested in determining some of corporate governance issues that attached to the internal audit function and the effect they might cause in the organisation performance. The responses from the questions asked to respondent are analysed hereunder and demonstrated on Table 5.12. 

With regards to the ZSSF internal auditor ability to produce substantive reports to Managing Director if they find officials abused their power against public interest (i.e. equity is in danger); the response 20 percent strongly disagreed, 20 percent disagreed, 6 percent having no opinion, 30 percent agreed while 24 percent strongly agreed. The majority of the respondents were in agreement that internal auditor was reporting when they find out that equity is in danger as Table 5.12 indicates. Also when respondents were asked whether ZSSF internal auditors were producing substantive report to the Managing Director when they find out that officials lose their integrity and honesty (i.e. probity of management officials in danger); the result were 18 percent strongly disagreed, 26 percent disagreed, 4 percent remain neutral, 34 percent agreed while 18 percent strongly agreed as Table 5.12 shows.

Moreover 20 percent of respondents strongly disagreed that ZSSF internal auditor produce substantive report to Managing Director when they find out officials withhold (not disclose) key information to the public (i.e. transparency is in danger); 18 percent disagreed, 44 percent agreed while 18 percent strongly agreed. The finding shows positive trend as majority of respondents were in agreement with the matter as Table 5.12 below indicates.
The respondents were slightly indifference to the question whether ZSSF have external auditors as 24 percent strongly disagreed, 26 percent disagreed, 20 percent agreed while 30 percent strongly agreed; since the number of the respondent which were in agreement equals the number of respondents which were in disagreement. However, 24 percent of respondents strongly disagreed that the external auditors have access to internal audit report, 22 percent disagreed, 8 percent were remain neutral, 32 percent agreed while 14 percent strongly agreed. Also the respondents were in difference since the number which is in agreement equal to number which was in disagreement as Table 5.12 indicates.

In responding to the question whether ZSSF internal auditors report is discussed by organisation management; the finding shows that 22 percent of respondents strongly disagreed, 16 percent disagreed, 4 percent remain neutral, 18 percent agreed while 40 percent strongly agreed. This is a positive trend shown by the result since the majority of the respondents were in agreement with the subject as Table 5.12 shows.
 As for the response result, it is noted that 30 percent of the respondents strongly disagreed that ZSSF submit their accounts to the government auditors, 36 percent disagreed, and 10 percent agreed while 24 percent strongly agreed. It shows negative trends since majority of the respondents were in disagreement with the matter. 

Furthermore respondents were asked whether ZSSF internal auditors report presented to higher government authorities such as Public Audit Committee, the result indicate that 40 percent of respondents strongly disagreed, 34 percent disagreed, 4 percent remain neutral, 12 percent agreed while 6 percent strongly agreed. The majority of the respondents were in disagreement with the matter as Table 5.12 shows.

[bookmark: _Toc242099528]Table 5.12: Corporate Governance
	
	Strongly Disagree
	Disagree
	Neutral
	Agree
	Strongly Agree

	 
	Count
	%
	Count
	%
	Count
	%
	Count
	%
	Count
	%

	Official abused their power against public interest (equity is in danger)
	10
	20.0%
	10
	20.0%
	3
	6.0%
	15
	30.0%
	12
	24.0%

	Officials lose their integrity and honesty (probity of management officials in danger)
	9
	18.0%
	13
	26.0%
	2
	4.0%
	17
	34.0%
	9
	18.0%

	Officials withhold (not disclose) key information to the public (transparency is in danger)
	10
	20.0%
	9
	18.0%
	
	
	22
	44.0%
	9
	18.0%

	Does your organisation have external auditors?
	12
	24.0%
	13
	26.0%
	
	
	10
	20.0%
	15
	30.0%

	Do the external auditors have access to internal auditor report?
	12
	24.0%
	11
	22.0%
	4
	8.0%
	16
	32.0%
	7
	14.0%

	Is the external auditors report discussed in the organisation management?
	11
	22.0%
	8
	16.0%
	2
	4.0%
	9
	18.0%
	20
	40.0%

	Does your organisation submit the accounts to government auditors?
	15
	30.0%
	18
	36.0%
	
	
	5
	10.0%
	12
	24.0%

	Is the external auditor reports presented at high government authorities, example Public Audit Committee?
	20
	40.0%
	17
	34.0%
	4
	8.0%
	6
	12.0%
	3
	6.0%


Source: Field survey data, 2013
[bookmark: _Toc242096072]5.8 	Risk Management 
This section aims at examining whether the ZSSF internal auditors are playing the roles in risk management. Response shows that 26 percent of respondents strongly disagreed that ZSSF internal auditor play role in setting the risk appetite, 30 percent disagreed, 38 percent agreed while 6 percent strongly agreed. With regard to the role played in imposing risk management process; 14 percent of respondents strongly disagreed, 44 percent disagreed, 6 percent remain neutral, 26 percent agreed while 10 percent strongly agreed. Both response for setting risk appetite and imposing risk management processes shows negative trend as the majority of the respondents were in disagreement with the matters as Table 5.13 shows.

In responding to the question whether the ZSSF internal auditors are playing the role in managing assurance on risk; 4 percent of respondents strongly disagreed, 34 percent disagreed, 8 percent having no opinion, 38 percent agreed and 16 percent strongly agreed. While the response to the question whether ZSSF internal auditor play the role in taking decision on risk response, result show that 20 percent strongly disagreed, 28 percent disagreed, 42 percent agreed and 10 percent strongly agreed. There is a positive trend observed in managing assurance on risk as well as taking decision on risk response as Table 5.13 below indicates.

Moreover, the response to the question whether ZSSF internal auditor play a role in implementing risk responses on the management behalf, about 10 percent of the respondents strongly disagreed, 26 percent disagreed, 8 percent remain neutral, 38 percent agreed and 18 percent strongly agreed. Furthermore respondents were asked whether the ZSSF internal auditor were held accountable for risk management; and the response show that about 4 percent strongly disagreed, 42 percent disagreed, 6 percent remain neutral, 40 percent agreed and 8 percent strongly agreed. The trends for both two questions indicate a positive situation since the majority of the respondents were in agreement to the subject matters.

[bookmark: _Toc242099529]Table 5. 13: Risk Management
	
	Strongly Disagree
	Disagree
	Neutral
	Agree
	Strongly Agree

	 
	Count
	%
	Count
	%
	Count
	%
	Count
	%
	Count
	%

	Setting the risk appetite?
	13
	26.0%
	15
	30.0%
	
	
	19
	38.0%
	3
	6.0%

	Imposing risk management processes?
	7
	14.0%
	22
	44.0%
	3
	6.0%
	13
	26.0%
	5
	10.0%

	Managing assurance on risk?
	2
	4.0%
	17
	34.0%
	4
	8.0%
	19
	38.0%
	8
	16.0%

	Taking decision on risk response?
	10
	20.0%
	14
	28.0%
	
	
	21
	42.0%
	5
	10.0%

	Implementing risk responses on management behalf?
	5
	10.0%
	13
	26.0%
	4
	8.0%
	19
	38.0%
	9
	18.0%

	Accountability for risk management?
	2
	4.0%
	21
	42.0%
	3
	6.0%
	20
	40.0%
	4
	8.0%


Source: Field survey data, (2013)
[bookmark: _Toc242096073]5.9 	Recommendations and its Implementation 
This section falls under the third objectives of this study with the purposes of testing the extent at which the ZSSF internal auditors’ recommendations are implemented.
With regards to the question asked whether ZSSF internal audit task provides management with advice on means of reducing cost and improving efficiency and effectiveness, the response show that about 10 percent of respondents strongly disagreed, 42 percent disagreed, 34 percent agreed and 14 percent strongly agreed. 

[bookmark: _Toc242099530]Table 5.14: Recommendations and its Implementation
	
	Strongly Disagree
	Disagree
	Neutral
	Agree
	Strongly Agree

	 
	Count
	%
	Count
	%
	Count
	%
	Count
	%
	Count
	%

	Do internal audit task provide management with advice on means of reducing cost and improving efficiency and effectiveness?

	5
	10.0%
	21
	42.0%
	
	
	17
	34.0%
	7
	14.0%

	Do you feel that corrective measures are usually taken as a result of weaknesses noted by the internal audit department?

	11
	22.0%
	23
	46.0%
	2
	4.0%
	12
	24.0%
	2
	4.0%

	Do you believe that, the head of internal audit monitor and follow up action taken by management to recommendations made by the audit function?
	2
	4.0%
	20
	40.0%
	4
	8.0%
	14
	28.0%
	10
	20.0%


Source: Field survey data, (2013)
However, response to the question whether the corrective measures are taken as a result of weaknesses noted by internal audit function; result show that about 22 percent of respondents strongly disagreed, 46 percent disagreed, 4 percent remain neutral, 24 percent agreed and 45 percent strongly agreed. Both two questions show negative tendency since high percentage of respondents were in disagreement with the subject as Table 5.14 shows.

Furthermore, the respondents were asked whether the head of ZSSF internal audit monitors and follows up action taken by management to the recommendations made by the audit function. The result shows that about 4 percent strongly disagreed, 40 percent disagreed, 8 percent having no opinion, 28 percent agreed and 20 percent strongly agreed. This result shows positive trends since majority of the respondents were in agreement with the matter as Table 5.14 indicates.

[bookmark: _Toc242096074]5.10  Correlation 
From Table 5.15, using the Pearson correlation, Audit Committee is positively correlated with the ZSSF audit performance variables such as organisational independence with level of significant at 0.473, audit activities which is significant at 0.442 levels. 

The positive correlation also revealed between organisational independence and audit activities with level of significant of 0.455, though similar results appear for internal audit function and audit activities with significant level at 0.495. However, internal audit function has a negative relationship with audit committee, but not significant at 0.307 levels.
[bookmark: _Toc242099531]Table 5.15: Correlation between Internal Audit Status with Internal Audit Function 
	 
	Existence of audit committee
	Existence of internal audit
	Organisational independence
	Audit Activities
	Internal Audit Function

	Existence of audit committee
	Pearson Correlation
	1
	.191
	.473(**)
	.442(**)
	-.307(*)

	 
	Sig. (2-tailed)
	 
	.183
	.001
	.001
	.030

	 
	N
	50
	50
	50
	50
	50

	Existence of internal audit
	Pearson Correlation
	.191
	1
	-.152
	.185
	.186

	 
	Sig. (2-tailed)
	.183
	 
	.291
	.199
	.197

	 
	N
	50
	50
	50
	50
	50

	Organisational independence
	Pearson Correlation
	.473(**)
	-.152
	1
	.455(**)
	-.074

	 
	Sig. (2-tailed)
	.001
	.291
	 
	.001
	.608

	 
	N
	50
	50
	50
	50
	50

	Audit Activities
	Pearson Correlation
	.442(**)
	.185
	.455(**)
	1
	.495(**)

	 
	Sig. (2-tailed)
	.001
	.199
	.001
	 
	.000

	 
	N
	50
	50
	50
	50
	50

	Internal Audit Function
	Pearson Correlation
	-.307(*)
	.186
	-.074
	.495(**)
	1

	 
	Sig. (2-tailed)
	.030
	.197
	.608
	.000
	 

	 
	N
	50
	50
	50
	50
	50


** Correlation is significant at the 0.01 level (2-tailed). * Correlation is significant at the 0.05 level (2-tailed).
Source: Field survey data, (2013)

In order to have independent Audit Committees in any organisation the majority of its qualified members with right knowledge must come from outside the organisation which will enable the committee to have high influence on the audit performance. This is because the study shows that the relationship between the audit committee and the two audit performance measures is statistically significant. This result is consistent with some of the previous studies such as Klein (2002) and Mansi and Reeb (2004), where they reported strong positive relationship between audit committee and the organization audit performance variables they used in their studies.
[bookmark: _Toc242099532]Table 5.16: Correlation between Internal Audit Status with Corporate Governance
	 
	Existence of audit committee
	Existence of internal audit
	Corporate Governance
	Risk management
	Recommendation and its implementation

	Existence of audit committee
	Pearson Correlation
	1
	.191
	.172
	.336(*)
	.027

	 
	Sig. (2-tailed)
	
	.183
	.233
	.017
	.854

	 
	N
	50
	50
	50
	50
	50

	Existence of internal audit
	Pearson Correlation
	.191
	1
	-.067
	.262
	.384(**)

	 
	Sig. (2-tailed)
	.183
	
	.645
	.066
	.006

	 
	N
	50
	50
	50
	50
	50

	Corporate Governance
	Pearson Correlation
	.172
	-.067
	1
	.430(**)
	.298(*)

	 
	Sig. (2-tailed)
	.233
	.645
	
	.002
	.035

	 
	N
	50
	50
	50
	50
	50

	Risk management
	Pearson Correlation
	.336(*)
	.262
	.430(**)
	1
	.235

	 
	Sig. (2-tailed)
	.017
	.066
	.002
	
	.100

	 
	N
	50
	50
	50
	50
	50

	Recommendation and its implementation
	Pearson Correlation
	.027
	.384(**)
	.298(*)
	.235
	1

	 
	Sig. (2-tailed)
	.854
	.006
	.035
	.100
	

	 
	N
	50
	50
	50
	50
	50


* Correlation is significant at the 0.05 level (2-tailed). ** Correlation is significant at the 0.01 level (2-tailed)
Source: Field survey data, (2013)
Table 5.16 indicates that the existence of audit committee is positively correlated with risk management at 0.336 level of significance. The corporate governance is positive correlated with risk management at 0.430 level of significance, and positively correlated with the auditor’s recommendation and its implementation at 0.298 level of significance.  

The positive relationship the corporate governance shows with risk management and internal audit recommendations indicates that, ZSSF risk management efforts has contributed much to corporate governance in the organization. This implies that the techniques of risk management implemented by ZSSF shows much success in supporting corporate governance.

The result are supported by the literature (refer section 2.7) suggesting that an organisation should have impressive range of influences on risk disclosures as it should have an Audit Committee that has a higher independence ratio of members. It is concluded that more the organisation independence exists in an organisation the higher it can be able to increase the availability of risk information disclosed in the areas of total and future risk information. This result is consistent with previous studies (Xie et al., 2003; Karamanou and Vafeas, 2005; Hoitash et al., 2009).

Also the finding is parallel with Unite and Sullivan (2003) who found out that foreign competition compels domestic banks to be more efficient on account of increased risk, and to become less dependent on relationship-based banking practices. Also the finding is consistence with Tanelilin E. et al, (2007) who found positive relationship between corporate governance practices and risk management.
[bookmark: _Toc242099533]Table 5. 17: Correlation between Internal Audit Function with Corporate Governance
	 
	Organisational independence
	Audit Activities
	Internal Audit Function
	Corporate Governance
	Risk management
	Recommendation and its implementation

	Organisational independence
	Pearson Correlation
	1
	.455(**)
	-.074
	.448(**)
	.402(**)
	-.193

	 
	Sig. (2-tailed)
	
	.001
	.608
	.001
	.004
	.179

	 
	N
	50
	50
	50
	50
	50
	50

	Audit Activities
	Pearson Correlation
	.455(**)
	1
	.495(**)
	.795(**)
	.757(**)
	.356(*)

	 
	Sig. (2-tailed)
	.001
	
	.000
	.000
	.000
	.011

	 
	N
	50
	50
	50
	50
	50
	50

	Internal Audit Function
	Pearson Correlation
	-.074
	.495(**)
	1
	.416(**)
	.520(**)
	.584(**)

	 
	Sig. (2-tailed)
	.608
	.000
	
	.003
	.000
	.000

	 
	N
	50
	50
	50
	50
	50
	50

	Corporate Governance
	Pearson Correlation
	.448(**)
	.795(**)
	.416(**)
	1
	.430(**)
	.298(*)

	 
	Sig. (2-tailed)
	.001
	.000
	.003
	
	.002
	.035

	 
	N
	50
	50
	50
	50
	50
	50

	Risk management
	Pearson Correlation
	.402(**)
	.757(**)
	.520(**)
	.430(**)
	1
	.235

	 
	Sig. (2-tailed)
	.004
	.000
	.000
	.002
	
	.100

	 
	N
	50
	50
	50
	50
	50
	50

	Recommendation and its implementation
	Pearson Correlation
	-.193
	.356(*)
	.584(**)
	.298(*)
	.235
	1

	 
	Sig. (2-tailed)
	.179
	.011
	.000
	.035
	.100
	

	 
	N
	50
	50
	50
	50
	50
	50


** Correlation is significant at the 0.01 level (2-tailed). * Correlation is significant at the 0.05 level (2-tailed).
Source: Field survey data, (2013)

Table 5.17 reveals that the organisational independence is positively correlated with audit activities at 0.455 level of significance, positively correlated with corporate governance at 0.448 level of significance and positively correlated with risk management at 0.402 level of significance. It is concluded that the more organisation independence exists within, the higher it can be able to increase the amount of risk information disclosed in the areas of total and future risk information. This result is consistent with previous studies (Xie et al., 2003; Karamanou and Vafeas, 2005; Hoitash et al., 2009).

Furthermore the result show positive correlation between audit activities with internal audit function with significance level at 0.495, also positively correlated with corporate governance with significance level at 0.795, risk management with significance level at 0.757 and internal auditor recommendations with significance level at 0.356. Moreover Table 5.17 reveals that corporate governance is positively correlated with risk management at 0.430 level of significance, and with internal auditor’s recommendations at 0.298 significance level. 

On the other side ZSSF internal audit function is positively correlated with risk management techniques that ZSSF have put in place with significance level at 0.520, positively correlated with corporate governance at 0.416 level of significance and positively correlated with internal auditor recommendations at 0.584 significance level.

The result is supported by the literature (refer to section 2.9) as it has been suggested that a more formalised risk management system in which responsibilities are clearly defined and a separate risk manager or risk management function exists, can be considered as a more supportive environment for internal auditing (Sarens and De Beelde, 2006a).  This result is consistent with previous findings of Goodwin-Stewart and Kent (2006) and Selim and McNamee (1999b), indicating the complementary role between the internal audit function and the risk manager. Further the finding appears to support the literature (refer to section 2.3.5) which supports the notion that the IAF is regarded as an important corporate governance mechanism and, provided that the IAF is of acceptable quality that it could contribute to a sound corporate governance structure.
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[bookmark: _Toc180467216][bookmark: _Toc242096076]6.0 SUMMARY OF FINDINGS, CONCLUSION AND RECOMANDATIONS

[bookmark: _Toc242096077]6.1 	Summary of the Findings 
The theme of this study was Internal Audit Function roles in enhancing risk management in public organisation in United Republic of Tanzania. The study generally aimed to study on what roles IAF play towards risk management in United Republic of Tanzania, ZSSF being a case study. The main line of arguments were to investigate the status that ZSSF internal auditors hold on risk management process and what are the factors that hinder the performance of IAF in ZSSF. 

Based on the findings as discussed in chapter four, it was found that ZSSF internal auditors do not assess and promote the adequacy of corporate governance system in ZSSF since they do not test the organisation conformity with objectives requirement, standards and criteria (that is compliance). It was also found out that though there is insufficient number of staff with adequate skills and experience on risk identification and planning methodology, but still ZSSF auditors’ play their respective roles on behalf of management which is against the Internal Audit professional ethic. 

Moreover there was strong positive correlation between Audit Committee with organisation independence, Audit performance, risk management and corporate governance. Also there was positive relation observed between Organisation independence with risk management and Internal Audit Function. This further reinforces the assertion that the area of risk management is not properly conducted.
[bookmark: _Toc242096078]6.2 	Implication of the Results 
This study potentially makes several contributions to theory and to practices, and has implications useful for the Revolutional Government of Zanzibar and ZSSF. The study provides evidence to support the use Internal Audit as a viable means of understanding the weak influence of IAF on ERM. The results of this study suggest the role of the Internal Auditor in enhancing Risk Management in ZSSF need to be revisited since the finding shows that they perform risk management roles on management behalves. 

Since ZSSF is implicitly mentioned in the Controller and Auditor General report on several occasions that they do not submit their accounts to CAG for audit purpose, it is therefore recommended that the Government has to formulate specific rules relating to punishment to the management of any public organization that fail to submit their accounts to CAG at the right time as required by the law. 

Furthermore, it was observed that ZSSF Internal Auditor’ report to the Managing Director governing their independence is impaired; as a result their performance becomes inefficient. In this regard, it is suggested that, ZSSF Internal Auditor has to report to Financial Committee of the Board and then to the Public Audit Committee which is under the House of Representatives. The Managing Director of ZSSF as a member of the Board will certainly receive a copy. 

Moreover, ZSSF Financial Committee of the Board should include financial experts with adequate skills and profession such that they are able to provide required support to Internal Audit functions. Finally, the findings of this study suggest that corporate governance practices, such as Internal Audit Function, work differently in ZSSF compared to what has been suggested in the literature such as King II Report. It is therefore advised to increase the number of personnel with adequate knowledge in the field of Internal Audit.

[bookmark: _Toc242096079]6.3 	Limitation of the Study 
The findings on this research are not generalised for Internal Audit roles toward risk management in the Social Security Fund industry in Tanzania or World at large since the researcher was constrained in term of time and other resource. The focus focusing was only on ZSSF, hence the results are only valid toward ZSSF (that is they can not be generalised outside ZSSF setting). 

A survey by use of questionnaire has the nature and limitations of not gathering broad aspects in an organisation, the results have a tendency of producing low rate of return of the duly filled in questionnaire. This was experienced when questionnaire had open ended questions. Though the researcher tried to overcome that limitation by using rating scale but still some respondents rating fell under neutral. This could imply that most of the respondents were not much conversant with Internal Audit and Risk Management profession. Hence the interpretation of neutral rating became extremely difficult. 

Another limitation is that these questionnaires are normally useful only for respondents who are educated and conversant with the field of study and are willing to cooperate. A field visit proved that most of respondents do not have adequate knowledge on Internal Audit and Risk Management and hence slowed the speed of filling questionnaires. This bottleneck was controlled by using Interview. 

[bookmark: _Toc242096080]6.4 	Conclusions 
It has been observed that ZSSF internal audit functions are not performed effectively and efficiently towards enhancing risk management as required by prevailing internal audit standards. Most of the internal audit functions elements such as enough or reasonable number of staff with required skills and experience to risk identification and planning methodology to deliver a high quality audit service in Internal Audit department, the reporting mandate of internal auditor, and the internal auditor dependence are absent at ZSSF. 

Further, ZSSF internal auditors are not effective in accessing and promoting risk management and internal control and are not playing their roles of testing the organisation’s conformity with regulatory and standard compliance. Hence ZSSF did not submit the Audited Accounts to the Controller and Auditor General and high government authorities such as Public Audit Committee for some time as the Public Account Act No.11 2008 requires. 

Moreover the study observed that ZSSF internal auditors are not evaluating the management efforts towards the recovery of receivable, taxes, and other collectibles. At the same time the study observe that ZSSF internal auditor does not evaluate the project accomplishment efficiency and effectiveness.

The broad-spectrum observation from this study is that ZSSF auditor does not report when they find out the ZSSF officials lose integrity. This has been attributed to a greater extent because the internal auditor does not receive the plan from the management particularly from the audit committee for each engagement which enables the auditor to establish the objectives and scope of the audit. With regards to risk management, the study observed that ZSSF auditors are playing roles in the following:
(a)   Making decision on risk response.
(b)   Implementing risk responses on management behalf.
(c)   Held responsible for risk management.

Both three items are the responsibilities of the management and are not supposed to be performed by Internal Auditor as per IIA, UK 2004 position statement. This study also observed that ZSSF internal audit task does not provide management with advice on means of reducing cost and improving efficiency and effectiveness. Some respondents added that, corrective measures are not taken as a result of weaknesses noted by the internal audit department based on audit findings identified by the IAF. However, the head of internal audit monitors and follows up action taken by management to recommendations made by the audit function. 

[bookmark: _Toc242096081]6.5 	Recommendations 
(i)	The internal auditor division of the ZSSF is not working efficiently and effectively since lacking staffs with sufficiently skilled on risk management, and it is recommended that the number of qualified staff in the department has to be increased particularly those with knowledge on risk management to enable them perform their jobs well, and to develop an awareness of risk management through ZSSF. 
(ii) In order to build a culture of risk awareness in the Zanzibar Social Security Fund, training on risk management has to be organised for all the staff at least twice a year. To ensure that all personnels should know the aims and objectives of the ZSSF, and these should be contained in a documented statement and communicated to management and staff. Each one should understand how the aims and objectives of the organisation link to their personal work in order to know all risks related to their own work.

(iii) A risk management department should be established at ZSSF to help management operate more effectively in environments filled with risk. This will make internal auditors not to perform the risk management related tasks for which the management is accounted for. 

(iv) ZSSF management through Audit Committee has to outline internal auditor responsibilities and explain that it is in their best interest to implement the best practices and not rely on Internal Audit to complete the compliance process. This will in turn enable the internal auditor to differentiate the tasks at which they are held responsible from those of management. 

(v) ZSSF management has to make sure that the organisation is in compliance with all associated Laws and Standards, and there should be a timely submission of financial reports to the controller and auditor general and get published.   

[bookmark: _Toc242096082]6.6 	Area for Further Research 
Due to limited resources in terms of time and finances, the survey was made only for Zanzibar Social Security Fund; and hence it should be noted that these findings are based on the ZSSF settings only. 
Therefore, any generalisations of the findings to other settings should be treated with caution. It is possible that the results would be different in other public sectors or private organisations, a possibility that should be examined in future research. 

For this reason it is recommended further research be undertaken on focused approach by examining the matters reported in this paper in different areas of public organizations and industrial sectors.

Further research would usefully improve the actual and potential roles that internal audit function play in enhancing risk management, by examining case studies of internal audit work in practice. Finally, internal audit will see its great progress in many management fields (Karagiorgos et. al, 2008); as the saying goes, “the future is bright, but the road ahead is tortuous”’.
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[bookmark: _Toc242101537]Appendix  I: Standards of the Institute of Internal Auditors

The main requirements can be summarised as follows:
2.4.1: Attribute Standards
1000 – Purpose, Authority, and Responsibility
The purpose, authority, and responsibility of the internal audit activity should be formally defined in a charter, consistent with the Standards, and approved by the board.
1000. A1 - The nature of assurance services provided to the organization should be defined in the audit charter. If assurances are to be provided to parties outside the organization, the nature of these assurances should also be defined in the charter
1000. C1 - The nature of consulting services should be defined in the audit charter.
1100 – Independence and Objectivity
The internal audit activity should be independent, and internal auditors should be objective in performing their work.
1110 – Organizational Independence
The chief audit executive should report to a level within the organization that allows the internal audit activity to fulfill its responsibilities.
1110. A1 - The internal audit activity should be free from interference in determining the scope of internal auditing, performing work, and communicating results.
1120 – Individual Objectivity
Internal auditors should have an impartial, unbiased attitude and avoid conflicts of interest.
1130 – Impairments to Independence or Objectivity
If independence or objectivity is impaired in fact or appearance, the details of the impairment should be disclosed to appropriate parties. The nature of the disclosure will depend upon the impairment.
1130. A1 – Internal auditors should refrain from assessing specific operations for which they were previously responsible. Objectivity is presumed to be impaired if an auditor provides assurance services for an activity for which the auditor had responsibility within the previous year.
1130. A2 – Assurance engagements for functions over which the chief audit executive has responsibility should be overseen by a party outside the internal audit activity.
1130. C1 - Internal auditors may provide consulting services relating to operations for which they had previous responsibilities.
1130. C2 - If internal auditors have potential impairments to independence or objectivity relating to proposed consulting services, disclosure should be made to the engagement client prior to accepting the engagement.
1200 – Proficiency and Due Professional Care
Engagements should be performed with proficiency and due professional care.
1210 – Proficiency
Internal auditors should possess the knowledge, skills, and other competencies needed to perform their individual responsibilities. The internal audit activity collectively should possess or obtain the knowledge, skills, and other competencies needed to perform its responsibilities.
1210. A1 - The chief audit executive should obtain competent advice and assistance if the internal audit staff lacks the knowledge, skills, or other competencies needed to perform all or part of the engagement.
1210. A2 – The internal auditor should have sufficient knowledge to identify the indicators of fraud but is not expected to have the expertise of a person whose primary responsibility is detecting and investigating fraud.
1210. C1 - The chief audit executive should decline the consulting engagement or obtain competent advice and assistance if the internal audit staff lacks the knowledge, skills, or other competencies needed to perform all or part of the engagement.
1220 - Due Professional Care
Internal auditors should apply the care and skill expected of a reasonably prudent and competent internal auditor. Due professional care does not imply infallibility.
1220. A1 - The internal auditor should exercise due professional care by considering the:
(i) Extent of work needed to achieve the engagement's objectives.
(ii) Relative complexity, materiality, or significance of matters to which assurance procedures are applied.
(iii) Adequacy and effectiveness of risk management, control, and governance processes.
(iv) Probability of significant errors, irregularities, or noncompliance.
(v) Cost of assurance in relation to potential benefits.
1220. A2 – The internal auditor should be alert to the significant risks that might affect objectives, operations, or resources. However, assurance procedures alone, even when performed with due professional care, do not guarantee that all significant risks will be identified.
1220. C1 - The internal auditor should exercise due professional care during a consulting engagement by considering the:
(i) Needs and expectations of clients, including the nature, timing, and communication of engagement results.
(ii) Relative complexity and extent of work needed to achieve the engagement’s objectives.
(iii) Cost of the consulting engagement in relation to potential benefits.
1230 – Continuing Professional Development
Internal auditors should enhance their knowledge, skills, and other competencies through continuing professional development.
1300 – Quality Assurance and Improvement Program
The chief audit executive should develop and maintain a quality assurance and improvement program that covers all aspects of the internal audit activity and continuously monitors its effectiveness. The program should be designed to help the internal auditing activity add value and improve the organization’s operations and to provide assurance that the internal audit activity is in conformity with the Standards and the Code of Ethics.
1310 – Quality Program Assessments
The internal audit activity should adopt a process to monitor and assess the overall effectiveness of the quality program. The process should include both internal and external assessments.
1311 – Internal Assessments
Internal assessments should include:
(i) Ongoing reviews of the performance of the internal audit activity; and
(ii) Periodic reviews performed through self assessment or by other persons within the    organization, with knowledge of internal auditing practices and the Standards.

1312 – External Assessments
External assessments, such as quality assurance reviews, should be conducted at least once every five years by a qualified, independent reviewer or review team from outside the organization.
1320 – Reporting on the Quality Program
The chief audit executive should communicate the results of external assessments to the board.
1330 – Use of "Conducted in Accordance with the Standards"
Internal auditors are encouraged to report that their activities are "conducted in accordance with the Standards for the Professional Practice of Internal Auditing." However, internal auditors may use the statement only if assessments of the quality improvement program demonstrate that the internal audit activity is in compliance with the Standards.
1340 – Disclosure of Non-compliance
Although the internal audit activity should achieve full compliance with the Standards and internal auditors with the Code of Ethics, there may be instances in which full compliance is not achieved. When non-compliance impacts the overall scope or operation of the internal audit activity, disclosure should be made to senior management and the board.


2.4.2 Performance Standards
2000 – Managing the Internal Audit Activity
The chief audit executive should effectively manage the internal audit activity to ensure it adds value to the organization.
2010 – Planning
The chief audit executive should establish risk-based plans to determine the priorities of the internal audit activity, consistent with the organization's goals.
2010. A1 - The internal audit activity’s plan of engagements should be based on a risk assessment, undertaken at least annually. The input of senior management and the board should be considered in this process.
2010. C1 - The chief audit executive should consider accepting proposed consulting engagements based on the engagement’s potential to improve management of risks, add value, and improve the organization’s operations. Those engagements that have been accepted should be included in the plan.
2020 – Communication and Approval
The chief audit executive should communicate the internal audit activity’s plans and resource requirements, including significant interim changes, to senior management and to the board for review and approval. The chief audit executive should also communicate the impact of resource limitations.

2030 – Resource Management
The chief audit executive should ensure that internal audit resources are appropriate, sufficient, and effectively deployed to achieve the approved plan.
2040 – Policies and Procedures
The chief audit executive should establish policies and procedures to guide the internal audit activity.
2050 – Coordination
The chief audit executive should share information and coordinate activities with other internal and external providers of relevant assurance and consulting services to ensure proper coverage and minimize duplication of efforts.
2060 – Reporting to the Board and Senior Management
The chief audit executive should report periodically to the board and senior management on the internal audit activity’s purpose, authority, responsibility, and performance relative to its plan. Reporting should also include significant risk exposures and control issues, corporate governance issues, and other matters needed or requested by the board and senior management.
2100 – Nature of Work
The internal audit activity evaluates and contributes to the improvement of risk management, control and governance systems.

2110 – Risk Management
The internal audit activity should assist the organization by identifying and evaluating significant exposures to risk and contributing to the improvement of risk management and control systems.
2110. A1 - The internal audit activity should monitor and evaluate the effectiveness of the organization's risk management system.
2110. A2 - The internal audit activity should evaluate risk exposures relating to the organization's governance, operations, and information systems regarding the
(i) Reliability and integrity of financial and operational information.
(ii) Effectiveness and efficiency of operations.
(iii) Safe guarding of assets.
(iv) Compliance with laws, regulations, and contracts.
2110. C1 - During consulting engagements, internal auditors should address risk consistent with the engagement’s objectives and should be alert to the existence of other significant risks.
2110. C2 – Internal auditors should incorporate knowledge of risks gained from consulting engagements into the process of identifying and evaluating significant risk exposures of the organization.


2120 – Control
The internal audit activity should assist the organization in maintaining effective controls by evaluating their effectiveness and efficiency and by promoting continuous improvement.
2120. A1 - Based on the results of the risk assessment, the internal audit activity should evaluate the adequacy and effectiveness of controls encompassing the organization's governance, operations, and information systems. This should include:
(i) Reliability and integrity of financial and operational information.
(ii) Effectiveness and efficiency of operations.
(iii) Safe guarding of assets.
(iv) Compliance with laws, regulations, and contracts.
2120. A2 - Internal auditors should ascertain the extent to which operating and program goals and objectives have been established and conform to those of the organization.
2120. A3 - Internal auditors should review operations and programs to ascertain the extent to which results are consistent with established goals and objectives to determine whether operations and programs are being implemented or performed as intended.
2120. A4 - Adequate criteria are needed to evaluate controls. Internal auditors should ascertain the extent to which management has established adequate criteria to determine whether objectives and goals have been accomplished. If adequate, internal auditors should use such criteria in their evaluation. If inadequate, internal auditors should work with management to develop appropriate evaluation criteria.
2120. C1 - During consulting engagements, internal auditors should address controls consistent with the engagement’s objectives and should be alert to the existence of any significant control weaknesses.
2120. C2 – Internal auditors should incorporate knowledge of controls gained from consulting engagements into the process of identifying and evaluating significant risk exposures of the organization.
2130 – Governance
The internal audit activity should contribute to the organization's governance process by evaluating and improving the process through which (1) values and goals are established and communicated, (2) the accomplishment of goals is monitored, (3) accountability is ensured, and (4) values are preserved.
2130. A1 - Internal auditors should review operations and programs to ensure consistency with organizational values.
2130. C1 – Consulting engagement objectives should be consistent with the overall values and goals of the organization.
2200 – Engagement Planning
Internal auditors should develop and record a plan for each engagement.

2201 - Planning Considerations
In planning the engagement, internal auditors should consider:
(i) The objectives of the activity being reviewed and the means by which the activity controls its performance.
(ii) The significant risks to the activity, its objectives, resources, and operations and the means by which the potential impact of risk is kept to an acceptable level.
(iii) The adequacy and effectiveness of the activity’s risk management and control systems compared to a relevant control framework or model.
(iv) The opportunities for making significant improvements to the activity’s risk management and control systems.
2201. C1 - Internal auditors should establish an understanding with consulting engagement clients about objectives, scope, respective responsibilities, and other client expectations. For significant engagements, this understanding should be documented.
2210 – Engagement Objectives
The engagement’s objectives should address the risks, controls, and governance processes associated with the activities under review.
2210. A1 - When planning the engagement, the internal auditor should identify and assess risks relevant to the activity under review. The engagement objectives should reflect the results of the risk assessment.
2210. A2 - The internal auditor should consider the probability of significant errors, irregularities, non-compliance, and other exposures when developing the engagement objectives.
2210. C1 – Consulting engagement objectives should address risks, controls, and governance processes to the extent agreed upon with the client.
2220 – Engagement Scope
The established scope should be sufficient to satisfy the objectives of the engagement.
2220. A1 - The scope of the engagement should include consideration of relevant systems, records, personnel, and physical properties, including those under the control of third parties.
2220. C1 – In performing consulting engagements, internal auditors should ensure that the scope of the engagement is sufficient to address the agreed-upon objectives. If internal auditors develop reservations about the scope during the engagement, these reservations should be discussed with the client to determine whether to continue with the engagement.
2230 – Engagement Resource Allocation Internal auditors should determine appropriate resources to achieve engagement objectives. Staffing should be based on an evaluation of the nature and complexity of each engagement, time constraints, and available resources.

2240 – Engagement Work Program
Internal auditors should develop work programs that achieve the engagement objectives. These work programs should be recorded.
2240. A1 - Work programs should establish the procedures for identifying, analysing, evaluating, and recording information during the engagement. The work program should be approved prior to the commencement of work, and any adjustments approved promptly.
2240. C1 - Work programs for consulting engagements may vary in form and content depending upon the nature of the engagement.
2300 – Performing the Engagement
Internal auditors should identify, analyze, evaluate, and record sufficient information to achieve the engagement's objectives.
2310 – Identifying Information
Internal auditors should identify sufficient, reliable, relevant, and useful information to achieve the engagement’s objectives.
2320 – Analysis and Evaluation
Internal auditors should base conclusions and engagement results on appropriate analyses and evaluations.
2330 – Recording Information
Internal auditors should record relevant information to support the conclusions and engagement results.
2330. A1 - The chief audit executive should control access to engagement records. The chief audit executive should obtain the approval of senior management and/or legal counsel prior to releasing such records to external parties, as appropriate.
2330. A2 - The chief audit executive should develop retention requirements for engagement records. These retention requirements should be consistent with the organization’s guidelines and any pertinent regulatory or other requirements.
2330. C1 - The chief audit executive should develop policies governing the custody and retention of engagement records, as well as their release to internal and external parties. These policies should be consistent with the organization’s guidelines and any pertinent regulatory or other requirements.
2340 – Engagement Supervision
Engagements should be properly supervised to ensure objectives are achieved, quality is assured, and staff is developed.
2400 – Communicating Results
Internal auditors should communicate the engagement results promptly.
2410 – Criteria for Communicating
Communications should include the engagement’s objectives and scope as well as applicable conclusions, recommendations, and action plans.
2410. A1 - The final communication of results should, where appropriate, contain the internal auditor’s overall opinion.
2410. A2 - Engagement communications should acknowledge satisfactory performance.
2410. C1 – Communication of the progress and results of consulting engagements will vary in form and content depending upon the nature of the engagement and the needs of the client.
2420 – Quality of Communications
Communications should be accurate, objective, clear, concise, constructive, complete, and timely.
2421 – Errors and Omissions
If a final communication contains a significant error or omission, the chief audit executive should communicate corrected information to all individuals who received the original communication.
2430 – Engagement Disclosure of Non-compliance with the Standards
When non-compliance with the Standards impacts a specific engagement, communication of the results should disclose the:
(i) Standard(s) with which full compliance was not achieved,
(ii) Reason(s) for non-compliance, and
(iii) Impact of non-compliance on the engagement.
2440 – Disseminating Results
The chief audit executive should disseminate results to the appropriate individuals.
2440. A1 - The chief audit executive is responsible for communicating the final results to individuals who can ensure that the results are given due consideration.
2440. C1 - The chief audit executive is responsible for communicating the final results of consulting engagements to clients.
2440. C2 – During consulting engagements, risk management, control, and governance issues may be identified. Whenever these issues are significant to the organization, they should be communicated to senior management and the board.
2500 – Monitoring Progress
The chief audit executive should establish and maintain a system to monitor the disposition of results communicated to management.
2500. A1 - The chief audit executive should establish a follow-up process to monitor and ensure that management actions have been effectively implemented or that senior management has accepted the risk of not taking action.
2500. C1 – The internal audit activity should monitor the disposition of results of consulting engagements to the extent agreed upon with the client.
2600 – Management’s Acceptance of Risks
When the chief audit executive believes that senior management has accepted a level of residual risk that is unacceptable to the organization, the chief audit executive should discuss the matter with senior management. If the decision regarding residual risk is not resolved, the chief audit executive and senior management should report the matter to the board for resolution.
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A study on the role of internal audit function in enhancing risk management in the Zanzibar Social Security Fund (ZSSF).
Objective of this survey
Well performing internal audit function is one of the strongest means to monitor and promote good governance system in an organization. The purpose of this research is to conduct a survey on Zanzibar Social Security Fund (ZSSF) and determine what current practices and desired practices of the role of internal audit functions are in place and identify the gaps related to Risk Management System.
In line with this, you are kindly requested to complete this questionnaire. The questionnaire is designed in a way that can be completed with no trouble, in each question you are requested just tick option applicable as far as Zanzibar Social Security Fund (ZSSF) is concerned.
Your responses will be treated confidentially and used only for the purposes of this research. If you would like to receive the finding of this survey, please write your E-mail here____________________________________________________.
I am very grateful for devoting your time and completing this questionnaire!!
With best regards,
Said, Simon Khamis
MBA Student
Open University of Tanzania - Zanzibar Centre
Supervisor: Dr.  Hamed R. Hikmany
                     University College of Education Zanzibar
From question number 1 to 2, provides the level of your understanding by ticking the appropriate block and short answer to open question.

PART A: The status of Internal Auditors of.
1. Existence of audit committee
a) Does your organization have audit committee?
                 Yes                                 No                        Don't Know
b) If no, do you think that it is necessary to have it?
	Yes		No	Don’t Know
c) If yes, do you believe that the audit committee has right mix to knowledge, experience, and representation of major stockholders (the public)?
	Yes	            No	Don’t Know
2. Existence of Internal Audit
a) Is there an Internal Auditor at your organization?
                  Yes                               No                            Don’t Know
b) How many officials work in Internal Audit Division of your organization have? 
	
c) (i) To whom does Internal Auditor of your organization report?
	                                                                    	   
   (ii)  How frequent do they repot?
 	 Once in a year              Twice in a year              Three times in a year   
           Quarterly
d) (i) Have you seen Internal Auditors report?
          Yes                                No                                 Don’t Know
    (ii) If yes, for which year? 	                          	
    (iii) If yes, please comment on the status of the report?
	                                                                             	
From question number 3 to 8, using rating scale below, provides the level of your agreement by ticking the appropriate block.
5 = Strongly agree, 4 = Agree, 3 = Neutral, 2 = Disagree and 1= Strongly Disagree

PART B: Factors that hinder Internal Audit Function to work properly in ZSSF.
3. Organizational independence.	
	 
	1
	2
	3
	4
	5

	a) Do you believe that the internal audit function is strategically positioned to contribute to organizational strategy performance?
	
	
	
	
	

	b) Do you believe that the mission and role of internal audit function are defined within a wider governance framework and are effectively communicated?
	
	
	
	
	

	c) Do you believe that the current structure of internal audit promotes objectivity, consistency and business understanding?
	
	
	
	
	

	d) While the audit function performs its duty, do you believe that, it is free to choose any transaction or area of interest for audit?
	
	
	
	
	

	e) Does a rule exist to ensure that auditors cannot audit operations for which they previously had responsible?
	
	
	
	
	



4. Audit activities.
	According to your understanding are the following audits activities performed by your organisation:-
	1
	2
	3
	4
	5

	a) Assessing and promoting the adequacy of corporate governance system (Risk Management System and Control).
	
	
	
	
	

	b) Evaluates project/programs accomplishments (Effectiveness).
	
	
	
	
	

	c) Examine productivity (Efficiency).
	
	
	
	
	

	d) Examine the use of organisation resources (Economy).
	
	
	
	
	

	e) Test the organisation conformity with objective requirement and standards/criteria (Compliance).
	
	
	
	
	

	f) Examine and assess organisation policies, procedures and manuals and recommend best practices.
	
	
	
	
	

	g) Identify and monitor risks against achievement of organisation’s strategy (Risk Management System and Control).  
	
	
	
	
	

	h) Test proper recording of assets and expenditures, reliability of financial information and data reliability (Financial and Regulatory Audit). 
	
	
	
	
	

	i) Checking Budget implementation
	
	
	
	
	

	j) Evaluating Keeping of accounting records(mistakes, delays, etc)
	
	
	
	
	

	k) Evaluating management’s Efforts to the recovery of receivables, taxes   and other collectables
	
	
	
	
	

	l) Assessing Reliability & soundness of financial information
	
	
	
	
	

	m) Protection of assets
	
	
	
	
	

	n) Wastage of resources (human, financial and physical)
	
	
	
	
	

	o) Under performance
	
	
	
	
	

	p) Unethical behavior and Fraud detection.
	
	
	
	
	


5. Internal Audit Functions.
	 
	1
	2
	3
	4
	5

	a) Do you feel that the organization's audit division has staffs with relevant skill and experience to risk identification and planning methodology to deliver a high quality audit services?
	
	
	
	
	

	b) Do the auditors receive a plan ("planning memorandum") for each engagement, establishing its objectives and scope?
	
	
	
	
	

	c)  Do auditors systematically review the risk management process?
	
	
	
	
	

	d) Does the audit cover the relevance of the results assessment criteria established by management?
	
	
	
	
	



PART C: What safeguards are built by ZSSF to ensure its Internal Auditing meets external corporate governance responsibilities?
6. Corporate governance.




I.
	 Do you think that the internal audit in your organisation have the ability to produce substansive reports to chief executive  if they find the following:-
	1
	2
	3
	4
	5

	a) Officials abused their power against public interest (Equity is in danger).
	
	
	
	
	

	b) Officials lose their integrity and honesty (probity of management officials in danger).
	
	
	
	
	

	c) Official withhold (not disclose) key information to the public (transparency is in danger)
	
	
	
	
	


II.
	
	1
	2
	3
	4
	5

	a) Does your organisation have external auditors?
	
	
	
	
	

	b) Do the external auditors have access to internal auditor report?
	
	
	
	
	

	c) Is the external auditors report discussed in the organisation management?
	
	
	
	
	

	d) Does your organisation submit the accounts to government auditors?
	
	
	
	
	

	e) Is the external auditor reports presented at high government authorities’ e.g Public Audit Committee?
	
	
	
	
	





7. Risk Management.
	 Does the internal auditors of your organisation play roles in the following issues concerning risk management:-
	1
	2
	3
	4
	5

	a) Setting the risk appetite?
	
	
	
	
	

	b) Imposing risk management processes?
	
	
	
	
	

	c) Managing assurance on risk?
	
	
	
	
	

	d) Taking decision on risk response?
	
	
	
	
	

	e) Implementing risk responses on management behalf?
	
	
	
	
	

	f) Accountability for risk management?
	
	
	
	
	


8. Recommendations and its Implementation.
	 
	1
	2
	3
	4
	5

	a) Do internal audit task provide management with advice on means of reducing cost and improving efficiency and effectiveness?
	
	
	
	
	

	b) Do you feel that corrective measures are usually taken as a result of weaknesses noted by the internal audit Department?
	
	
	
	
	

	c) Do you believe that, the head of internal audit monitor and follow up action taken by management to recommendations made by the audit function?
	
	
	
	
	



“Thank You for Your Cooperation”
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