i

[image: image1.png]


ANALYSIS OF TANZANIA’S LEGAL FRAMEWORK FOR DIGITAL NOTARISATION: A COMPARATIVE STUDY WITH NIGERIA
ALEX MASHAKA

A DISSERTATION SUBMITTED IN PARTIAL FULFILMENT OF THE REQUIREMENTS FOR THE DEGREE OF MASTER OF LAWS IN INFORMATION AND COMMUNICATIONS TECHNOLOGY LAW
DEPARTMENT OF PUBLIC LAW
OF THE OPEN UNIVERSITY OF TANZANIA
2025
CERTIFICATION TC "CERTIFICATION" \f C \l "1" 
The undersigned certifies that he has read and here by recommends for acceptance by the Open University of Tanzania a dissertation entitled, “Analysis of Tanzania’s Legal Framework for Digital Notarisation: A Comparative Study with Nigeria.” in partial fulfilment of the Requirements for the award of Degree of Master of Laws (LL. M).

.........................................................

Dr. Doreen Mwamlangala
(Supervisor)

………………………………………..

Date
.............................................................

Dr. Maulana Ayoub Ali

(Supervisor)

…………………………………….

Date

COPYRIGHT

No part of this Dissertation may be reproduced, stored in any retrieval system, or transmitted in any form by any means, electronic, mechanical, photocopying, recording or otherwise without prior written permission of the author or The Open University of Tanzania in that behalf.

DECLARATION

I, Alex Mashaka, declare that, the work presented in this dissertation is original.  It has never been presented to any other University or Institution. Where other people’s works have been used, references have been provided. It is in this regard that I declare this work as originally mine. It is hereby presented in partial fulfilment of the requirement for the Degree of the Master of Laws (LL.M).


.........................................................

Signature


13th November 2025
...............................................

Date
DEDICATION

This work is dedicated to my children Patrick Alex Mashaka and Nansia Alex Mashaka.

ACKNOWLEDGEMENT

First and foremost, my deepest appreciation goes to the Almighty God, who granted me the strength and courage to complete this study for without Him, nothing would have been possible.

Secondly, I extend my sincere gratitude to my supervisors for their patient guidance and continuous encouragement throughout this journey. I have nothing to say than thank you. The Almighty God blesses you all unconditionally.

Thirdly, I am grateful to my fiancée, Miriam Machange, for her solid support and invaluable advice, which greatly contributed to the successful completion of this study.

Lastly, I thank all the discussants who took the time to read this work and provide constructive feedback. 

ABSTRACT

The growing digitisation of legal services necessitates the modernisation of some traditional services like notarisation, with the aim of facilitating these services. Tanzania legal framework still relies on traditional notarisation where notaries and signers are required to meet physically for identification and signing process. However, the advent of science and technology has facilitated all these processes through digital notarisation. Hence, this study aimed at analysing Tanzania’s legal framework for digital notarisation comparing it with Nigeria’s regulatory approach. Whereby, specific objectives of this study are to analyse Tanzania and Nigeria legal and institutional framework which covers notarisation process and analyse legal impediments which draw back digital notarisation process in Tanzania focussing on Nigeria as a comparative case study. Objectives of this study suggested the use of doctrinal and comparative study in order to analyse the laws of Tanzania and Nigeria. These methodologies assisted at pointing out areas which need improvements in Tanzania to accommodate digital notarisation. This study finds out that Tanzania hinders digital notarisation by requiring signers to appear physically before the notary public, also it has been found out that digital notarisation cannot be done without clear rules and regulations. It also finds out that digital notarisation established in Nigeria has accommodated all essential pre-requisites for performing traditional notarisation and make it more compelling, safe and secure to adopt digital notarisation in Tanzania.Therefore, this study provides legal recommendations on amending the law to cover for the requirement of registering capable notaries to perform digital notarisation, to incorporate provisions which define authorities of Registrar of the High Court on digital notarisation, to specify requirements of the platform intended for digital notarisation, legal recognition and admissibility of digitally notarised documents, define standards for digital identification and clear potential misinterpretation of electronic notarisation process and to establish a handbook for performing notarisation process in Tanzania.
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CHAPTER ONE

GENERAL INTRODUCTION

1.1 Background of the problem

Notarisation in daily legal business or activity is important as it guarantee clients smooth execution of legal transactions. It guarantees authenticity and legitimacy in activities such as property sales, mortgage transactions, execution of wills, deed polls and affidavits.
 Conventionally, notarisation necessitates physical presence of the signatory before the notary public. However, with the development of science and technology, digital notarisation facilitates notarisation using e-signature, audio-visual technology and online methods for the purpose of identification that enables notary and signer to execute different legal documents from any location, without physical presence but meet virtually.
 
Currently, Tanzania practice traditional notarisation through the Notaries Public and Commissioners for Oaths Act which was adopted since 1928 and the Oaths and Statutory Declarations Act which was adopted since 1967. These two Acts provide a strict requirement that a signer must appear physically before the notary public for the identification and witness signing process. However, these laws have been adopted long-time and seem not adequate for today’s need, where the world has changed to the integration of the use of science and technology in performing different transactions. Actually, traditional notarisation process has been a restraint to many legal transactions due to the requirement of appearing physically before the notary public. For example, a person is residing outside Tanzania and intend to file an affidavit before Tanzania office, with the current laws in Tanzania such an affidavit can be objected to lack a requirement of appearance, but through digital notarisation such restraint is cured. 

Hence in a rapidly digitizing world, where remote transactions have become the norm, these restrictions hinder efficiency, increase transactional costs, and limit access to notarial services, particularly for individuals and businesses operating across different regions.
 As a result, there is a growing necessity to transition towards digital notarization to smoothen legal transactions by allowing individuals to notarise documents remotely.

Nevertheless, it has to be noted that digital notarisation cannot be done without clear rules and regulations it needs legal recognition of different aspects inter alia electronic signature, electronic seal, audio-visual technology and digital identification. Therefore, recognition of these aspects in country’s law is necessary to support digital notarisation.

Around 2015 Tanzania managed to adopt uses of electronic signature through the Electronic Transactions Act of 2015.
 Electronic signature is among the major aspect used in digital notarisation. With the use of electronic signature both notary and signer may sign the document remotely from different location.
 In addition, this recognition gives legal validity to documents bearing electronic signature and create no fear to both notary public and customers. It is undeniable that Tanzania has made tremendous efforts towards recognizing electronic signature and with that move it is possible to have laws which recognize other aspects of digital notarisation and ensure its legal validity. Further, section 10 of the Electronic Transactions Act,
 allows electronic signature in a notarised documents but not sufficient to complete the whole process remotely. Attaching electronic signature into a notarised document is referred to as electronic notarisation. In this process a notary public and signer must meet physically for identification and then the notary public may use computer or other electronic devices to attach his or her electronic signature. Unlike, other state where the whole process of identification and signing processes can be done through virtual platforms remotely.

Apart from the use of electronic signatures, identity verification measures are essential in ensuring the reliability of digital notarisation processes as in traditional processes. Before performing a notarial act, it is crucial for the notary public to verify whether the signer is the intended person. While the identification requirements for digital notarisation differ across country’s law, a common practice involves combining electronic identification methods and the presentation of government-issued identification documents. In some systems, electronic identification is proceeded by inputting the details of a government-issued ID into a digital platform, which then retrieves and verifies the signer’s information. This may be followed with Knowledge-Based Authentication (KBA) questions to further confirm the identity of the signer. Another method is video-based identification method, where the signer is required to display a government-issued ID to the notary via live video, allowing real-time assessment. These practices need clear legal guidelines for identity verification in digital notarisation. Hence, with the absence of specific legal provisions addressing these procedures within a country’s legal framework hinders performance of digital notarial acts.

It is also paramount to have a record of the whole process conducted through digital notarisation. The recording of digital notarisation can involve various applications and technologies, depending on the legal requirements and technological advancements of a particular country. For example, blockchain technology may be used to keep and store record of the digital notarisation. Blockchain stores data by grouping transactions into blocks and embedding the hash value of one block into the next block that occurs on a peer-to-peer (P2P) network.
 This technology has the benefit of preventing alteration of notarised documents and ensures transparency. Blockchain is recommended in digital notarisation because of its high resistance in case hackers need to temper with the documents. Blocks which are created are so many and hence require many calculations for a person to tamper with the document.
 

Apart from blockchain a notary public may also opt to use other technology like cloud recording or any other platform designed to perform notarial act with a feature which enable recording. For example, the platforms known as notarize with proof record the whole transactions including ID of the signer.
 With this requirement digital notarisation is considered more safe and secure than traditional notarisation. 

Since, Tanzania has already raided a foundation and recognized electronic signature and able to do interoperability with NIDA platform in different sectors for identification, it is good time that Tanzania can adopt legal framework which govern digital notarisation and not relying only on the mandatory requirement of appearing physically before the notary public. This study analysed how Tanzania legal framework can be enhanced to cover for safe and secure digital notarisation.

1.2 Statement of the problem

Tanzania, despite incorporating various technological advancements in its legal framework, has not yet updated some of its laws, particularly those governing notarisation process, which is the focus of this study. To date, Tanzania has maintained the provision of section 8 of the Notaries Public and Commissioners for Oaths Act,
 which stipulates that oaths must be taken before the notary public and commissioner for oaths. The word ‘before’ has been interpreted in different cases inter alia the case of Director of Public Prosecution v Dodoli Kapufi and Another,
 to mean in the presence of the notary public and commissioner for oaths. But also, courts proceeded to give more emphasis on the matter and the current case of Shaabani Fundi and Others v Attorney General,
 the court gives an interpretation of the word “before” the notary public and commissioner for oaths to mean “physical presence”. With this interpretation, the requirement provided under section 8 of the Act, still emphasizes the traditional method and ignores advancement of science and technology that a person can appear before a notary public and commissioner for oaths through audio-visual platforms like zoom, skype and so on. 

Further, the Oaths and Statutory Declarations Act,
 under section 10 and the schedule provides for the manner of identifying the signer and the form of jurat to be used by the notary public. The gist of this is to require the notary public to personally identify the signer or through the third party before proceeding with notarisation. In addition, section 11 of the Act requires it to be read with the Notaries Public and Commissioners for Oaths Act,
 which requires signer to appear physically before the notary public. Hence, identification method under the Act also is physical which also hinders digital identification.
Also, section 10 of the Electronic Transactions Act,
 is not exhaustive enough to cover digital notarisation as it provides that a notary public and commissioner for oaths can use electronic signature to notarise, acknowledge or certify document. The provision only recognises electronic signature in the notarised document but say nothing on ways of performing digital notarisation. In digital notarisation the requirement under section 10 states nothing than what is known as electronic notarisation. Electronic notarisation it differentiates itself with traditional notarisation in one aspect by enabling notary public to execute document via electronic signature but still requires signer to appear physically and make physical identification. Therefore, the requirement provided under the Electronic Transactions Act and the Notaries Public and Commissioners for Oaths Act, when read together gives an impression that a notary and signer are still required to meet physically and the notary public may have an option to attach electronic signature or use traditional signature to notarise documents. With this practice still Tanzania laws do not recognize digital notarisation rather an aspect of attaching electronic signature in notarised documents.

Tanzania being a developing country that already recognised different aspects of technology into laws such as use of electronic signature, admissibility of electronic evidence, remote proceeding through video conferencing and so on. It is a call to have laws that provide an alternative to a mandatory requirement of section 8 of the Notaries Public and Commissioners for Oaths Act,
 which still requires a person to appear physically before a notary public and an alternative for physical identification to be digital identification. Hence, this research analysed how Tanzania legal framework can be enhanced for digital notarisation.

1.3 Literature Review

In Tanzania and other jurisdictions, scholars delve into analysing the development of science and technology and concrete laws that govern electronic transactions. Therefore, laws relating to electronic transactions receive many critics, suggestions and recommendations on how to deal with new issues that may occur in cyberspace. This study explored different literature in both Tanzania, Nigeria and other jurisdictions that cover electronic transactions, electronic signature and digital notarisation to see how Tanzania can enhance legal framework and have a best practice. The concept of digital notarisation in Tanzania is not much covered by scholars. Hence, this research obtained many literatures from other jurisdictions.

 Ogbonna, R. E.,
 the author’s central idea is on evaluating challenges that face Nigerian notary public. However, the author also gives a ground breaking of the newly enacted law that is the Nigeria Notary Public Act of 2023. The author identifies potential areas that are brought with the new Act including the digital and remote notarisation and its legal recognition. The author, in furthering the discussion, elaborates that digital notarisation means using electronic devices to conclude notarial act through audio-visual communication. However, all notaries who wish to perform online notarisation in Nigeria need to register before the Chief Registrar of Supreme Court and commit oneself that he or she is capable of performing such transactions. In electronic notarisation, the author identifies that the new Act gives equal evidential value to both the electronically notarised documents and physically notarised documents. This article contributes intensively in this study on evaluating potential legal areas that need amendments in Tanzania legal framework to cover for digital notarisation. However, the author stretches out looking at the new Act and development it will bring. However, no any challenges and benefits are identified in his article things which this study evaluated.

Mosha, K.,
 the author argues that in recent years the advancement of technology has brought various changes in different sectors like banking transactions, electronic government services and so on. Further, the author comments on the Electronic Transactions Act,
 identifying that the Act regulates electronic evidence and electronic signature. In electronic signature the author identifies that the Act allows a person’s signature or a seal be entered by applying a secure electronic signature by the person authorised to do so. The author then contends that Electronic Transactions Act recognises electronic notarisation because it allows electronic signature to be applied by notaries public. The article did not recognize the mandatory requirement provided by Tanzania’s law that a person-taking oath must appear before a notary public for identification. By knowing this, the author could be in a good position to know what kind of notarisation is provided under the Electronic Transactions Act. 

This article is highly relevant as it highlights limitations of the current legal framework concerning electronic notarisation. That, the Electronic Transactions Act recognising electronic signature in a notarised document suggests a foundational acceptance of digital processes. However, the mandatory requirement for physical appearance underscores a significant gap that needs to be addressed to enable digital notarisation. By examining the legal frameworks of other countries like Nigeria which allows digital notarisation and even notarisation outside the country, Tanzania can identify best practices and necessary legal reforms. The insights from the article can provide a comprehensive roadmap for modernising notarisation processes in Tanzania and making the process more accessible and efficient.

Franks, E.J.,
 the author ventures efforts discussing issues related to remote notary, electronic notary, mobile notary and traditional notary insofar the author pinpoints the difference between electronic notary and remote notary. He points out that webcam notarisation or remote notarisation involves the use of video and audio technology on the internet to allow signers to personally appear and communicate with the notary at the time of the notarisation while electronic notary is essentially the same as traditional notarisation except that the document is being notarised in digital form and the Notary signs with an electronic signature. Therefore, the author needs us to be aware that remote and electronic notarisation is too distinct. Hence, state laws must specifically provide for what kind of notarisation needs to be practiced by notaries. Additionally, the author emphasises the need to identify the signer by different licenses or document bearing the picture of the signer. 

In Tanzania, the author provides significant insights. The author makes a line of distinction between electronic and remote or digital notarisation, which is quite vital to make proper laws and point area that need modification. From the author point of views it is undeniable that Tanzania performs electronic notarisation by allowing electronic signature into notarised documents. Albeit the author makes a tremendous contribution, he fails to discuss the benefits and challenges of remote notarisation that is the objective of this study.

DocuSign Whitepaper.,
 the paper among other things analyses the evolution of using electronic signature and the coming of remote online notarisation. In the analysis the paper shows that using electronic signature in notarising is neither safer and nor reliable, but the introduction of remote notarisation laws assists and covers different principles such as concept of appearance, the method of establishing a signer’s identity, the integrity of the document signed and creation of electronic journals. The paper further identifies that remote online notarisation unlike traditional methods it has the following advantages: convenience and increased access to notarial services, fraud minimization, security and enforceability. 

On convenience and increase access to notarial services, the paper analyses that in remote online notarisation customer or notary may choose convenient time to meet and assists during pandemic diseases like COVID-19. On fraud minimisation, the paper identifies that the cornerstone of remote online notarisation is to acquire the identity of the signer, so the notary must ask about the ID. The last issue identified is security and enforceability, the paper analyses that security is high because it is easy to trace whether the document is really notarised by the notary.

Therefore, throughout the paper, the author stretches muscles looking at the advantages of online notarisation, but this study looked at possible legal challenges that may occur in Tanzania when enhancing legal framework to cover digital notarisation.

Reed, C.,
 the author evaluates the need of authentication of electronic signature. In the authentication of the actual person who signed the document the author emphasises some principles inter alia integrity of the record, identity of the person, the identified person consented to the contents of the documents and accuracy of the date. Apart from looking at the authentication process, the author also evaluates the purpose of physical signature. He contends that a primary function of physical signature is to provide evidence of three matters namely; the identity of signatory, that the signatory intends the signature to be his signature and lastly, that the signatory approves of and adopts the contents of the document. The author makes a call that it is necessary for a person whether signing electronically or physically to understand the contents of the document. In addition, the person, who is causing another person to sign, identifies that person signing the document. The author’s idea contributes tremendously in this study looking at his idea that there is a need of identifying each other when signing the documents. This is the important aspect in digital notarisation that the notary public and signer must be able to identify and see each other when signing the document. However, the author failed to suggest on how we can ensure authentication of electronic signature. In this study digital notarisation is analysed to see how the two parties can identify each other and possible solution for authenticating electronic signature.

Denvil, J et al.,
 authors in their article contend that the development of technology is not a threat but paves way to more convenient and efficient transactions. They further add that in some circumstances it is inconvenient to appear physically before the notary for certification of some documents; hence online means provides a conducive environment when there are proper rules and regulations for the same. Authors also deliberate that remote online notarisation covers the traditional approach which requires a person to appear before a notary and covers all other necessary requirements such as verifying the identity of an individual appearing before the notary, witnessing the document being signed, and confirming that the execution was an informed and willing act. They proceed saying that all these can be achieved when remote online notarisation is be done through audio-visual technology and e-signature related technologies. This article is relevant to this study, but this study delved to look further on legal challenges that can be caused by implementing online technology with the current laws in Tanzania.

 Franks, J.E.,
 the author in his book intends to give other scholars awareness of remote or online notarisation and enables them to make a review looking into their state laws. He gives a foundational development of online notarisation, the implications of being a notary, proper procedures for remote notarisation, teachable tips and attitude when dealing with notarisations in a cyber-space environment. The author in discussing all the aforementioned issues, he contends that a person cannot become a remote notary before being a traditional notary. He emphasises that the traditional notary has learnt many things including signing process, the ability to identify the identity of the signatory, ability to recognize where there is unwillingness to sign, and implication of being a public official with ability to notarise. Therefore, the book underlines the need of having proper mechanisms for online notarisation and this can be done through specific rules and regulation governing the matter. Further emphasizes that a notary public must ensure their webcam are operational, have a reliable internet connection, use a digital seal and signature, and comply with all other traditional requirements before performing notarisation.

The book contributes much on this study has it gives tips and instructions for conducting safe and secure digital notarisation. It suggests that a country that needs to adopt digital notarisation must set rules and regulations that require notary public to adhere to. However, the author has not identified the challenges and benefits that are likely to occur in digital notarisation, of which this study covered the same.

Sias, M et al.,
 authors in their book discus much on the remote online notarisation looking at processes on how to achieve the transaction electronically. They argue that with development of science and technology remote online notarisation is secure, convenient and efficient way to notarise documents, eliminating the need to visit physically the notary public. The authors further indicate advantages and disadvantages of remote online notarisation. On the part of advantages, they speak of timely notarisation of documents, accuracy, safety and security of notarised documents and that notaries can work anywhere. On the part of disadvantage, they argue that working with persons you do not know and sometimes never meet with them before, you must be sure that state laws accept online notarisation and potential risks of technology (computer software and connection issues). Authors also emphasise basic things to have for the process of online notarisation which include electronic seal, digital journal and digital certificate. They conceptualise digital certificate as an ID that enables verification process and digital journal as a place where all acts performed by the notary are recorded. Therefore, the book identifies many issues pertaining to online notarisation which when adopted in the state laws will guarantee effective and secure online notarisation process. 

In the context of Tanzania, authors’ lines of argument are relevant. The existing legal framework in Tanzania must be scrutinized to ensure it accommodates the technological requirements and security measures of digital notarisation. It involves assessing whether Tanzania legal framework can cover issues such as digital seals, electronic signature and all other necessary components for digital notarisation processes. Therefore, this book is relevant as it contributes clearly in understanding how Tanzania can adopt its legal framework to accommodate and regulate online notarization effectively.

Khanh, B.N et al.,
 authors in their article analyse the real situations of electronic notarisation in some countries around the world and some challenges or obstacles to the implementation of electronic notarisation in Vietnam. Authors in analysing the real situation around the world, they have the findings that electronic notarisation is being practiced in different countries like China, Japan, France, Singapore, Korea and so on. For example, in Korea electronic notarisation is in practice since 2010 though with no proper law to cover any procedures. However, in 2018 the author indicates that Korean law allowed online notarisation via video conference and receive notarised documents online instead of appearing physically before the notary public. In emphasizing the obstacles in Vietnam, authors elucidate that there is no legal framework for the implementation and recognition of electronic notarisation, the construction of a notarisation database currently does not really serve for electronic notarisation, the application of information technology in notarisation is not uniform in localities, and the silence of digital transformation in notarisation. Authors not only mentioned those challenges but also air out explanations why they are considered as challenges. For example, the issue of database, they see it is proper to have a database for keeping records of online data base, they also underscore not only changing laws to online notarisation but also the notarisation authority must make major changes in the notarisation process. Conclusively, authors recommend the need for proper legal framework, necessary technical infrastructure for e-Notary, increasing the coverage and use of the internet throughout the country and so on.

Authors emphasise on the experiences of other countries looking into challenges and solutions. For example, authors suggest on the need for database to keep records of all digital notarisation, Tanzania can also implement this while stretching to accommodate digital notarisation. Authors’ ideas are relevant to ensure countries such as Tanzania have a robust legal framework that requires keeping records of digital notarisation.

Bond, D.,
 the author emphasises different occasions where notarisation cannot take place and discusses about remote notarisation processes. Looking at occasion where notarisation takes place, the author says that notarisation cannot take place over the phone unless the signatory appears before the Notary public. In discussing this, the author cited the case of Re Gottheim, where the court emphasized that notary public in the faith of their duty that entitles them to refuse signing documents of persons whom they are not aware is essential. Hence, they have to request for personal appearance of the person who wishes their documents to be witnessed by him or her. In the first place, the author is speaking of traditional method of notarisation and emphasises the need of physical appearance of the signatory. 

Furthermore, the author argues on remote notarisation and centres his discussion on how notarisation takes place, what the notary public must do after the remote notarisation, and how long the notary public should retain the recording of each remote notarisation. On the first issue that how notarisation takes place, the author identifies that it must be conducted through real time audio-visual technology and the notary must keep a back-up copy of the notarisation. On the second issue that what must the notary public do after the remote notarisation, he urges that the document which was signed has to be transmitted to the notary public and the notary public must before sign and stamping compare the document and in the jurat the phrase “this remote notarial act involved the use of communication technology.” On the last issue, that how long the notary public should retain the recording of each remote notarisation, the author insists that the record must be kept for up to 10 years. Therefore, to him remote notarisation is not valid until abides by the above pin-pointed issues. 

In Tanzanian context, the author gives a relevant contribution on different issues that need to be taken into consideration, issues like requirement of using real-time audio-visual technology, the notary public to be the last person to sign and verify contents of the document and the issue of backup. This gives out a clear way on how Tanzania can formulate robust legal framework to regulate digital notarisation. The author broadly examined notarisation process in the digital environment; this research further investigated practical legal challenges of the service in the digital era.

Smith, L.G.,
 the author central idea is on development of electronic commerce and electronic notary while looking at any impediments that may hinder those electronic transactions. In his thesis, he urges that issues which require authentication in the digital environment require familiarity of the concepts and professional skills both legal and computer security fields. The author further stresses that even though the world is moving from traditional method of notarisation to electronic notarisation, principles of traditional notarisation must remain intact and look at how laws will enable the use of electronic notarisation fit traditional requirement. The author also cements by saying that a difficult question to be answered is whether affixing a signature electronically complete the process of electronic notarisation. The author attempts by saying that electronic notarisation like traditional notarisation need a person to appear before the notary public. The authors leave a gap by not giving analytical recommendations as to what might be the proper mechanism to tackle the issue of appearance. This research evaluated and suggested possible ways on how a person can appear virtually and cover physical appearance.

From the above literature review, it is identified that in Tanzania, there is a legal framework laxity towards recognising electronic services and in this study digital notarisation is identified as a crucial concern. Many Tanzania literature reviewed focus on other electronic transaction such as admissibility of electronic evidence, electronic contract, electronic commerce and protection of consumers conducting business online. The gap that is identified is Tanzania scholars fail to recognise an emerging trend of other jurisdiction to conduct notarial acts using technology and expand provision of legal services even outside Tanzania boundaries.

Only one Tanzanian article pinpointed issues relating to electronic notarisation but the article left out telling whether Tanzania legal framework is exhaustive to cater for digital notarisation. Hence, necessitated this study to conduct research on other jurisprudence like Nigeria on how digital notarisation is conducted. Other jurisprudence contributed much on this study to see a way through which Tanzania can adopt good practices for digital notarisation. 

Therefore, the research gap that was identified is on the need of having a comprehensive legal framework that recognise digital notarisation, ensure it is safe, and secure to both customers and notary public.

1.4 Research objectives

This research is guided by both general and specific research objectives as follows:

1.4.1 General research objective

The main objective of this study is to assess and critically analyse limitations of Tanzania’s legal framework for digital notarisation, comparing it with Nigeria’s regulatory approach, in order to identify best practices and recommend improvements.

1.4.2 Specific research objectives

(i) To examine international approaches to digital notarisation with particular emphasis on the United States as a benchmark jurisdiction.

(ii) To analyse Tanzanian legal framework that provides basic requirements for notarisation process.

(iii) To explore Nigerian legal framework that provides basic requirements for and conduct of digital notarisation process.

(iv) To analyse potential legal impediments which draw back digital notarisation process in Tanzania focussing on Nigeria as a comparative case study.

1.4.3 Research questions

(i) What are the internationally recognised guidelines for performing digital notarisation with particular benchmark from USA legal framework?

(ii) What are the requirements for notarisation process under Tanzanian legal framework? 

(iii) What are the requirements and practice for digital notarisation process under Nigerian legal framework?

(iv) How Tanzania legal framework drawback digital notarisation process comparing with the good practice in Nigeria?

1.5 Significance of the research

This research played a pivotal role by calling upon both lawmakers and other stakeholders to see the potential need of digitising notarisation in Tanzania, hence its recommendation will assist in the following areas;

(i) Legal reforms and policy development. This study provided insights to the law reformers that there is a high need of recognising digital notarisation looking at the standards set in Nigeria.
(ii) Enhancing online legal services. This study assisted to pinpoint the advantages of using digital notarisation as it saves both time and cost to the notary public and potential customer of notarial services.
(iii)  Expansion of Tanzania legal services and networking. Since this study is on how Tanzania can set standards for digitising notarisation and recommend on implementing the same. It directly assisted Tanzania legal services be used in other jurisdiction and enable lawyers to have a broad network in other jurisdictions. 
(iv)  Knowledge sharing and identifying other legal gaps. This study not only give knowledge to other legal scholars but also enable them to identify other potential legal gaps that are not covered in Tanzania’s legal framework.
1.6 Research methodology

This study mainly employed doctrinal research method supplemented by comparative approach. Each method employed has contributed much to the completion of this study and reasons for selecting these methods are explained herein below:

1.6.1 Doctrinal legal research

The method focuses exclusively on cases, rules and principles comprising the substantive content of legal doctrine.
 This method enables the research to dive into the substantive content of all sources of law and be in a position to give appropriate recommendations. Also, it enabled a researcher to examine or identify what the law is as opposed to what the law ought to be and analyse legal principle and how it has been developed and applied.
 This study employed doctrinal legal research because it enabled primarily to look at the context of the law, principles established, cases, rules and so on and how far they are applied currently.

1.6.2 Comparative legal research

The study aimed at making comparisons across different countries or cultures while analysing contextual description of limited legislative texts, jurisprudence, and legal doctrines, particularly of foreign laws.
 Comparative legal research is beneficial as it enabled the researcher areas which need legal development process where modification, amendments, and changes to the law are required. This method is used in this study as it gives the researcher a wide range towards understanding other jurisdictions best practices. So, Nigeria laws are selected to make a comparative analysis with current Tanzania legal framework to enable the researcher pinpoint areas that need further development.
Nigeria is selected due to the following reasons. Firstly, it has similar legal system to that of Tanzania, which is common law legal system. Historically, they adopted many of the same laws from England for example the law that govern notarisation processes. Secondly, Nigeria before enacting new law on digital notarisation it had the same provision on notarisation processes as that of Tanzania. Henceforth, it is proper to study Nigeria legal framework and see how Tanzania can make initiatives as that of Nigeria. Thirdly, Nigeria and Tanzania are similar in technological advancement. So, comparing the two countries gives a possible solution to Tanzania to see how they can improve in digital notarisation. Lastly, Nigeria law is comprehensive and widely covers digital notarisation by ensuring it is safe and secure than other countries that have digital notarisation like Rwanda.

1.7.3 Research design

It is important to outline how the research study is conducted to give a blueprint or a roadmap for conducting research.
 Research design enabled a researcher to organise the structure of the thesis in his or her mind after knowing how data will be collected, analysed and tested. The following are the strategies that employed in planning this study:

1.7.3.1 Data collection methods

This study employed doctrinal and comparative research methodology. Hence, the researcher did not collect data from the field. As such, the appropriate data collection method under doctrinal methodology is primarily looking at what the law is and not what the law ought to be, also secondary materials that give clues on how it is understood and analysed.
 In comparative methodology, this research looked into other materials from other jurisdictions with the best practice on the study.

In looking at secondary sources, this study used desk review research that enabled the researcher examine different literature through electronic means and physical library sources. Therefore, the researcher looked into different books, journal articles, reports, papers and so on, which are relatively relevant to this study.

1.7.3.2 Data processing and analysis

This study employed primary and secondary sources hence data collected are analysed qualitatively. Looking at primary data which are the provisions of the law governing the study, data are analysed looking at canons of statutory interpretation that are golden rule, mischief rule, literal rule and purposive. In addition, internal and external aids to statutory interpretation are used to get a clear meaning of the provisions of the law.

Looking at secondary sources that are books, journal articles, cases, reports, papers and so on, data are analysed using content analysis. This method is used to identify patterns, trends, and relationship within the data and examine how different themes or concepts are represented across documents.

1.8 Scope of the study

This study focused specifically on the legal framework for digitising notarisation services in Tanzania while making a comparative analysis with Nigeria’s legal framework. This research also explored international legal instruments that address various technological mechanisms supporting digital notarisation, including the global recognition of electronic signatures. Additionally, it examined the United States as a benchmark to understand how its legal framework provides guidance and standards for implementing digital notarisation. Therefore, this study assessed the practical implementation of digital notarisation processes in Tanzania including any emanating challenges. Implementation of digital notarisation is analysed comparing to Nigeria and USA legal framework and other relevant literature which pinpoint the best practise of digital notarisation. Therefore, the study is primarily looking at how Tanzania’s legal framework can incorporate provisions for digital notarisation while making a comparative analysis with Nigeria’s legal framework.
1.9 Limitation of the study

In the course of collecting data of this study the following limitation occurred:

There is limited availability of resource materials from Tanzania and Nigeria pertaining to digital notarisation. Digital notarisation is not a long-standing practice in these two countries; hence there are insufficiency of available literature that guided the researcher to pinpoint areas of implementation, amendments and any other changes. 

In essence, the researcher used different strategies to overcome these limitations. These strategies include consulting foreign materials from other countries to see how they can contribute in making good recommendations and pinpoint areas that need legal reforms. 

1.10 Dissertation structure

This study contains the following chapters:

Chapter one covers general introduction of the study. Introduction include background of the study, statement of the problem, literature review, research objectives, research methodology, scope of the study, limitation of the study and ethical consideration.

Chapter two covers conceptual and theoretical framework of the study. This chapter focuses on laying the groundwork of notarisation process and digital notarisation. In addition, this chapter emphasises theories for notarisation processes.

Chapter three covers international perspectives for notarisation processes. This chapter analyses available international instruments which provides connecting aspects for digital notarisation and analyses the practice of America in digital notarisation.

Chapter four covers legal and institutional framework governing notarisation process in Tanzania. This chapter analyses Tanzanian’s institution and law which govern notarisation and the legal gap which exist to cover digital notarisation.

Chapter five covers legal framework governing digital notarisation in Nigeria. This chapter gives insight of digital notarisation and possible areas which need improvement.

Chapter six covers comparative analysis. After analysing legal framework of both Tanzania and Nigeria, this chapter analyses what hinders digital notarisation in Tanzania and approaches used in Nigeria to accommodate all essential pre-requisites in performing digital notarisation.

Lastly, chapter seven covers conclusion and recommendations.

CHAPTER TWO

CONCEPTUAL AND THEORETICAL FRAMEWORK ON NOTARISATION

2.0 Introduction

This chapter aimed at discussing key concepts as used in notarisation process and theories that govern notarisation. Key concepts used in this study include notary public; notarisation process (include traditional, electronic and digital notarisation), electronic notarial certificate, electronic signature and electronic seal are elaborated to get a clear understanding of the whole study. Various theories are identified which lay a foundation of all methods of notarisation, theories such as authority theory, legal certainty theory, authenticity theory and preventive justice theory are discussed to set general guidelines for performing notarial act.     

2.1 Conceptual framework

2.1.1 Notary Public

This is the person authorised under the law to conduct notarial act. Section 27 of the Notary Public Act,
 defines notary public to mean an individual commissioned or appointed to perform notarial act by the Chief Justice of Nigeria. In Black’s Law dictionary a notary public is a public officer whose function is to attest and certify by his hands and official seal, certain classes of documents in order to give them credit and authenticity in foreign jurisdictions, to take acknowledgements of deeds and conveyances and certify them, and to perform certain official acts, chiefly in commercial matters, such as the protesting of notes and bills, the noting of foreign drafts, and marine protests in cases of loss or damages. 

It has to be noted also each country has its criteria of who are the authorised person to perform notarial act. In Tanzania, through section 3(1) of the Notaries Public and Commissioners for Oaths Act,
 recognises the person with qualification as an advocate and any other person entitled to practice as notary public in England, Scotland, Northern Ireland or the Republic of Ireland to be notary public. Generally, the notary public is entrusted with the duty to witness execution of documents, administer oaths for giving evidence, take affidavits, verify company documents, verify identity and signature, and certify copies of different documents. In Nigeria notaries public are also given power to conduct digital notarisation through electronic means as per section 2(j) of the Notary Public Act.
 Nigeria in 2023 has widened the scope and roles of notary public to perform notarial act through electronic means. This is beneficial to notaries public in Nigeria and the public at large.

Hence, in any form of notarisation regardless of state laws a notary public is an important person to make documents credible and trusted by third parties. To ensure this different state laws penalised misconduct of the notary public. In Tanzania, the law provides that it is an offence for a person to conduct notarial act without a valid certificate as per section 6(1) of the Notaries Public and Commissioners for Oaths Act.
 Nigerian laws are far stricter and recognise difference malpractice as offence against a notary public including misfeasance and unlawfully practising.

Notaries public are also obliged to act professionally while conducting notarial act due to the nature and function of their work. Many of the documents notarised are very important and need ethical consideration. Some of the ethical consideration that has to be taken by the notary public include but not limited to integrity, working independently, honest, impartial and taking full of responsibility of his action.
 Therefore, it is paramount for state authorities and legal stakeholders to see the need of developing guidelines or code of ethics for notaries while performing any form of notarisation either traditional or digital notarisation. This will minimise opportunities of fraud or any form of misconduct.

2.1.2 Notarisation

It is paramount for authorities both private and public to be sure as to the validity of some documents tendered before their offices. Hence, notarisation process is sufficient in giving assurance that documents are authentic. Notarisation is defined to mean the act of authenticating and certifying documents so there is no question about them being fraudulent and can be referred to as notarial act.
 Notarisation in many countries is taken by a duly registered notary public authorised by the government for that purpose. This process act as a tool to minimize fraud in case a person intends to tender fake documents before any office.

Notarisation aims at hasting different legal transactions by giving assurance on validity of legal documents and hence it is a process which requires several steps to be taken. First, there must be an identification between the notary public and the signer. The notary public can use different Identity cards recognised by the government for identification purpose to be sure that the person signing the document is the one intended. Second, notary public has to read contents of the document to the signer and ask of his willingness to proceed signing the documents. This will help to prevent unwilling signing of the documents and give a general understanding between notary and signer. Lastly, the notary public must see the signer attach his or her signature personally. It is paramount to see signing process and the notary public to prove the signature. Due to all this processes notarisation can provide several advantages and it include;

Firstly, deter fraud and forgery. Notarisation ensures that the documents are genuine as the notary attached his or her signature and seal, and the signer attached the signature to the documents. This therefore shows that the intended person signed the document and hence prevents fraud or forgery of the document.

Secondly, provide legal protection. The focus of notarisation is on authenticating legal documents, that makes them acceptable as genuine before different offices. Therefore, notarisation gives legal protection to documents against any illegal practice such as fraud and so on.

Lastly, strengthens credibility of documents when used as evidence. Notarised documents are highly credible as evidence when presented in any office such as courts of law or in banks when needed for verification purposes. 

Therefore, notarisation is essential aspect in different legal transactions. In the world the rapid pace of development of science and technology developed three kinds of notarisation process as follows;

2.1.2.1 Traditional notarisation

It is the conventional way of notarising documents require signer to appear physically before the notary public and conduct notarial act.
 In this process there is no any technology needed to notarise documents. It is traditional because it ignores modern way of conducting notarisation where there are no uses of electronic signature, audio-visual platforms, and digital identification and so on. Other method of conducting notarisation that is digital and electronic notarisation can be used together with traditional notarisation. That is to say even if a country has shifted from traditional notarisation does not mean documents notarised under this method are not valid. However, the country which only recognises traditional notarisation and document verified under other method the said document can be challenged on its validity. 

2.1.2.2 Electronic notarisation

Electronic notarisation is occasionally misinterpreted to mean digital or remote notarisation because of the word electronic. Electronic notarisation implies nothing but the use of electronic signature into a notarised document but the whole process requires signer to appear physically before the notary public.
 Therefore to large extent it is less similar with traditional notarisation with an exception of attaching electronic signature to a notarised document. 

Electronic notarisation process requires physical appearance before the notary public and it is only the notary public allowed to attach his or her electronic signature. Other jurisdictions like the Michigan Law on Notarial Acts recognise and draw a line of distinction between traditional, electronic and digital or remote online notarisation. This will not only assist notaries public but also customers to be confident on any method and beware that it has legal recognition before a particular country.

2.1.2.3 Digital notarisation

This is the modern way of performing notarial act using technology to authenticate, verify and records document electronically. In this process a notary public and signer can be located in different location and the whole process of notarisation can take place through virtual platforms such as notarize platform, Zoom, Skype and so on. Digital notarisation or in other countries referred to as remote online notarisation is defined as the process of conducting notarial act using video and audio technology on the internet to allow signers to personally appear and communicate with the notary at the time of notarising.
 Digital notaries apart from using audio-visual technology there is paramount use of electronic signature, electronic seal, and digital identification methods. Through the use of those technologies digital notarisation save the fundamental aspects of notarisation that are appearance to mean both notary public and signer to identify each other, create mutual understanding on the contents of the document, verification that the intended person signed the document and keeping of records.

In digital notarisation several steps are necessary to be taken to make it secure, reliable and trustworthy. Many countries which adopted digital notarisation emphasized on the following important requirement:

Virtual presence before the notary public, in digital notarisation presence is determined where the signer and the notary see each other through virtual platforms.
 Hence, the requirement of presence which is demonstrated in the traditional notarisation is the meet in digital notarisation through virtual appearance. However, it is paramount in digital notarisation for both notary and signer to use stable internet connection, good camera and clear and quiet environment.

Proper examination of the document, in digital notarisation the notary public after preparing the document has to share electronically with the signer so as to examine if there is a missing information or not.
 It is also paramount during notarisation session for the notary public to ask signer and or explain paragraphs of the document so as the signer will be able to understand and acknowledge contents of the document.

Notary public to identify the person signing the document, the same methods used for identification in traditional notarisation are to be used in digital notarisation,
 and any other measures that will ensure the method is safe and secure. Countries adopted digital notarisation use different methods of identification as provided in particular state laws. For example, in Nigeria under section 6(3)d of the Notaries Public Act,
 it provides that a notary public may identify a signer through presentation of a government issued identification that contains the photograph and signature of the individual. This is among the good methods of identification whereby the signer has to place his or her identity to the camera and make sure it is visible during the notarisation process. However, other developed countries like U.S.A in addition to that method they use identification numbers such as community number, which is interoperable with digital notarisation platform. In the second method the signer has to fill the number and the system will recognise the number for other process to follow. In such circumstances it is undeniable to say digital notarisation is safe and secure because the intended person signed the document and not otherwise.

The need of witnessing the signer signs the document and notary public to complete the process by inserting the notarial certificate. It is highly advised that digital notarisation platform should enable signer and notary to generate e-signature in the platform, typing, using a stylus digitizing pad, attaching graphics file with a picture or drawing, attaching a recording of a sound, or signing by using a software application or process to apply digital signature.
 However, it is paramount to check state laws on what kind of e-signature are permitted and accepted before state authorities. The notary public after being satisfied that the signer attached e-signature then can complete the process by filling all essential elements of notarial certificate.

Hence, digital notarisation bears all necessary requisite like other methods but it is more advantageous than the other because it saves time and cost, it allow signer and notary public to meet virtually, it remove the need to travel from one place to another, ensures security and serves as prima facie evidence because of requirement like recording of the whole transactions it enhance security and will serve as prima facie evidence, it enhance accessibility and convenience to ensure notary public are accessible and every person may set a convenient time and place for notarial act to take place. 

2.1.3 Electronic notarial certificate

In some state like U.S.A it is referred as remote online notarial certificate. In America it is defined as an acknowledgement, jurat, verification of witness that is completed by a remote online notary public and contains notary public e-signature, e-seal, title, and commission expiration date, date and place of the remote online notarization, and statement indicating that the person making acknowledgement, oath or affirmation appeared remotely online.
 Therefore, notarial certificate is an important part in digital notarisation as it bears essential features to validate the whole notarial act.

In Nigeria also, under section 27 defined electronic notarial certificate to mean the portion of a notarised electronic document that is completed by the Notary Public, bears the Notary Public's electronic signature and official seal, official title, any information concerning the date and place of the electronic notarisation, and states the facts attested to or certified by the Notary Public.
 This also cement on the relevance of electronic notarial certificate which gives a picture that without it digital notarisation is not valid.

In traditional notarisation elements of electronic notarial certificate are seen in a jurat of attestation. In the case of Director of Public Prosecution v Dodoli Kapufi and Another,
 the court emphasized on the need of jurat in notarising a document. It pointed out that a jurat must state when, where and before what authority (whom) the affidavit was made. The court also concluded that without the jurat the notarial act is incurably defective to mean it is invalid. Therefore, digital notarisation abides with mandatory requirement of traditional notarisation.

2.1.4 Electronic signature

E-signature is an important and key aspect in digital notarisation which facilitates the process to be conducted on online platform. Signature of either form electronic or tradition it serves to demonstrate that the party signing the document know the contents and approved on the validity of the contents. Electronic signature has received number of definitions, for the purpose of this study two definitions will be considered; the first definition defines it to mean data in electronic form, affixed to or logically associated with a data message, which may be used to identify the signatory in relation to the data message and to indicate the signatory’s approval of the information contained in data message.
 In Tanzania, through the ETA
 under section 3 defines electronic signature to mean data, including an electronic sound, symbol or process, executed or adopted to identify a part, to indicate that part’s approval or intention in respect of the information contained in the electronic communication and which is attached to or logically associated with such electronic communication. Both definitions referred electronic signature is in electronic form, and must indicate the signer’s approval on the contents of the document. 

Electronic signature in digital notarisation like in any other legal transactions intends to prove the following; one, the identity of the signer affixing the signature, two, intention of the signer to sign the document and lastly, signer approves and adopts contents of the documents.
 Hence, the notary public must witness intended person signing the document and must be sure that signer understands contents of the document. This will help to minimise fraud and signer cannot deny that he is the one signed the document. The uses of different platforms that enable signer to create or upload his or her e-signature are necessary for digital notarisation. For example, in Nigeria there are number of platforms such as ToNote,
 Naijanotary,
 and so on they allow the notary public to see the signer while inserting his or her signature to the documents intended for notarisation.

2.1.5 Electronic seal

In digital notarisation electronic seal is the notary seal in an electronic form that has to be attached by the notary during notarisation processes. E-seal serves as a digital authentication tool, verifying a notary’s credentials and authority in electronic transactions.
 Like e-signature, E seal also support digital notarisation by ensuring that the method is secure and performed by authorised officer. Therefore, it creates trust between the signer and notary public and makes digital notarisation credible and complete. 

It is important for the electronic seal to contain basic information and this may differ from each country’s laws. Some of the illustrated information on the notary public seals either electronic seal or traditional seal include; notary public name, expiration date, number of the notary public and state of registration, and must corresponds to information in notary’s traditional seal.

2.1.6 Difference between acknowledgement, and oaths or affirmation

In notarising documents either traditionally or digitally these words are used differently and gives different meaning. Acknowledgement in notarisation indicates the signer’s intent, free will and understanding of the document’s consequences.
 It is purposely to verify that the signer understands the consequences of their signature in the document. In acknowledgement documents may be signed even prior visiting the notary public. The notary public always asks the signer as to whether he or she understands the content of the document and the purpose or nature of the document. Documents which are mostly acknowledged include contracts, deed and power of attorney.
Taking oaths in notarisation is where a person makes a solemn declaration, accompanied by a swearing to God or a revered person or thing, that one's statement is true or that one will be bound to a promise.
 An oath is a sincere declaration made earnestly, accompanied by swearing to God and involves a promise to tell the truth. Affirmation is a vow that the information in the document is the truth but does not involves swearing to God.
 In notarising different document notary public must be careful to correctly use the two words. In Tanzania the Oaths and Affirmations Rules,
 under the first schedule provides that in taking evidence of the Christian one has to swear, Moslems, Hindu and pagans has to solemnly affirm. 
Therefore, taking oaths or affirmations in Tanzania is different from Christian, Moslem and pagans, which is applied while drafting affidavits and other documents that may be used as evidence in court. This has been reiterated in the case of Venceslaus Malasi Kimario v Akilimali Abdallah Kambangwa,
 in this case the court is called upon to determine the preliminary objection that the affidavit is defective because it is not clear whether the deponent was supposed to swear or solemnly affirm. The court was of the view that the omission is fatal and hence declared the affidavit incurably defective. Taking the stance and effects in this case, it is apparent that notary public must be carefully to include the religion of the signer and indicate properly that the signer swears or solemnly affirm. This has to be done in both methods either traditional notarisation or digital notarisation.
2.2 Theoretical framework on notarisation

Theoretical framework on notarisation processes gives an understanding on the role of the notary public, importance of the process, nature and purpose of the process. Theories of notarisation suggest on the legal adherence for the process to be valid under the eyes of the law. Hence, state laws must be clear on the powers and duties of notary public, procedures for performing notarisation and legal recognition of any method of notarisation.

The following theories are covered: authority theory, legal certainty theory, authenticity theory, and preventive justice theory. These theories are discussed looking into both methods traditional and digital notarisation.

2.2.1 Authority theory

This theory is rooted to the idea that legal recognition and validity of any notarial act is from the authority that the notary public has under state laws. This theory emphasizes that notarisation is not a mere act but a legal act performed by a public officer that is the notary public whose power and responsibility are legitimised and defined under the state laws.
 This theory emphasize more that authority is always limited by laws and therefore responsible in case a person acts contrary.

In relation to this study the theory emphasizes that for every act performed by the notary public it must gain legal legitimacy. Hence, state laws which authorise a notary public to perform notarisation when a signer appear before him physically, that is the authority of the notary and limit the notary to do otherwise. Therefore, for a notary public to perform digital notarisation must have such authority to perform notarial act online by the law and not otherwise. With this regard transformation of science and technology does not automatically give mandate to perform digital notarisation without clear provisions of the law.

2.2.2 Legal certainty theory

Legal certainty refers to the application of a clear, permanent, consistent, and consequent law whose implementation cannot be influenced by subjective circumstances.
 This theory speaks of the need of having clear legal rules which defines or addresses key aspects or elements of conducting notarisation. That the law must be certain on the procedures or the methods of performing notarial act to make notarised documents valid under the eyes of the law.

To facilitate digital notarisation adherence of legal certainty theory, promote awareness, trust and acceptability of digital notarisation. Because having clear provisions of the law which recognise digital notarisation create trust and reliability that the practise is legally recognised. Therefore, legal certainty theory demonstrates the need of state laws to have harmonised legal frameworks that recognise digital notarisation.

2.2.3 Authenticity theory 

The practice of notarisation is to ensure that documents notarised are authentic to the eyes of the law and individual perspectives. Under this theory, a notary is duty bound to verify signers’ identity, confirm consent of the signer, check contents of the document and ensure document is signed properly.
 The moment the notary public sign and stamp the document it gives a rebuttable presumption that the document is authentic.

In digital notarisation authenticity theory can be met by using digital signature, electronic seal, proper electronic identification method and the use of audio-visual platform in real-time. This theory requires that for document to be authentic must be notarised following legal procedures. Hence, without appropriate legal rules digitally notarised documents are not authentic under the eyes of the law.

2.2.4 Preventive justice theory     

Notarisation process is among the mechanism to reduce disputes on the questions of the originality and truthfulness of the document. So notarisation is used to prevent legal disputes when there is a question of the legal validity of a certain document when concluding a transaction and those that will arise in the future.
 Preventive theory requires notary providing legal assistance to citizens, legal entities and in ensuring their legal security by participating in developing the terms of the transaction.
 Further, the theory requires notary to participate in court as witness in case there is a dispute on the document he or she performed notarial act. This theory focussed on the whole process of notarisation by placing duty to notaries to ensure that they prevent disputes. 

This theory term all notarial activities as aimed at preventing conflicts and minimizing unnecessary recourse to the courts to protect individuals’ rights, which makes the notary an institution that ensures stability and security in society.
 Hence all methods of notarisation, traditional and digital notarisation are used as preventive justice for future disputes or conflict. Traditional notarisation is used as a preventive method where a notary public register all documents he or she notarised used as evidence. Digital notarisation is considered as more preventive of disputes because of the requirement of recording notarisation transactions and the record used as prima facie evidence.

2.3 Conclusion

Generally, notarisation entails providing authenticity to different legal documents and transactions. Currently in the world of science and technology notarisation has been categorised into traditional, electronic and digital or remote online notarisation. The conceptual framework assisted to draw a line between electronic notarisation and digital notarisation. Where it entails that electronic notarisation implies the use of notaries public electronic signature but signer must appear physically for identification and signing process while digital notarisation combined all traditional process into digital environment and notary public proceed to notarise remotely.

Theoretical framework embraces key guidelines, purposes and aim of performing notarisation. Authority theory gives a need to lawmakers to define powers, duties and limits of the notary public. Authenticity theory focuses on placing the documents notarised authentic in the eyes of the law by following rules and regulation and therefore gains legal recognition. Legal certainty theory speaks of having clear rules and regulation for performing notarial act and therefore prohibits performing notarial act which is not defined by the law. Lastly, is preventive justice theory which speaks of the nature, aim and purpose of notarisation that is to prevent disputes because notarised documents are treated as authentic and relied.

The Legal certainty theory is guiding this study because it focuses on the need of having clear rules and regulations for performing notarial acts. The aim of this study is to analyse Tanzania legal framework for digital notarisation and hence demands establishment of clear rules and regulation for digital notarisation. With this regard, legal certainty theory guides this study to observe what rules, regulations and guidelines required for performing digital notarisation.

Therefore, key concepts contributed to make clear determination and understanding of notarisation process as depicted by Tanzania and Nigeria legal framework. Theoretical framework contributed in making determination that any method in notarisation process requires clear guidelines for it to be valid under the eyes of the law.

CHAPTER THREE

INTERNATIONAL PERSPECTIVE ON DIGITAL NOTARISATION

3.0 Introduction

Both international and regional instrument failed to recognise digital notarisation processes, at least a trial is given by the Statute of International Union of Notaries to provide guidance for the use of digital notarisation. There is however recognition of some technological issues which assists performance of digital notarisation at international level. This chapter will analyse some important instrument which contributed to the development of digital notarisation in some countries and the benchmark in America for digital notarisation.
3.1 International instrument

3.1.1 The Statute of International Union of Notaries

This statute establishes an organization known as International Union of Notaries with the aim of promoting, coordinating and developing the roles and functions of notaries throughout the world.
 To recognise the relevance of having this Union throughout the world, the Statute designated Vice President Office of the Union to all continents. The Union not only designated Vice President Office but the same is implemented and in Africa Abdelhamid Achite-Henni from Algeria is appointed as the Vice President.
 
The International Union of Notaries is currently reported to comprise 92-member notariats across four continents, including 22 of the 27 European Union member states and 15 of the 19 G20 countries.
 This indicates that the Union has been globally accepted for promoting, coordinating and developing standards for notaries in the world. 
Although the Statute and the Union established under it do not possess any legal binding force, their daily activities and recommendations have highlighted the significance of digital notarization. In 2021 the Union through its General meeting have adopted the guidelines knowns as UINL Guidance on Notarial Authentication with Online Appearance. Para four of the preamble of the guidance provides that member state has to apply guidelines for the purpose of ensuring trust and legal certainty in performing digital notarisation. It is apparent that the Union gives members opportunity to develop their laws for notarisation practices. This guidance has incorporated several important issues in performing digital notarisation as follows: -
The issue of digital identification under the guidelines, the guidance opines that in online appearance notary public can still make proper verification of the signer as in traditional way, but such identification must follow state laws. To ensure proper digital identification the guidance suggests state laws to use official database.
 By official database the guidance refers to database with personal information of individuals like NIDA in Tanzania. The guidance at the first limb recognised a very critical issue in digital notarisation that is digital identification. In digital notarisation parties have no option to physically see each other, hence creates a demand to have safe way for identification purposes. 
The issue of verifying the free expression of the will of the parties and security of data transmission, the guidance requires member to develop a platform known and approved by the Government or notary institution.
 The approved platform must in all circumstances ensure confidentiality and adhere to all data protection standards.
 The guidance recognising the high risks in engaging to electronic transactions and the relevance of ensuring adherence to protection of personal data, recommended the use of platform that is managed by notariat and not third party. However, member states are faced with the difficultness of developing the platform and hence use trusted third-party platforms such as docusign. Still no risks of using trusted and approved third party platforms with good policies of maintaining personal data and ensure personal data are used for notarisation per se.
The issue of signature to authentic instrument, the guidance further places duty to the notary institution to develop a system which enables electronic signatures for clients but must adhere to highest security standards.
 It is very important for digital notarisation legislations to have a clear provision which recognise use of electronic signature by both notary and clients. Although the guidance failed to suggest some security standards, it places autonomy to the notary institution to use standards developed in their country. The guidance again provided a very essential requirement of electronic signature but must adhere to security standards and hence make the document reliable and trustworthy.
Lastly, the guidance limited performance of digital notarisation to some documents. According to the guidance some documents are advisable not to be concluded via audio-visual communications.
 It includes wills and other inheritance agreements, because of the complexity that surrounds those documents. However, digital notarisation always provides an extra layer of security by recording the whole transaction and later used as evidence. If used in wills it may be advantageous in case of the question of validity and consent of the signer. Therefore, digital notarisation can be used in any document and still ensure safety.
3.1.2 UNCITRAL Model Law on Electronic Signature of 2001

This Model Law aims to enable and facilitate the use of electronic signatures by establishing criteria of technical reliability for the equivalence between electronic and hand-written signatures.
 This law has been established because of the increased use of electronic authentication techniques which suggested the need of having a legal framework which will ensure certainty and legal recognition of the use of electronic signature. The Model Law is used as a benchmark in different countries for enacting legislation on issues pertaining to electronic signature. For example, many provisions under the ETA are of the same effects as the Model Law, such as requirements for the compliance of electronic signature, definition of data messages and many other provisions.
This Model Law has a tremendous effect to the facilitation of many electronic transactions including digital notarisation. Digital notarisation depends on the use of electronic signature for the signer and notary public to execute documents from different locations. Hence, definition and recognition of electronic signature,
 and compliance requirements for the use of electronic signature,
 make it easy for developing a modern practice of digital notarisation. In addition, the Model Law facilitates cross border digital notarisation by recognising foreign electronic signature. Under Article 12(3) of the Model Law, it provides that an electronic signature created and attached outside the state shall have the same legal effects has created within the state if it offers the same level of reliability. This also paved way in digital notarisation to be conducted in more than one state and the electronic signature to be treated as of equal value. 
Therefore, in performing digital notarisation compliance requirements under Article 6 of the Model Law has to be met. Requirements include signature must be linked with the signatory, creation data must be under the control of the signatory, any alteration of the signature must be detectable, and if the signature is to provide assurance as to the integrity of the information to which it relates, any alteration made to that information after the time of signing is detectable. Hence, the Model Law has the effect to digital notarisation platforms specifically in designing the manner of attaching electronic signature. Responding to this many digital notarisation platforms use PKI for securing digital signature and detecting any alterations made.
3.2 Regional Instrument
3.2.1 SADC Model Law on Electronic Transactions and Electronic Commerce of 2013

This Model Law is designed to influence SADC Member States to design legislations to recognise opportunities that emanate in electronic transactions and electronic commerce. The SADC Model Law encompasses many issues including legal recognition of electronic commerce, electronic transactions, electronic communications, admissibility of electronic evidence and many other related matters. The adoption of this Model law has contributed much to Member states to start recognising many electronic transactions related issues. Many provisions of the Model Law are mutatis mutandis with the ETA of Tanzania, like the definition of electronic signature, requirements for the use of electronic signature to mention few. Therefore, this Model Law has positively affected domestic legislations and it is a foundation for many electronic transactions.
In relation to notarisation the Model Law under Section 23 it recognises the use of electronic signature in notarising documents. However, the Model Law ends up recognising use of authorised persons’ electronic signature to perform notarisation and not signer’s electronic signature. Signer’s electronic signature is considered valid under other provisions but this can cause legal uncertainty as to whether signers are allowed to attach electronic signature in notarised documents or not. This uncertainty is mutatis mutandis under the ETA of Tanzania and the ECTA of South Africa where courts ended up borrowing leaf from other provisions to recognise electronic signature. Regardless of its legal uncertainty but the Model Law is considered as a starting point towards adopting digital notarisation across SADC Member States.
3.3 A benchmark from U.S.A

3.3.1 Revised Uniform Law on Notarial Acts of 2021

In America through the Uniform Law Commission mostly convene to draft legislation that brings clarity and stability to critical areas of state statutory law. ULC always anticipate the area of law which is subject of attention or the law which is the demand of many states and hence provides a legal framework which can be adopted by various jurisdictions.
 Therefore, notarisation process in America is the practice which draws attention of the Commission to ensure there is legal certainty across the State.
This Act is originally promulgated in 1982 to provide standards for performing notarisation across the state. In 2010 the Act was revised to accommodate issues emerged with the advent of technology where electronic notarisation was introduced. In 2018 section 14A was added to cover remote online notarisation and recognition of electronic records remotely notarised. The amendment of 2021 added several issues to section 14A to clarify procedures for remote online notarisation in acknowledgements and issues relating to identity proof. The following are the key issues provided in the Act for remote online notarisation.
Appearance through audio-visual communication technology

The Act defined communication technology to mean an electronic device or process that allows a notary public and a remotely located individual to communicate with each other simultaneously by sight and sound and where necessary to facilitate communication with a person with visual or hearing or speech impairment.
 In this Act a person appear before the notary through communication technology and replace physical appearance.
 The Act has recognised also special groups and includes person with vision, hearing and speech impairment to be accommodated by the communication technology employed by the notary public. However, the Act is technology neutral by not mentioning specific technology to be used for appearance; rather notary public is obliged to register the technology which he or she intends to use.
 
Identity proofing of a remotely located individual

Remotely located individual is defined to mean an individual who is not in the physical presence of the notary public.
 This definition justifies performance of remote online notarisation to mean physical presence can be replaced by communication technology to person who is not physically before the notary public. Identity proofing is also a crucial aspect in remote online notarisation because signer and notary public meet via communication technology. 

Identity proofing is defined to mean a process or service by which a third person provides a notary public with a means to verify the identity of a remotely located individual by a review of personal information from public or private data sources.
 In any notarisation method the Act requires the notary public to first identify the signer before proceeding with notarial act. However, for the purpose of remote online notarisation the Act is technology neutral but demands the following to be done: through third person verification, and reviewing of personal information from public or private data sources. 
A part from that, section 14A(c)(1)(C) provides that reasonable identification of a remotely located individual requires the application of at least two different types of identity-proofing processes or services. Under commentary section of the Act suggested use of technologies such as knowledge-based authentication, credential analysis and biometric identification technology. However, the Act allowed any secure technological method to be used for such purpose. One of the communication technologies used in America known as notarize, uses three identity-proofing by scanning the signer’s ID, requires the signer to input last four digit of the social security number and then answer KBAs.
 This is considered as the safe way of identifying the signer than in physical presence where a notary may only examine the ID card physically looking into the photograph and signature.
Requirement of recording remote online notarisation

After completing notarisation process the notary public is obliged to create an audio-visual recording of the notarial act.
 The notary public is also obliged to record the individual signing the record and declaration. This process ensures that signer cannot deny the record when used as evidence. The audio-visual recording has to be retained by the notary public, agent or guardian for at least 10 years.
 However, the Act allowed the commissioning officer to set rules and provide otherwise on the time of retaining those records. Although, retaining of these records draws a question of data privacy, section 27 of the Act requires a commissioning officer to set security standards for storage, transmission and creation to avoid breach of personal data.
Jurisdictional considerations for remote online notarisation

Remote online notarisation uses communication technology and hence it can be performed to individuals outside the notary public’s country. Through section 14A(c)(4) of the Act it allows remote notarisation to individuals outside the U.S.A. Section 14A(a)(4) of the Act defined Outside the United States to mean a location outside the geographic boundaries of the United States, Puerto Rico, the United States Virgin Islands, and any territory, insular possession, or other location subject to the jurisdiction of the United States. These sections answered the jurisdictional challenge question of remote online notarisation. 
However, performance of this is upon meeting three qualifications which are: One the record of notarisation is to be filed with or relates to a matter before a public official or court, governmental entity, or other entity subject to the jurisdiction of the United States, two the record of notarisation involves property located in the territorial jurisdiction of the United States or involves a transaction substantially connected with the United States and three remote online notarisation is not prohibited to individuals’ current location. The last requirement is difficult to be proved because an individual can change his or her location and state another location that permits performance of remote online notarisation and cannot be detected easily. 
3.3 Conclusion

Generally, it is pointed out that the Statute of International Union of Notaries through its practice guidance has proactively embraced the shift to digital notarisation by outlining standards and guidelines for electronic notarial acts, thereby ensuring that notaries can fulfil their traditional functions in an online environment. Although, the Union has been adopted by many countries but it seems to influence most countries which adopt Civil law legal system. That makes many commonwealth countries reluctant to register their Notaries institutions to this Union. The Union has manifested itself to Latin notaries but there is commonwealth countries registered under the Union such as London (United Kingdom).
The UNCITRAL Model Law on Electronic Signatures does not directly address digital notarisation. However, it plays a pivotal role by establishing the legal validity of electronic signature, which is fundamental to digital notarisation processes. By providing a technology-neutral approach and setting criteria for the reliability of electronic signatures, it facilitated the transition of traditional services, including notarization, to electronic platforms
The SADC Model Law is one of the regional instruments which focuses on developing rules and standards for electronic transactions and provides opportunities for using technology to its member states. It also contributes much towards digital notarisation by recognising effective use of electronic signature and admissibility of electronic records. The Model Law not only recognising electronic signature but also extended to recognise use of notary publics’ electronic signature in notarised documents. This starting point provides a greenlight towards adopting all aspects of digital notarisation such as digital identification, communication technology, and digital recording of digital notarial acts.
A leaf taken from the U.S.A under the Revised Uniform Law on Notarial Acts contributed much in analysing areas which needs attention for the recognition of digital or remote notarisation. It has been found out that digital notarisation requires clear provisions of the law to govern it. There is a need to have clear provision for recognising audio-visual technology as an alternative to physical appearance, digital identification, online recording of the notarial act performed, clear rules for cross-border digital notarisation and use of electronic signature.
Conclusively, guidance from the International Union of Notaries underscores the importance of establishing regional notary unions. Such unions can play a crucial role in facilitating cross-border recognition of digitally notarized documents and in developing harmonized model laws for digital notarisation practices. Enabling collaboration among notaries and uniform practices across jurisdictions, regional notary unions can enhance the reliability and acceptance of digital notarisation on a broader scale.
CHAPTER FOUR
LEGAL AND INSTITUTIONAL FRAMEWORK GOVERNING NOTARISATION PROCESS IN TANZANIA

4.0 Introduction

In Tanzania there are several laws which govern notarisation process. However, these laws failed to incorporate a modern way of conducting notarisation that is digital notarisation. The rapid growth of technology has necessitated changes into different laws to cope with technology. Hence, it is paramount for laws to respond to technological changes and this can smoothen different transactions like economic transactions and social transactions.

4.1 Legal framework in Tanzania

4.1.1 The Notaries Public and Commissioners for Oaths Act [Cap 12 R.E 2019]

This is the specific law which governs notarisation process in Tanzania and hence all principal legislation has to be consistence with it. This has been emphasized in the case of Godfrey Ndigabo v Tanzania Ports Authority,
 that it is a principle in law that specific laws should be invoked before the general law is applied. Hence, in any case relating to powers of notaries public, duties of notaries public, modes of notarisation, appointment of notaries and so on the NPCOA has to be consulted. 

Notarisation process in Tanzania can be analysed starting with the person with authority to notarise and methods of notarising documents.

4.1.1.1 Persons with authority to notarise in Tanzania

In Tanzania the person with authority to notarise is known as the notary public and commissioner for oaths. Section 3(1)(a-b) of the Notaries Public and Commissioners for Oaths Act,
 provides that an advocate and person entitled to practise as notary public in England, Scotland, Northern Ireland or Republic of Ireland are eligible to notarise in Tanzania. However, having the aforesaid qualifications does not imply that they become notaries automatically. Section 4 of the NPCOA provides that persons with qualification to practice as notaries must make an application before the Registrar of the High Court, make payment and upon signing of the roll to be kept by the Registrar being granted a certificate that entitle him or her to practise as a Notary Public and Commissioner for Oaths. Therefore, a person will have authority to notarise after being registered by the Registrar of the High Court and his or her name being included in the roll of notaries public and commissioner for oaths. In addition, the law provides that every notary public certificate shall expire on the 31st December next year unless it is renewed per section 4(2) of the NPCOA. The law allows the notary public to renew his or her expired certificate by making an application to the Registrar of the High Court and the renewed certificate will be included in the roll of the notaries public and commissioner for oaths.

Further, the law provides that a notary public may be suspended from practising, removed from the roll of the notary public and commissioner for oaths by order of the High Court if he is guilty of unprofessional conduct, or become a person who is not entitled to practise as per section 5 of the NPCOA. In Tanzania, the notary public who has been suspended or removed from the roll may appeal against his or her suspension or removal to the Court of Appeal of Tanzania. During appeal process the said notaries public are barred from practising or do any activities as a notary public.

It has to be noted that in Tanzania only registered persons in the roll of notaries public and commissioner of oaths are given authority to perform notarial act. It is an offence for any person to perform notarial act if such person has no valid certificate as per section 6(1) of the NPCOA.

A part from persons mentioned under section 3(1)(a & b) of the NPCOA, there are other persons who are permitted by law to have powers and duties of a notary public and commissioner of oaths to take affidavits, attesting signatures and certifying copies of documents per section 10(1) & (2) of the NPCOA. It includes persons employed by the Government of URT with qualification as an advocate, persons employed by the Tanzania Legal Corporation with qualification as an advocate, a magistrate, administrative officer, Registrar of the Court of Appeal, High Court and the Deputy Registrar. 

It is therefore crucial to customers who wish to perform notarial act to be sure as to whether the action is performed by authorised officer or not. 

4.1.1.2 Methods of notarisation

Methods of notarisation imply ways which are adopted in a certain country’s law to perform notarial acts. In digital world ways of performing notarial acts include but not limited to traditional notarisation, digital notarisation or remote online notarisation and electronic notarisation. Each method has its rules which make it more reliable and secure the main purposes of notarisation which is authentication and verification of different documents.

It is hence important to point out what method(s) is or are recognised under country’s law for notarisation. This is because every notarial act has to get legal validity from the law to make the document accepted and relied upon. In Tanzania, two methods are recognised, traditional notarisation and electronic notarisation. For the purpose of this part traditional notarisation will be discussed and the later will be discussed on the coming part.

Traditional notarisation it is conceptualised as the traditional way of notarising document where both notary and signer meet physically to perform notarial act. Hence, it is traditional because it requires notary public and signer to meet physically while in the era of science technology people can meet virtually. This method is popular in Tanzania and gain legal recognition through section 8 of the NPCOA, the section provides that:
“Every notary public and commissioner for oaths before whom any oath or affidavit is taken or made under this Act shall insert his name and state truly in the jurat of attestation at what place and on what date the oath or affidavit is taken or made.”

This provision sets standards on how notarial acts can take place in Tanzania. In the case of Director of Public Prosecution v. Dodoli Kapufi and Another,
 the court emphasized on 3 matters that needs to be taken by the notary public and commissioner for oaths; Firstly, the person signing the document did so in his presence: secondly, the signer appeared before him on the date and at the place indicated thereon, and lastly, he administered an oath or affirmation to the signer, who swore to or affirmed the contents of the document.

From the above requirements, the most controversial requirement is physical appearance before the notary public and commissioner for oaths; this is an impediment in the era of science and technology where people can meet virtually. The court also in the case of Shaabani Fundi and Others v. Attorney General,
 in this case an affidavit was signed, verified in the United State of America, and affirmed virtually at Dar es Salaam. The respondent raised a preliminary objection that the affidavit is bad in law for containing a jurat of attestation which is incurably defective for being contrary with the mandatory requirement of section 8 of the Notaries Public and Commissioners for Oaths Act.  The court among other things had this to say; “…the law requires physical presence of the deponent before the commissioner when taking an oath.” So, in Tanzania appearing before a notary public denotes physical presence and not otherwise. 

Therefore, Tanzania at the very first place recognises traditional notarisation that requires a notary public and signer to appear and sign documents physically, with an exception of the second method that is electronic notarisation.

4.1.2 The Electronic Transactions Act [CAP 442 R.E 2022]

This law has come into force through Act No. 13 of 2015 purposely to curb different electronic issues including electronic transactions, admissibility of electronic evidence, and recognition of electronic signature and so on. This law is expected to be a panacea of different electronic transactions, but for the purpose of digital notarisation it failed short and ends up recognising electronic notarisation.

4.1.2.1 Recognition of electronic signature in notarisation process
Electronic notarisation it bears all processes of traditional notarisation except that the document notarised is in electronic form which give room for the notary public to attach his or her electronic signature. Therefore, in electronic notarisation a signer and notary public must meet physically for other processes like identification and knowledge of the signer on the document.

Section 10(a) of the Electronic Transactions Act,
 provides inter alia that a signature, statement or a document to be notarised, acknowledged, verified, or made under oath shall be met if the person authorized to perform those acts attached his or her electronic signature to that document. This provision shows recognition of electronic signature in a notarised document and does not imply that the whole process is taken remotely.

Although it recognises attaching notary public electronic signature but the Act expressly recognise use of electronic signature in different documents. Section 6(1) of the ETA provides that electronic signature may suffice where there is a requirement of entering physical signature. Since notarisation process demands signer to attach signature in notarised document with ETA that requirement is met if signer attached his or her electronic signature. However, the ETA has set two conditions for electronic signature to be admissible; one there must be a method used to identify the person and the intention of that person in relation with information communicated and two the method used must be reliable and appropriate for the information communicated. These requirements can be met in traditional and digital notarisation, for the purpose of traditional notarisation which is the practice in Tanzania signers are required to appear physically before the notary public and use electronic signature. 
4.1.2.2 Admissibility of electronic evidence

Electronic records in Tanzania are admissible as evidence if they meet specific criteria as stipulated by ETA. Section 3 of the Act defined electronic record to mean record stored in an electronic form. Digitally notarised documents are always generated and stored in an electronic form and hence considered as electronic evidence under ETA. But also, the definition of data message which include data generated, communicated, received or stored in a computer system suffice to consider digitally notarised document as data message. Section 18(1) of the Act laid a foundation for admissibility of electronic evidence in Tanzania. Although the Act recognises admissibility of electronic evidence digitally notarised document inclusive but the same cannot be used to allow performance of digital notarisation in Tanzania. Legal recognition of digital notarisation includes other aspect than admissibility of electronic evidence; it entails clear regulations which recognise audio-visual communication, recognition of digital notaries, digital identification, recording of the notarial act, and e-signature of both notary and deponent. Without clear rules admitting digitally notarised document as electronic evidence will create a pandora and treated as ignoring legal rules.
Although the South African case of Firstrand Bank Ltd v Jacques Louis Briedenhann,
 the court was faced with the similar issue where an affidavit was virtually notarised, but the requirement under Regulation 3(1) of the Regulations Governing the Administering of an Oath/Affirmation requires a deponent to appear physically before the notary public. The court employed section 15(1) & (4) of the Electronic Communications and Transactions Act,
 which provides admissibility of electronic evidence:
“The production of a digital affidavit which has been signed electronically, to be used in court proceedings may be adduced in accordance with s 15(1) read with s 15(4). There is therefore no reason why digital affidavits cannot be employed...”

In South Africa therefore the court admitted digital affidavits on the basis of admissibility of electronic evidence. However, digital notarisation needs more than provisions for the admissibility of electronic evidence. It needs robust legal framework which will ensure authenticity and security of the documents. Issues like digital identification, audio-visual communication technology in real-time, quality and reliability of the platform, and record keeping must be clearly provided. Therefore, admitting digital affidavits without robust legislation can give room for fraud and misrepresentation. In the American case of Fang v Nexus Development Holdings et al,
 Ms Jane impersonated and fraudulently acted as Ms Fang and remotely notarised a deed which authorise sale of Fang’s property. In this case since digital notarisation was used, Ms Fang asked for the recorded transaction and upon examination of the record it has been found out that the notary public failed to conduct proper digital identification. With this example it is apparent that for digital notarisation to be safe and secure it requires robust legislation not a mere provision for the admissibility of electronic evidence.
Therefore, this law is a panacea towards recognition of electronic signature and admissibility of notarised document and it gives a way forward adopting digital notarisation. In Tanzania this is a starting point and gives a call for digital notarisation.

4.1.3 Certification Service Regulations, GN No. 134 of 2025

This Regulations establishes a critical aspect in Tanzania especially for managing and using electronic signature and digital certificate through third party. Proper management for the use of electronic signature is very important in digital notarisation to ensure notarised document are tamper-proof. This Regulations of 2025 established Certification Authority and Registration Authority for securing use of electronic signature. Regulation 16(2) (a & b) of the Certification Service Regulations,
 mandates the Certification Authority to use secure computer hardware, software, and procedures to prevent hacking and misuse and comply with security procedures to maintain the confidentiality of electronic signatures. Digital notarisation demands a very safe way of attaching electronic signature which will ensure detection of any alterations or changes, hence through using Certification Authority this can be attained. 
Certification Authority are also authorised to offer digital certificates under regulation 16(1)(a) of the Certification Service Regulations.
 Digital certificates are intended to verify the identity of the person or an organization. IdenTrust is one of the Certificate Authority which issues digital certificate for notaries in performing digital notarisation. Certificates issued can be used as the digital signature and notary seal to electronically notarize and validate documents, preserving data integrity and establishing non-repudiation of the signed document.
 Therefore, digital certificates are preferred in performing digital notarisation to create documents which if altered changes can be easily detected. Although, many countries performing digital notarisation have not included digital certificates has a requirement, but Tanzania legal framework through TCRA can make this possible.

4.1.4 The Oaths and Statutory Declarations Act [Cap 34 R.E 2019]

This is an Act to make provision for the administration of oaths and affirmations in judicial proceedings and for statutory declarations. In this Act notaries public are authorised to take statutory declarations of any person as per section 11 of the Act. Statutory declaration is the statement made by a person acknowledging that certain information is true to the best of his or her knowledge. In Tanzania the person authorised to witness the person signing the declaration is the notary public. 

Statutory declaration must be made in the manner and form as prescribed under section 10 which read together with the schedule of the Act. In the form it provides requirement of the signer to be identified by the notary public either personally or by another person identified by the notary. In the case of Thomas John Paizon v. Khalid A. Nongwa,
 the court stated that it is a mandatory requirement that statutory declaration in the jurat to state whether the deponent was known to the notary public personally or identified to him by a person personally known to the notary public. 

On identification the Act inserted a mandatory requirement to the notary public to state in the jurat how he identified the signer. The identification method which is required in the Act is physical presence. The ambit of section 11 of the Act requires notary public to perform their duty in accordance with the NPCOA, which requires physical presence when taking oaths or declarations. Hence, traditional notarisation is also accommodated under this Act.
4.2 Institutional framework

4.2.1 The Judiciary of Tanzania
The Judiciary of Tanzania through the Chief Justice and the Registrar of the High Court are directly responsible with the appointment and keeping the roll of the notaries public. The Chief Justice is responsible for scrutinizing application of all qualified persons who wish to become advocates in Tanzania. Through section 8 of the Advocates Act,
 of Tanzania outlines the qualifications required a person to be admitted as an advocate. It stipulates that a person is qualified if they hold a law degree from a recognized university or an equivalent qualification approved by the Council for Legal Education. On addition to that one must have successfully completed practical training, from the Law School of Tanzania. Upon meeting these requirements, the applicant may be admitted to the Roll of Advocates by the Chief Justice and subsequently issued a certificate to practice.
After a person being appointed as the Advocate then the role of the Registrar of the High Court come in, whereby the Advocate has to apply to the Registrar through section 4(1) of the NPCOA. Upon payment of the required fees and signing into the roll the advocate will be granted a certificate signed by the Registrar authorising him to practice has the notary public in Tanzania. 
Apart from all that the Chief Justice through section 13 and 14 of the NPCOA has been empowered to make rules to supplement the Act and amend schedules of the Act. Therefore, the judiciary through the Chief Justice and the Registrar has the mandate to make rules and to suggest possible transformation of notarisation practice in Tanzania. Currently, the judiciary of Tanzania has demonstrated tremendous efforts towards adopting technology in performing different judicial activities. Technology like electronic filing is established under the Judicature and Application of Laws (Electronic Filing) Rules,
 also establishment of remote hearing or proceedings under the Judicature and Application of Laws (Remote Proceedings and Electronic Recording) Rules,
 and electronic case management system. It implies that the judiciary of Tanzania is ready to accept transformation from traditional transactions to electronic transactions. Although the Chief Justice has the mandate to make rules to supplement the NPCOA but it is a trite principle that rules cannot go beyond the principal Act.
 Therefore, if the NPCOA is amended to allow digital notarisation to some extent the Chief Justice may enact Rules to supplement the same and the Registrar will be responsible for managing the processes.
4.2.2 Tanganyika Law Society

It is established under section 3 of the Tanganyika Law Society Act.
 It is established purposely to uphold professional standards, enhance legal knowledge, support government and judicial processes, and protect both legal practitioners and the public as per section 4 of the TLS Act.
 It also manages properties and raises funds to support these objectives, promoting the integrity and advancement of the legal profession in Tanzania. 
Sections 6 and 7 of the TLS Act provide a mandatory requirement that all advocates are the member of the society without election, admission or appointment. Therefore, the society implied regulates the conducts of the notaries public and commissioners for oaths in Tanzania. Because the qualifications to be a notary require a person to be an advocate and all professional conduct of an advocate are regulated by the society. Henceforth, the society plays a pivotal role towards ensuring the modernisation of notary practice in Tanzania.

Under section 4(c) of the TLS Act the society is obliged to assist the Government and the Courts in all matters affecting legislation, and the administration and practice of the law in Tanzania. Through this the society has to be eager to propose or recommend for the amendment of laws to cover for digital notarisation in Tanzania. Ultimately Tanganyika Law Society regulates affairs of the notaries public that a person cannot become a notary without being an advocate, therefore they run together.
4.2.3 Tanzania Communication Regulatory Authority

This is the primary institution established to regulate electronic and postal communications services in Tanzania. It is established under section 4(1) of the Tanzania Communication Regulatory Authority Act.
 As the primary institution for electronic transactions in Tanzania, it is also tasked to regulate cryptographic and certification services provider. Through section 33 of the ETA read together with regulation 3 of the Electronic Transactions (Cryptographic and Certification Services Providers) Regulations,
 mandates TCRA to process applications for Cryptographic and Certification Services Providers. Cryptographic and Certification Services Providers is defined under regulation 2 of the Regulations to mean service providers for secure communication services that comply with international and national laws. Amongst the technical responsibility of the Certification Services Provider is to act as a certification authority. Through regulation 2 of the Regulations, it defined CA as an entity that issues digital certificates. 
Digital certificate in notarisation is very crucial because it serves as an electronic credential that verifies the identity of the notary and ensures the authenticity of notarised documents. Therefore, TCRA has embraced a very good aspect in digital notarisation that is the need to have Certification Authority that issue digital certificate. Digital certificate facilitates digital notarisation by providing tamper-proof evidence and any alteration can be easily detected. However, many states which practice digital or remote online notarisation they never included digital certificate as a requirement to perform notarisation. Instead, different platform for digital notarisation such as DocuSign places a mandatory requirement to all notaries elected to use their platform to acquire a digital certificate.

TCRA not only processes application for Cryptographic and Certification Services Providers but also have the duty to prescribe security standards for cryptography and electronic signatures as per section 34(b) of the ETA. However, there are no clear standards developed for electronic signature. Therefore, TCRA has a crucial duty towards developing standards for electronic signature which will also be used in electronic notarisation processes.
Despite establishment of TCRA which manifested itself to regulate electronic transactions, it lagged behind accommodating important aspects of digital notarisation. For example, it designated the Electronic Government Authority (e-GA) as a digital authentication authority and lagged to provide environment to private sector.
  This affects the move towards possibility of digital notarisation in Tanzania. In digital notarisation regulator like TCRA are highly needed to provide guidelines and facilitate issues like digital identification through NIDA, registration of platforms to enable audio-visual communications technology and registration of Certification Authority for notary digital certificate where necessary.
4.4 Conclusion

Analysis of the legal framework in Tanzania specifically looking at the NPCOA, ETA and OSDA suggest that Tanzania relies on traditional method in performing notarial act. However, the ETA recognises use of electronic signature in notarised document. This recognition is the good step towards adopting digital notarisation. Not only that but also it reduces paper work to notaries public and expedite submission of documents in electronic format. ETA also has already laid a foundation towards admissibility of electronic evidence in Tanzania. This shows that Tanzania can accommodate and properly handle digital notarisation practice. There is also recommendable move in Tanzania by enacting the Certification Service Regulations which recognises registration of CAs for providing digital certificates and secure electronic signature. Although, its implementation is on the process but it shows that Tanzania can make a step to recognise digital notarisation and use CAs for issuing digital certificates in performing digital notarisation.
The ETA’s stance in notarisation practice made efforts towards digitizing the practice but with the absence of express provisions within the NPCOA and OSDA to regulate how notaries public can perform notarial act in electronic platform create a gap to accommodate digital notarisation. Therefore, lack of legal recognition or provision to support virtual appearance, recording of online notarisation and digital identification which will complement physical appearance and traditional identification hinders performance of notarial act in electronic platforms.

Institutional analysis shows that the judiciary and TCRA can facilitate performance of digital notarisation in Tanzania. The judiciary has the main regulator of notaries, has demonstrated readiness to accommodate digital transformation, to regulate digital notarisation will not be a problem. On the other hand, TCRA has developed rules and regulations to ensure safe measures of key aspects for digital notarisation such as standards for electronic signature, and registering CAs for issuing digital certificates to notaries. Therefore, the judiciary and TCRA can work together to manage digital notarisation in Tanzania if adopted.
Generally, Tanzania legal framework demonstrates that notarisation follows 6 steps which are signer appearance before the notary public, notary public to verify the document, notary public to identify the signer, notary public making sure the signer understands contents of the document, signing off the document by the signer, and the notary public finalize by signing and stamping the document either electronically or manually. These steps will be used in the coming chapter to examine how they are accommodated in Nigeria and managed to practice digital notarisation without deviating or removing necessary requirements of notarisation.

CHAPTER FIVE
AN EXPLORATION OF LEGAL AND INSTITUTIONAL FRAMEWORK GOVERNING DIGITAL NOTARISATION PROCESS IN NIGERIA

5.0 Introduction

Notarisation process in Nigeria has taken a new picture in 2023, where the new Notary Public Act passed and incorporates digital notarisation. Before, 2023 Nigeria had the Notary Public Act which is less similar like of Tanzania. The current Nigerian Act also retained the provision of section 22 which is the same as section of the NPCOA. This part will explore the best practice established in Nigeria to cover digital notarisation.

5.1 Legal framework

5.1.1 The Notaries Public Act Cap N141 of 2023

This Act repealed the Notaries Public Act 2004 of Nigeria; among other things it enhances and incorporate provisions for the performance of digital and remote notarisations of documents in Nigeria and recognition of digitally notarised documents. This Act is very clear on documents that the notary public can perform notarial act either through traditional or digital method. Section 7 of the Notaries Public Act,
 provides that the Notary Public may notarise documents such as birth certificate, school certificate, police clearance certificate, biodata page of international passport, marriage certificate, driver’s license, foreign documents required to be notarised in Nigeria and affidavits.

Due to adoption of digital notarisation, section 8 of the Notaries Public Act,
 provides specifically that all electronically notarised documents shall be recognised as valid in all courts within Nigeria as though they were signed in person. This provision facilitates trust and confidence to proceed with digital notarisation because it guarantees security to both notaries public and individuals who notarise their documents electronically. Hence, courts of law and other institutions in Nigeria are bound to accept digitally notarised documents as like they were signed physically.

This part will explore from the appointment of notaries, performance and legal validity of digital notarised documents.

5.1.1.1 Requirements to be a notary public in Nigeria

In Nigeria the Chief Justice may appoint any fit and proper person being a legal practitioner to be a notary Public for Nigeria as per section 1 of the Notaries Public Act.
 Legal practitioner in Nigeria means a person entitled to practise as a barrister or as a barrister and solicitor, either generally or for the purposes of any particular office or proceedings.
 Being appointed as a notary public does not give an automatic right to exercise notarial act, the said notary public must take an oath before the Chief Justice of Nigeria or any other person appointed for that purpose by the Chief Justice as per section 3 of the Notaries Public Act.
 Also, a notary public before commencing his or her duties must be registered and issued a certificate that he or she is registered to perform all duties of a notary public per section 4(1) & (2) of the Notaries Public Act.
 These are just general requirements for a notary public to be eligible to perform notarial act in Nigeria.

The following are the specific requirements enshrined for a notary public to be eligible to proceed with digital notarisation; section 5(2) of the Notaries Public Act,
 provides that a notary public who intends and have capability to perform digital notarisation must be registered by the Chief Registrar for that purpose. It is a trite requirement that before performing digital notarisation a notary must be registered and recognised that he or she has the ability to perform that act. A notary public must also register his or her official digital signature with the Chief Registrar for conducting digital notarisation as per section 5(3) of the Notaries Public Act.
 This requirement assists safe verification process, to ensure it is a registered notary public who notarised the transaction registration of digital signature is paramount. Furthermore, under section 5(4) of the Notaries Public Act,
 requires a notary public to provide the form of electronic technology to be used in attaching or associating an electronic notarial signature. There are numbers of software that enable a notary public to safely attach a signature in a document for example DocuSign, Adobe Acrobat Reader, IdenTrust, Notarycam, safedocs eSignatures.io,
 and so on. This requirement gives avenue to notary public in Nigeria to develop trusted technology which will assist them in performing digital notarial act. Currently, there are several platforms developed in Nigeria including naijanotary,
 tonote,
 and so on. Therefore, Nigeria has paved way to ensure digital notarisation is smoothly conducted.

Lastly, the notary public after satisfying the Chief Registrar of his or her ability to perform digital notarisation, the Chief Registrar shall issue digital seal to that notary public as per section 5(5) of the Notaries Public Act.

Essentially, the law sets appropriate requirements to notaries public to ensure there is a safe and secure digital notarisation. It is apparent that the law does not give an automatic power to the notaries public to perform digital notarisation; the notary public himself has to show intention and demonstrate ability to perform digital notarisation. This also implies that digital notarisation unlike traditional notarisation requires certain standards to ensure it is safe and secure.

5.1.1.2 Performance of digital notarisation in Nigeria

Digital notarisation as conceptualised above; it takes a new picture in Nigeria legal services by expanding electronic legal services. A notary public in Nigeria has been mandated to proceed with digital notarisation through section 2(j) and 5(1) of the Notaries Public Act.
 Hence, in Nigeria a document which is notarised through electronic means is admissible if it followed all conditions enshrined under the law.

In Nigeria digital notarisation can be performed through the use of audio-visual communication to person situated within the same state, outside the state and outside Nigeria where the notary public is situated as per section 6(1)(a-c) of the Notaries Public Act.
 Although, Nigeria recognises performance of digital notarisation outside the state, but its applicability and enforceability is within Nigeria. Therefore, cross-border jurisdiction remains a significant challenge in digital notarisation, as jurisdictions lacking specific laws on digital notarisation may refuse to recognize the legal validity of digitally notarised documents.

Audio-visual communication has been defined under section 28 of the Notaries Public Act,
 to mean ability to see, hear and communicate with another individual in real time, using electronic means. This method is used to replace the long-time practice of requiring the signer to appear physically before the notary public. It has to be noted that it is the fundamental element or procedure in conducting notarial act to see and hear each other to enable identification and create mutual understanding on the contents of the document. Recognising this digital notarisation process encourages on the use of audio-visual technology which is in real time. Real time communication implies the simultaneous communication during which all parts of an electronic notarial act occur
 that enable parts to hear and reply at the same time like in face-to-face communication.

5.1.1.3 A statement showing notarisation is conducted via audio-visual communication 

The law under section 6(2) of the Notaries Public Act,
 provides that where notarial act is conducted via audio-visual communication a notary public must include a statement in the electronic notarial certificate indicating that the electronic notarial act was performed through audio-visual communication. Electronic notarial certificate has been defined under section 28 of the Notaries Public Act,
 to mean the portion of a notarised document that is completed by the notary public, bears the Notary public’s e-signature and official seal, official title, any information concerning the date and place of the digital notarisation, and states the facts attested to or certified by the notary public. The law has a proper mechanism to ensure there is a safe and secure notarisation with the use of technology. This mechanism avoids misuse of the whole process of digital notarisation because the electronic notarial certificate is used by the notary public per se.

5.1.1.4 Quality of the system used to perform digital notarisation. 

The Act apart from regulating how digital notarisation can be conducted it also sets quality while performing digital notarisation through audio-visual communication that, there must be audio clarity and video resolution that enable both the notary and signer to see, hear and speak to each other through live, real-time transmission. In order to ensure the traditional notarisation is really covered through digital notarisation it is paramount to set a requirement that will ensure both the notary public and a signer see and hear each other clearly. This helps in the identification process, the notary public will be able to identify if real the actual person appears before him or not. Further, the law through section 6(3)(b) of the Notaries Public Act,
 provides that in order to ensure authentication only proper parties must have access to the audio-visual communication. The issue of authenticity is very crucial to the whole process of digital notarisation.
5.1.1.5 Notary public obligation to confirm record of the document that the signer executed signature

Under section 6(3)(c) of the Notaries Public Act,
 provides that where notarisation is performed to a tangible or electronic record, the notary public is obliged to take all necessary measures to confirm that the record before him or her is actually the same as the one the signer made a statement or on which the individual executed a signature. To ensure there is no forging the law puts a requirement on the notary public who executed digital notarisation to confirm the record by taking reasonable steps.

5.1.1.6 Notary public obligation to confirm identity of the signer. 

The law is very clear under section 6(3)(d) of the Notaries Public Act,
 provides that the notary public must have the means during the audio-visual communication to confirm the identity of the signer through two-factor identification methods, including completion of a dynamic knowledge-based authentication assessment (KBA), presentation of a government issued identification that contains the photograph and signature of the individual or any other proofing method as may be adopted by the Chief Justice of Nigeria. In order to ensure authentication, it is paramount to identify the signer and be sure that the identified person consented to the contents of the documents.

This is the initial step before proceeding with notarisation process it is paramount for the notary public to identify the signer. The Act is very clear on identification process that is using KBA and government IDs. KBA it is a step in digital notarisation where a notary poses questions to the signer or the system can be integrated with government system with signer’s information and ask signer to give answers based on that information. For example, in Tanzania information stored in NIDA can be used for KBA and prove that the actual person is signing the document. Government IDs are identity cards offered by different government authorities such as Driving Licence, Voters Card and so on. 

In identification method, the notary public and the operator of the platform collects personal data. This raises the need of the platform which resists potential breach of personal data. In addition, data controller and processor in digital notarisation are always obliged to adhere to principles and lawful bases for collecting personal data.
5.1.1.7 Remote notarisation system must be able to record, store and ensure accessibility of records and documents notarised 

Through section 6(3)(e) of the Notaries Public Act,
 it provides that remote notarisation system must be capable of recording, storing and accessing electronic recordings and documents on the audio-visual communication. This requirement will help both the notary public and an individual who signed the document to be used for future reference or evidence before courts of law. Further, the law requires that copies of digitally notarised documents and recordings of audio-visual notary sessions to be submitted to the Chief Registrar for record keeping or other persons appointed by the Chief Registrar of the Supreme Court as per section 6(5) of the Notaries Public Act.
 In order to ensure digital notarisation is not misused, it is a trite law that the documents notarised and recording of the whole process are safely kept for future references and or used as evidence in case of any doubt. However, recording and transferring of the record from the notary public to the Registrar may be challenging due to hackers. Hence, the platform used to transfer and record must be tamper-proof and able to detect alterations. The practice of other transactions shows the need of using blockchain which is tamper proof. However, the requirement to use blockchain is not specified in the digital notarisation laws of many countries, which instead remain technologically neutral and only mandate the use of tamper-proof platforms.
5.1.1.8 Recognition and validity of digital notarised documents 

It is important to make provisions which will facilitate recognition of digital notarised documents and how the validity of the digital notarised documents can be examined.

5.1.1.9 Validity of digital notarised documents

The law also sets standards to be used in order to determine validity of documents notarised via electronic means. Hence, the following standards are set in the law;

a. Digital signature and seal of the Notary Public to serve as prima facie evidence.

In order to determine the validity of the digitally notarised documents any court in Nigeria has to examine the digital signature and seal of the Notary Public notarised the document as prima facie evidence as per section 9(1) of the Notaries Public Act.
 The phrase prima facie evidence as used by the law can be defined to mean good evidence and sufficient on its face to establish given fact and if not rebutted will remain sufficient to prove fact at hand.
 Further, the law sets standards for digital signature under section 9(4) of the Notaries Public Act,
 provides that where a document is notarised digitally the Notary public signature is deemed reliable provided that; it is unique to the Notary Public, it is registered with the Chief Registrar of the Supreme Court, it is capable of independent verification, it is retained under the Notary Public’s sole control and accompanied by an electronic notarial certificate. This gives a picture that digital notarisation depends on trusted e-signature.

Hence, in case the notarised document is tendered before the court it is a rebuttable presumption that the document is valid unless proved otherwise. 

b. Failure of the Notary Public to comply with digital notarisation requirements.

The law is very clear that where the Notary public failed to comply with mandatory requirements to perform digital notarisation, the documents digitally notarised cannot be invalidated for the reason that the Notary Public failed to perform his or her functions as per section 9(2) of the Notary Public Act.
 However, looking at the setup of this provision it seems like it deviates from the general principle of notarising some documents like affidavits. For example, the law requires a Notary public to state in the notarial certificate that notarisation is performed by means of audio-visual communication. In this, the law seems to lag behind for failing to invalidate digitally notarised documents which deviate from this crucial requirement. Therefore, the law needs to be clear on what requirements may not invalidate digitally notarised documents.

c. An aggrieved person may invalidate a record or transaction of digitally notarised documents. 

The aim of notarising documents is to give validity and weight that the document is true and be trusted. However, the law under section 9(3)(a-c) of the Notaries Public Act,
 gives power to the aggrieved party to invalidate a record or transaction that is subject of a notarisation in different circumstances including where a person did not intend to authenticate or adopt a record, lacked the capacity to do so, or where there is evidence of fraud, forgery, or other reasonable grounds for invalidation. This provision portrays that sometimes digitally notarised documents may not be valid but remains to be valid only because one party is silent or does not wish to challenge its validity.

5.1.2 The Evidence Act of 2023

In 2023 after the amendment of the Notaries Public Act, towards recognition of digital notarisation the need to amend the Evidence Act emerged to cover related issues. This part will explore Nigeria stance towards recognition of electronic evidence and electronic signature and more specifically on digitally notarised documents.

5.1.2.1 Recognition of electronic evidence

Digital notarisation is conducted online and therefore the documents notarised are in electronic format and hence considered as electronic evidence. The Notaries Public Act has already recognised digitally notarised document as admissible but there is a need to harmonize the same in a specific law. The Evidence Act of 2011 even before the amendment treated electronic evidence as admissible before the courts of law. Section 84(1) of the Act provides that documents produced by a computer shall be admissible as evidence before the court of law if it meets conditions as specified under the law. The phrase produced by a computer refers to electronically generated document as emphasized in the case of Kubor v. Dickson,
 the court emphasised that documents produced by a computer implies electronic evidence and must meet requirements as stipulated under section 84 of the Act. The Amendment of the Evidence Act cemented the same by amending section 84(2)a-d, (4)a-b and 5(c) by substituting the word documents and statement to read as electronic record. This was done purposely to harmonise the ambiguity of computer-generated documents to be considered as electronic records. Hence, in Nigeria digitally notarised documents are treated as electronic evidence and admissible as evidence before the court of law.
5.1.2.2 Recognition of electronic signature

The Act not only recognised admissibility of electronic evidence but also recognised electronic signature. Through section 93(2) of the Act provides that where a rule of evidence requires a signature that requirement can be met if the document has electronic signature. In any notarisation method signature of a signer and notary public must be attached to make the document authentic and reliable. Through recognition of electronic signature in Nigeria it allows the same to be used in notarisation process regardless of the method employed. The amendment also added section 84C which allows individuals to authenticate electronic records by affixing electronic signatures or employing other reliable electronic authentication techniques. For electronic signature to be deemed reliable, it must be uniquely linked to the signatory, ensure that any alterations to the signature or the document are detectable, and meet any additional prescribed conditions. This provision ensures the integrity and authenticity of electronic documents including digitally notarised document, which is crucial for their acceptance in legal proceedings.
5.1.2.3 Recognition of remote online affidavits
The amendment also aimed at recognising digitally notarised affidavits through audio-visual communications. It specifically amended section 109 of the Act to add the phrase ‘whether in person or through audio-visual means’.
 The effect of this is to supplement the efforts of amending the Notaries Public Act and cementing the admissibility of digitally notarised affidavits. Not only that the amendment further recognises remotely notarised affidavits outside Nigeria as admissible before the court.
 This amendment draws a necessity to countries which need to adopt digital notarisation to not only amend the specific law but also any other related laws. This will reduce ambiguity in legal interpretation and denial of digitally notarised documents where needed.
5.2 Institutional framework

5.2.1 Supreme Court of Nigeria

This court is established under section 230 of the Constitution of the Federal Republic of Nigeria of 1999. The Supreme Court of Nigeria administratively is under the Chief Justice who oversees the daily business of the judiciary. This court plays a pivotal role to the notaries public in Nigeria and effectively embraces digital notarisation.
To properly regulate notarisation practices the Court has established the Notary Public Unit which is responsible for processing of Notaries applications, and appointment of qualified legal Practitioners as Notaries Public by the Chief Justice of Nigeria.
 Having the Unit to regulate applications of notaries public can assist in expeditious processing and determination of qualified notaries to perform digital notarisation. In additional to that the Unit has established a website where notaries public can apply for their digital seal and stamp but also individuals may verify documents by inserting document ID.
 All these provide institutional seriousness towards embracing digital notarisation.
Further, the Chief Registrar of the Supreme Court plays important roles towards digital notarisation whereby he keeps the register of notaries; register digital notaries, and keeping records of digital notarisation. Hence, through the Registrar all pertinent data of the notaries public are securely kept. Nigeria has developed a much-centralised system of keeping different notaries public information and ensure can trace the practice of traditional and digital notaries through record keeping. 
The Supreme Court of Nigeria has significantly embraced digital technology to many judicial processes. This transformation includes the adoption of e-filing Unit and e-affidavit software,
 virtual court sittings, digitization of case records, electronic case management, and electronic platforms for lawyers and litigants to file documents and track case progress online.
 These advancements are part of a broader effort to modernize the judiciary in Nigeria. The Supreme Court being the institution that has modernised many of its traditional services, it paved way to adoption of digital notarisation. 
5.2.2 Nigerian Bar Association

The Nigerian Bar Association is not a creature of any statutes expressly but it has been mentioned in several statutes as an association duly registered for legal practitioners.
 For example under section 1(1) of the Legal Practitioners Act,
 establishes the Bar Council which is charged with the general management of the affairs of the Nigerian Bar Association. This Act recognised the presence of the Nigerian Bar Association and the Constitution of the Association. The Association is mainly governed by its Constitution which is known as the Nigeria Bar Association Constitution. Section 4 of the Association Constitution provides that full member of the Association shall be any person duly registered as a legal practitioner by the Supreme Court of Nigeria. The Constitution places a mandatory requirement to all qualified legal practitioners to be member of the Association. This is also emphasised in the case NBA v Kehinde,
 the Court of Appeal embarked that the Association is established for regulating the affairs and conduct of all legal practitioners in Nigeria and upon being called to the Nigerian bar, there is an automatic membership to the Association on a lawyer.

The requirements of being appointed as a notary public in Nigeria one must be a legal practitioner and a member of the Association.
 Therefore, all legal practitioners appointed as notary public are still practising legal duties and therefore notaries public in Nigeria are impliedly under the Association. However, it has being argued that it is very difficult for the Bar to punish directly the notary public but can punish him indirectly under the umbrella of being a legal practitioner.
 Although the Association cannot punish the notary public under its capacity but have a greater role to recommend legal and regulatory improvements which will govern conducts of notaries public.
5.2.3 The National Information Technology Development Agency (NITDA)
It is established under section 1 of the National Information Technology Development Agency Act,
 purposely to establish standards, guidelines and frameworks for the development, standardization, and regulation of Information Technology practices in Nigeria. The Agency has the role to develop guidelines for e-governance and oversee the use of electronic data interchange and communication as alternatives to paper-based methods across government, commerce, education, private and public sectors, labor, and other fields to enhance data and information exchange as per section 6(c) of the Agency’s Act. This implies that the Agency plays a crucial role in development of paper-based methods to electronic methods and hence it oversees digital notarisation.
NITDA frameworks has developed several issues which are very connected to ensure secure digital notarisation and this includes;

Establishment of Nigerian e-Government Interoperability Framework in this framework the Agency directs different institution to establish an interoperable system with other institution. Interoperability aspect is very crucial in digital identification and hence facilitate secure digital notarisation. Although, Nigeria legal framework has no specific requirement for using interoperable system in digital notarisation but NITDA has recognised a crucial aspect. To ensure safe and secure digital notarisation Nigeria legal framework has to include an aspect of interoperable system in digital notarisation for identification purpose.
Establishment of the Nigeria Data Protection Regulation 2019 Implementation Framework in this framework the Agency directs all public institution in Nigeria to develop policies for personal data. It further requires all public institution to establish Department or Unit for the purpose of implementing policies and oversee breaches of principles of processing personal data. Therefore, these directives are also applied in digital notarisation processes where there is a potential of breaches of personal data protection principles. Hence, the Supreme Court of Nigeria is obliged to develop policy for personal data in digital notarisation, with this NITDA regulates daily activities of notaries public in Nigeria.
A part from all that NITDA tremendously established Nigeria Public Key Infrastructure (NPKI) which is a standardized Certification Authority (CA) service that facilitates secure transmission and exchange of information electronically.
 Through NPKI support Nigeria provides digital authentication, digital signature, encryption and other related services in electronic transactions. NITDA to ensure safe practice in issuing license to Certificate Authority it established the Public Key Infrastructure (PKI) Regulations. Although in performing digital notarisation there is no requirement to notaries public to attach digital certificate issued by Certification Authority, the role of this will remain paramount in digital notarisation. This is because CA issues digital certificate which are tamper-proof and provide a digital identity of a person. Hence, create trust between one person and another or create confidence to engage in electronic transactions like digital notarisation.
5. Conclusion

An exploration shows that Nigeria Notaries Public Act of 2023 marks a significant advancement in the legal recognition and regulation of digital notarisation. By incorporating provisions that allow notarial acts to be performed remotely through secure audio-visual technology, the Act reflects a deliberate effort to modernize notarial services while maintaining the integrity and legal weight of traditional processes. Key features of traditional notarisation are replaced through digital methods and it includes virtual appearance, digital identification through government issued IDs and KBA, use of electronic signatures and seal, real-time communication, and an extra feature of recording the whole transaction. The legislative approach in Nigeria by amending the Evidence Act is very significant and gives a call of not amending a single law for digital notarisation but all related laws. Although, there is a laxity in Nigeria notarial laws to provide other aspects like use of blockchain and digital certificate but still a commendable approach of recording transactions and registering e-signature ensure the system is safe and secure.
In addition, notarial laws incorporate a good practice which places three important issues before the Chief Registrar one is registration of electronic signature for digital notarisation, two Chief Registrar to issue digital seal and lastly, all records of digital transaction to be submitted before the Chief Registrar. This practice adds a layer for security and makes digital notarisation trusted by individuals.

Key features established in Nigeria for performing digital notarisation will be used in the coming chapter to discuss how traditional notarisation process in Tanzania is covered through digital notarisation and areas which needs modifications.

CHAPTER SIX
COMPARATIVE ANALYSIS OF TANZANIA AND NIGERIA’S LEGAL & INSTITUTIONAL FRAMEWORKS FOR DIGITAL NOTARISATION

6.0 Introduction

An exploration under chapter four of this study shows that Nigeria has adopted digital notarisation since 2023. But not only adopting digital notarisation also the key legislation is enacted to ensure there is a maximum protection and legal recognition to engage in digital notarisation same as in traditional notarisation. Nigeria Notaries Public Act has set different standards to ensure maximum protection when engaging into digital notarisation. 

This chapter aimed at giving answers of the last objective which is to analyse potential legal impediments which draw back digital notarisation process in Tanzania focussing on Nigeria as a comparative case study.

6.1 What hinders digital notarisation process in Tanzania?

Digital notarisation as conceptualised under chapter two of this study requires the use of audio-visual platform to perform notarial act and include all aspects of traditional notarisation like identification, appearance, consent and understanding of the content, inserting signature and seal of the notary public. In Tanzania notarisation process is governed by several legislations including the main legislation which is the Notaries Public and Commissioners for Oaths Act,
 the Electronic Transactions Act,
 the Oaths and Statutory Declarations Act.

Starting with the NPCOA under section 8 it requires a notary public to perform notarial act before a person whom an oath or affidavit is taken. Through judicial interpretation the word ‘before’ is interpreted to mean physical presence. Interpretation has been given in the case of Shaabani Fundi and Others v. Attorney General,
 the court emphasised that “…the law requires physical presence of the deponent before the commissioner when taking an oath.” Therefore, the requirement of section 8 places a mandatory requirement of physical appearance and identification. Physical requirement hinders digital notarisation because virtual presence cannot be placed automatically without proper legal provisions.
 

The Oaths and Statutory Declarations Act under section 10 and 11 requires the notary public to identify the signer either personally or by another person and later required to identify the signer himself. This requirement is however attained physically and cannot be replaced by virtual presence without proper regulations in place. Further, the Act requires the notary public to adhere with the requirement provided under the NPCOA. Therefore, this Act also hinders implementation of digital notarisation because it follows the requirement under NPCOA and hence does not recognise digital identification. Without proper rules in place for digital identification notaries cannot perform digital notarisation because the key aspect in notarisation will miss.
The Electronic Transactions Act is enacted to provide legal recognition of electronic transactions, use of electronic signature and many other related matters. In relation to notarisation section 10 of the Act recognise attaching notary public electronic signature into a notarised document. However, the law falls short as it recognised one aspect of digital notarisation that is electronic signature but silent on other aspects such as appearance, identification and the manner of attaching electronic signature of the signer. Further, the specific law that is NPCOA recognises traditional method and not otherwise, so ETA cannot be read on itself.

Therefore, the laws which govern notarisation processes in Tanzania still require physical presence, traditional identification and traditional signature of the signer. Physical requirement cannot be replaced with virtual presence automatically without clear legal framework. Hence, this study aimed at exploring Nigeria legal framework to inquire into necessary provisions to be added for digital notarisation.
6.2 How Nigeria legal framework adapted traditional notarisation requirement into digital notarisation? 

In the absence of international framework for digital notarisation make it governed by the laws of specific countries. However, due to the nature of notarisation key aspects must be recognised to ensure authenticity of documents regardless of the method. Nigeria set the following criteria to adapt digital notarisation without dismantling traditional notarisation; state registration of notaries to perform digital notarisation, the use of audio-visual communication technologies, use of credential verification technology to validate government-issued IDs, recognition of electronic signatures and electronic seals, and the system must be capable of recordings audio-visual communication. These are common criteria identified to ensure there is safe and secure digital notarisation so it may vary depending on country’s law. For the purpose of this study looking at Nigeria legal framework and Tanzania context, it is possible to adopt these criteria and have a safe and secure digital notarisation.

6.2.1 State registration of notaries to perform notarisation

State registration of notaries for digital notarisation is a fundamental requirement to ensure that only qualified and capable notaries engage in the process. It is a common criterion to different countries which perform digital notarisation for example in America under section 4 of the Model Legislation for Remote Online Notarization, it requires notaries public to register for performing digital notarisation and the technology intends to use for performing notarisation. This criterion is also met in Nigeria through section 5(2) of the Notaries Public Act, which requires notaries who are capable of performing digital notarisation to be registered and register the system intend to use. 

In Tanzania, section 4(1) of the NPCOA requires a person who intends to act duties of notary to apply to the Registrar of the High Court and upon signing in the roll being granted a certificate to act as the notary public and commissioner for oaths. The registration clause in Tanzania speaks nothing on the method of performing notarisation but requires notaries public to act in accordance with the law. Nigeria legal framework goes further not only registering notaries public generally but also gives room to notaries public who are capable of performing digital notarisation to be registered under the law.

Therefore, this shows the need of having clear provisions which recognise notaries public who perform digital notarisation. These provisions are essential to demonstrate legitimacy and legal recognition of notaries’ duties to perform digital notarisation. It also enhances protection by allowing only capable notaries to register for the same, it makes easier to trace who performed notarisation, gives room to notaries public to select or develop appropriate platform for performing digital notarisation.

6.2.2 Appearance as a requirement for notarisation

This requirement was posed so as the notary could be in a position of identifying the signer and create assurance that the intended person is signing the document. Hence, the signer must be in the presence of the notary public. The phrase ‘in the presence of’ need to be clearly defined or given legal clarity to denote what kind of appearance is emphasized in the law. In a South African case of Gulyas v Minister of Law and Order,
 the court defined the phrase to mean within eyeshot or immediate proximity. Traditionally, the word in his presence denotes physical presence before the notary public. However, digital notarisation replaces physical presence with real time audio-visual communication technology, allowing signers and notaries to meet virtually. 

Tanzania through section 8 of the NPCOA and section 10 and 11 of the OSDA still relies on physical presence of the signer before the notary public for identification and signing processes. However physical appearance can be replaced by virtual presence for the purpose of notarisation if there are clear rules and regulations for the same. This position is reiterated in the case of Shaabani Fundi and Others v. Attorney General,
 the court is of the view that physical presence can be replaced by virtual presence but without proper regulations or procedures in place the whole process has the potential of being rendered meaningless. This is to say without the law which gives exception to the practice of physical presence the notarial act through virtual presence is defective.

Nigeria legal framework successful replaced physical presence with virtual presence through section 6(1) of the Notaries Public Act.
 This section recognises the use of audio-visual technology to person situated within Nigeria and outside Nigeria. To ensure virtual presence is perfect just like physical presence Nigeria sets some requirement including the use of audio-visual technology with high quality and the communication must be in real-time.

Real time in Nigeria is defined as the actual span of interrupted, simultaneous communication during which all parts of an electronic notarial act occur. This implies that a communication in digital notarisation must be simultaneous like face-to-face communication; parties must speak and hear each other at the same time. It is very important for every platform to make communication in real time and make notarisation similar like traditional notarisation. Therefore, real-time requirement in virtual presence replaced physical presence communication and person feel like they are in the same place when communicating.

Digital notarisation should not only use audio-video technology but also the quality of video and audio must be good to enable notary and signer see and hear each other. It is undeniable that in physical presence the notary sees the signer clearly. However, with the advancement of technology cameras are developed and person can see each other clear as in physical presence. This gives an opportunity to the notary public to assess the competency of the remotely located individual and evaluate whether the individual’s acts voluntarily made.
 Hence, Nigeria set a requirement that signer and notary public must use devices with good quality in performing digital notarisation.

The requirement of performing digital notarisation using sufficient audio clarity and video resolution to enable the notary and the signer see, hear and communicate in real time transmission is provided under section 6(3)a of the Notaries Public Act. Hence, Nigeria is still a good example to be taken to adopt digital notarisation.

Therefore, physical presence in the digital world hinders access to justice and may cause unnecessary delay and costs. In South African case of VJS v SH,
 in this case the court was of the view that for the interest of justice the applicant to travel to South Africa to have his affidavit commissioned in the physical presence of the commissioner of oaths will delay the finalisation of the application and incur costs. The court then accepted remote notarised affidavit recognising that physical presence can as well be replaced through technology. Although, the court is reluctant to accept the affidavit without clear rules and regulations but posed a significant relevance of having digital notarisation that is to save time and cost. However, accepting virtual appearance without clear rules in place may cause fraud, misrepresentation and other cybercrimes. It is therefore safe to use digital notarisation but with legislation in place which address different issues inter alia the issue of virtual presence before the notary public.
6.2.3 Verification of government-issued IDs and other identification methods
It is essential for the notary public to identify the signer before proceeding with notarial act. In Tanzania through the jurat, the notary public is obliged to specify how he identified the signer. Section 10 read with the schedule of the OSDA requires the notary public to state how he knows the deponent either personally or identified by other person and state that later he knows the deponent personally. In the case of Ramadhani Pazi & Wambura Malima vs. Tanzania Civil Aviation Authority,
 the court stated that:

“... the identity of the deponent in the supporting affidavit must be stated truly in the jurat of attestation. Whether the Commissioner for oaths knows the deponent in person or has been identified to him by X the latter being personally known to the commissioner for oaths all that has to be stated truly in the jurat of attestation. The information of identification has to be clearly shown in the jurat.”

This poses a requirement that the notary public must identify the signer or deponent before proceeding with notarial act. Therefore, without this commitment statement on how the notary public identified the signer; the document signed can be declared defective. Traditional identification is through presentation of government issued IDs like voters’ card, NIDA card etc, which are physically investigated by the notary public looking into the photograph and signature.

In digital notarisation identity verification is also central, as notaries must confirm the signer’s identity before proceeding with notarisation. Digital notarisation is always remote where a notary public can proceed to notarise documents to a person who in some occasion they never met. Nevertheless, it is essential in any method of notarisation for the notary public to identify the signer before proceeding with other process. Hence, due to this it is paramount for presentation or use of government authorised IDs for a notary public to recognise signer or other methods for verification.

In Nigeria the law is clear that the notary public may use KBA or presentation of a government issued identification that contains the photograph and signature of the individual or any other proofing method as may be adopted by the Chief Justice of Nigeria.
 Therefore in Nigeria there is a dynamic approach to identify the signer of the document either through KBA or government issued IDs. In digital notarisation identification requires a critical care to prevent fraud and misrepresentation. In the American case of Fang v. Nexus Development Holdings et al,
 in this case Ms Fang was out of the country a female by the name Jane Doe impersonated as Fang and closed a private sale of Ms. Fang’s County real estate. The deed was signed and notarised using remote online notarisation. Ms. Fang upon recognising this charged the remote online notary, notary’s employer and the title company involved in the sale with negligence in failing to properly identify Jane Doe as an imposter. In Virginian law where notarisation took place it requires the remote notary to establish satisfactory evidence of identity of the signer and must use trusted third-party identity verification services. In the recorded evidence of digitally notarised document, it is observed that the driving licence used by Jane Doe was not clear while placed in the camera and the notary public does not bother asking Jane and facilitated the fraud to occur. This case poses a challenge in digital notarisation especially in identification where there is laxity of laws and failure of the notary public to take proper precautions to prevent imposters. 
Nigeria identification method is a bit laxity especially by requiring signers to use government issued IDs and notary may perform KBA. The requirement in Nigeria does not establish a compelling term to use KBA and does not specify the need of an interoperable government issued IDs. It is clear that digital notarisation needs extra means of identification like the one in Virginia which compel notaries to use third party identification services which is interoperable with remote notarisation platform.
 This will assist in preventing imposters at the very first stage before proceeding with notarisation. Platform like notarize with proof,
 demonstrated a proper and safe way for verification and identification of the signer. The platform requires signer to pass through three stages of identification that are inputting last four digit of social security number issued in US, followed with answering correctly three out of five questions attached with signers ID and lastly the signer is required to take picture of the ID and upload in the platform. Through this process digital notarisation identification will be more secure and reliable to prevent fraud and imposters. 
In Tanzania, however if digital notarisation is adopted it may use NIDA number which contain a lot of information of a person and bears also some KBA questions like what is your mother’s surname? Also, in Tanzania NIDA number is interoperable used in many platforms such as ajira portal and TRA therefore it can work even in digital notarisation platform. Therefore, Tanzania when adopting digital notarisation can apply processes in notarize with proof platform by using NIDA number.
6.2.4 Signing process and stamping of the document

In any notarisation process signing of the document is the last process to indicate that both the signer and notary understand and consent on the contents of the document. Tanzania legal framework through traditional and electronic notarisation requires the notary public to physically see the signer while signing the document before stamping his seal and signature. Through section 10 of the ETA authorised notary public to attach electronic signature when performing notarial act and the same is admissible. Therefore, in Tanzania the law recognises electronic signature in notarised document when attached by the notary public but not the deponent or signer. However, recognition of electronic signature is the good step towards adopting digital notarisation. Regardless of this provision Tanzania already recognise use of electronic signature in signing different documents. Through section 6(1) & (2) of the Electronic Transactions Act electronic signature in Tanzania is embraced to documents which requires signature. With this requirement notarised document with signer’s electronic signature is still admissible if followed the requirement as stipulated in the ETA. Therefore, use of electronic signature in Tanzania is recognised and admissible before the court of law.

Nigeria legal framework has taken initiative to recognise use of electronic signature and electronic seal in completing notarial acts. Nigeria not only recognised electronic signature but also required the notary public to register electronic signature to the Chief Registrar and the Chief Registrar will issue electronic seal for performing digital notarisation as per section 5(3) & (5) of the Notaries Public Act.
 With that regard electronic signature and seal are paramount to make notarised document admissible. Recognition of e-signature and e-seals serves two main purposes that are legal validity and admissibility and creates authenticity of notarised documents: 

On legal validity and admissibility, it is necessary for state law to have provisions for recognition of electronic signature and seal to smoothen digital notarisation transactions. Section 9(1) of the Notaries Public Act provides that in order to determine the validity of digital notarisation the notarised document must bear the electronic signature and seal of the notary public.

Tanzania made only efforts for the recognition of e-signature in notarised documents but the whole process is not remotely, so for the document with e-signature and the signer was physically before the notary public that document is legally valid and enforceable.

Regarding the issue of document authenticity, recognising e-signature and seal plays a crucial role in making documents authentic and dependable. In digital notarisation it is important to establish clear guidelines on how e-signature will be attached. The good practice in Nigeria shows that notary public who is registered for digital notarisation must also register his or her e-signature and seal before the Chief Registrar as per section 5(3) & (5) of the Notaries Public Act. Therefore, the formal recognition of electronic signatures and seals in Nigeria through registration with the Chief Registrar strengthens authenticity of notarised documents.

In the case of Firstrand Bank Ltd v Jacques Louis Briedenhann,
 the South African case the court stresses the importance of using reliable digital technology in attaching electronic signature in notarised documents. The court recognised the use of LexisSign system for attaching electronic signature because it offers security. The emphasis made in this case shows the need of using trusted and secure system for attaching electronic signature. Although Nigeria has not mentioned any system to be used in attaching electronic signature in notarised document, the requirement of registering e-signature to the Chief Registrar provides sufficient security together with requirements stipulated by the Evidence Act of 2023.
Since Tanzania has already recognised electronic signature into notarised documents, it is undeniable that documents with e-signature are trusted, and relied in case of disputes. Tanzania and Nigeria aligned with the UNCITRAL Model Law on E-Signature where there is technological neutrality and use of certification authority to manage PKI and digital certificates. 
6.2.5 Recording of notarial act performed

Many states require notaries to maintain record of every notarial act performed before him or her. For example, in California a notary handbook requires notary public to record all notarial act performed by him in a journal.
 In Tanzania, however there is no specific requirement which requires the notary public to maintain or keep records of notarial act performed by him. There is an implied requirement where notaries used to keep records of documents that they performed notarial act. It has been advised frequently to notaries public even though there is no requirement to keep record they have to adopt the practice of keeping records for all notarial act they performed. This implied requirement arises when a notary public is summoned before the court to testify on issues relating to documents which he or she witnessed or sealed. Countries which encompass the requirement of keeping records information like date, type of act performed, a description of the document, the printed name of the signer, and the type of identification produced are paramount.

In digital notarisation the systems must have the capability to record, store, and provide access to notarisation sessions. This criterion enhances trust to the signer, and the record can be used as evidence before the court of law. Nigeria met this criterion under section 6(3)e of the Notaries Public Act which requires the system used for digital notarisation be able to record, store, provide access to electronic record and documents. In the case of Fang v. Nexus Development Holdings et al,
 the court used the record of remote online notarization as evidence to prove fraud of Ms. Jane. Therefore, having the requirement of recording digital notarisation assist to prove fraud and used as evidence before the court of law.
To make the transaction more reliable in Nigeria the Notaries Public Act under section 6(5) provides that the record of the whole transaction must be submitted to the Chief Registrar for record keeping. This added requirement in Nigeria makes digital notarisation more reliable, safe and secure. It enhances transparency and trust in the transaction by ensuring that records are maintained by a third party, namely the Chief Registrar.

Hence, unlike in Tanzania where traditional notarisation is the practice without a specific requirement of keeping records of all notarial act performed by notary public. By adopting the good practice in Nigeria on digital notarisation the requirement of keeping record will ensure trust, transparency, and save as prima facie evidence before the court of law in case of disputes. The requirement of recording notarial act draws attention to personal data protection. Both Tanzania and Nigeria have managed to have a single piece of legislation which requires data processor to ensure lawful processing, obtain consent and implement strong security measures in keeping records.
6.3 Institutional analysis between Tanzania and Nigeria

Implementation of digital notarisation depends with institutional readiness to accommodate technological aspects for digital notarisation. In Tanzania notaries public are under the judiciary specifically the Chief Justice and Registrar of the High Court, in Nigeria the Supreme Court specifically the Chief Justice and Chief Registrar. Administratively, Tanzania and Nigeria use almost same rank of personnel to oversee notaries, but differs in embracing digital notarisation processes. This part analysed Tanzanian and Nigerian direct institution for digital notarisation.
The judiciary of Tanzania has tremendous making efforts to accommodate use of technology to some traditional method. Major technological issues adopted by the judiciary include electronic filing under the Judicature and Application of Laws (Electronic Filing) Rules, and remote hearing or proceedings under the Judicature and Application of Laws (Remote Proceedings and Electronic Recording) Rules. Electronic filing and remote hearing to the large extent demonstrate judiciary capability to maintain and operate digital notarisation processes. For example, the law allows electronic filing and, in all cases, digital notarisation document are in electronic format; hence it is acceptable to upload digitally notarised documents before the judiciary.
In addition, rules established in remote proceedings are less similar to digital notarisation process. These rules include the use audio-visual equipment for remote proceedings enabling parties to the case to appear virtually,
 which is the same as in digital notarisation. Further, system ability to record proceedings and treat as official record
 same as in digital notarisation. Rules also allow use of electronic signature to sign judgment
 as in digital notarisation where documents are electronically signed. Lastly, audio-visual technology must be hosted or approved by the judiciary for remote proceedings
 same as in digital notarisation where technology intended must be approved by the regulator such as the Supreme Court of Nigeria. This demonstrates that the judiciary in Tanzania is eagerly ready to facilitate use of technology in performing different legal transactions. Procedures and technology used in performing remote proceedings in Tanzania can be used to perform digital notarisation if there are clear rules and regulations. Although, Tanzania has never initiated any move towards digital notarisation but it has necessary infrastructure for the same as demonstrated in remote court proceedings and electronic filing.
The Supreme Court of Nigeria in other hand has successfully implemented issues like electronic filing, remote proceedings and so on, and in additional to that the Supreme Court is directly empowered to supervise performance of digital notarisation. To notably demonstrate its eagerness, the Supreme Court of Nigeria introduced the specific department to deal with notaries, known as Notary Public Unit of the Supreme Court. The Unit is established purposely to deal with issues relating to notaries such as processing notaries’ application. The Unit introduced a digital platform for notaries under the supervision of the Supreme Court which serves as a technological backbone for Nigeria’s digital notarisation framework.
 This platform includes key features such as notary verification system, application of digital seal and stamp and notary account system. Through this system, notaries can execute, submit, and authenticate documents electronically, in a manner that aligns with legal requirements and technological standards. In so doing, the Supreme Court of Nigeria through the Chief Justice, Registrar and Notarys’ Unit acts as the regulators and innovator of digital notarisation. Digital notarisation succeeded because of the Supreme Court readiness to embrace and provide resources for technological innovations. 

6.4 Benefits of adopting digital notarisation over traditional notarisation

6.4.1 It saves time and cost

In digital notarisation people meet virtually and eradicate the need of the signer to travel to the notary public this saves time and cost for travelling. In the case of VJS v SH,
 in this case the court was of the view that for the interest of justice the applicant to travel to South Africa to have his affidavit commissioned in the physical presence of the commissioner of oaths will delay the finalisation of the application and incur costs. It also saves the time in filling applications where the time limitation is applicable. For example, a Tanzania business man is in Nairobi expect to file an affidavit in Tanzania court, through digital notarisation may consult his or her advocate in Tanzania while he is in Nairobi to prepare an affidavit and meet virtually for identification, signing off process, consent and mutual understanding of the document then the advocate can proceed filing the same. Therefore, the affidavit can be filed timely without wasting time waiting for the person to return in Tanzania.

6.4.2 It ensures security and serves as prima facie evidence

Digital notarisation necessitates setting some legal standards which will ensure security and the same process to be used as evidence before the court of law. Looking at the combination of legal standards established in Nigeria on digital notarisation ensures security and admissibility of digitally notarised documents. The case of Fang v. Nexus Development Holdings et al,
 demonstrated the use of digital notarisation record as prima facie evidence before the court of law.
It ensures security by establishing identification standards such as use of government issued IDs, KBA, electronic signature and seal of the notary public and recording of the whole transaction. For example, in Nigeria the requirement of registering electronic signature of the notary before the Chief Registrar and the Registrar to issue electronic seal and obliges the notary public to submit record of each notarial act performed ensure security at the highest level.

6.4.3 It enhances accessibility and convenience

To ensure the notaries public are accessible to all, digital notarisation is more convenient than traditional notarisation which requires a person to appear physically. In digital notarisation notaries public are accessible even to persons who live in a place where there is no notary public. It is convenient because it offers individuals an option to choose time which is convenient to them.  Therefore, it enhances access to notarial services, especially for individuals who may face challenges in accessing a notary public due to geographical distance, mobility issues, or other challenges.

6.4.4 Expansion of Tanzania notarial services and networking.

Digital notarisation can expand provision of notarial services outside Tanzania boundaries to other jurisdictions. Also create a room for notaries public in Tanzania to get connections and network from other clients outside Tanzania. For example, digital notarisation legal regime in Nigeria allows notaries public to notarise documents outside Nigeria and the same are admitted before Nigeria courts of law. Hence, digital notarisation is relevant in Tanzania and can assist in expanding notarial services outside Tanzania and potential of getting new clients.
6.5 Conclusion

It is noted that Tanzania performs traditional notarisation and electronic notarisation with a key requirement being the physical presence of the signer before the notary public. Normally traditional notarisation in Tanzania is performed under 6 steps: one, signer or deponent to appear before the notary public, verify the document, identify the signer, making sure the signer understands contents of the document, signing off the document by the signer, and the notary public finalize by signing and stamping the document.

The comparative approach reveals that Nigeria legal framework incorporates all necessary steps which are followed in Tanzania in performing notarisation process. Issues such as appearance, making sure the signer understand contents of the document, identification, and witness the signer signs the document are all replaced with the use of audio-visual technology designed for notarisation. 

In addition, the Supreme Court of Nigeria and the judiciary of Tanzania are technology advanced and able to manage digital notarisation. Although, in Tanzania the judiciary is not backed up by legal framework but can manage to oversee digital notarisation through the practical aspect of remote proceeding. The Supreme Court of Nigeria has both technology and legal framework in place for digital notarisation. Hence, the judiciary of Tanzania when adopting digital notarisation has to initiate platform like that of Nigeria for registering electronic signature, verifying authorised notaries, and keeping records of digital notarisation.
CHAPTER SEVEN
CONCLUSION AND RECOMMENDATIONS

7.0 Conclusion

Generally, this dissertation aimed at making analysis of Tanzania legal framework on how it limits digital notarisation with a particular comparative approach in Nigeria which already adopted digital notarisation. The analysis on the Notaries Public and Commissioners for Oaths Act revealed that Tanzania still relies on traditional notarisation where the signer and notary public must meet physically. This is also supplemented with the Oaths and Statutory Declarations Act which takes stance of the NPCOA and specifically adds the requirement of identification which mandate the notary public to identify the signer physically. The analysis made in these two specific laws on performing notarial act demonstrates hindrance of performing digital notarisation in Tanzania. This is because every notarial act performed must be placed into pigeon holes of the law and not otherwise. Through making legal recognition of digital notarisation, it will ensure consistency by protecting customers against fraud, forgery, misrepresentation or any other illegal activities.

It has to be noted that the two specific laws are adopted in Tanzania long time a go where technology was not the order of business. However, Tanzania tried to make digital transformation through the Electronic Transactions Act which it recognises attaching of the notary public signature into notarised document. This transformation makes the new method that is electronic notarisation which still demand the signer to appear physically before the notary public for identification and signing process. This method serves only two advantages that are to reduce paper work to notaries and expedite filing of documents where electronic format is required. Hence, it is still a problem in Tanzania to practice digital notarisation because there is no legislation for its legal recognition and make this study explore the legal framework in Nigeria towards digital notarisation.

An exploration in Nigeria legal framework specifically the Notaries Public Act of 2023 mark a significant improvement towards embracing technology which can facilitate legal transactions. The stance taken by Nigeria to embrace digital notarisation as assured inclusion of all traditional process into digital era and even added other requirement to make the process safer. It embraced issues like physical presence to be virtual appearance through audio-visual technology, physical identification to be through digital identification either using government issued IDs or KBAs, manual signature and opt to use electronic signatures and seal, and face to face communication to be through real time communication. A part from this the legal framework in Nigeria added three important aspects including the requirement to oblige all notaries who perform digital notarisation to register their e-signature before the Chief Registrar, the e-seal used by the notaries must be issued by the Chief Registrar and oblige notaries to record digital notarisation transactions and must submit the record before the Chief Registrar. These three aspects added security, minimize fraud and make digital notarisation in Nigeria to be used as prima facie evidence.

Although, digital notarisation is advantageous as it saves time and cost, convenient, enhances security, used as prima facie evidence and may largely expand legal services. In some occasion digital notarisation may pose challenges like use of fake IDs to jurisdictions with unclear rules of identifications. To tackle this challenge state laws must put requirement of using KBA system and make the platform interoperable with data processor like NIDA, so as the signer can verify other information which are personally known to him or her. Through this the challenge of fake IDs could be eliminated and still digital notarisation could save the purpose. Further, the use of digital identification raises the need of appropriate data protection principle. Hence, data processor and controller in digital notarisation must ensure they adhere to legal bases of processing personal data.
Furthermore, cross-border jurisdiction also raises a challenge to enforce digitally notarised documents. Although, Nigeria has extended performance of digital notarisation to person residing outside Nigeria but enforcement and applicability remained to Nigeria offices. Hence, there is a need of harmonising this through a robust regional framework to recognise applicability and enforcement of digitally notarised document to AU members.

Therefore, it is imperative to adapt digital notarisation taking into account the benefits that it offers in the society and in legal services. This study found out that Tanzania legal framework hinders digital notarisation by restricting appearance to be physical and unclear rules of identification using electronic platforms. It is also found out that Tanzania has a potential of adopting digital notarisation because of legal recognition of electronic signature and an interoperable NIDA system for electronic identification.

7.1 Recommendations

The pace of science and technology in Tanzania run fast than legal reforms hence hinder application of some technological advancements or renders some transactions meaningless to the eyes of the law. Although Tanzania has already recognised many technological aspects and set rules and regulation to guide the same but lack clear rules for digital notarisation as an alternative to traditional notarisation as in many countries. Henceforth, this study recommends on amendments of the law and establishment of the notaries public and commissioners for oaths handbook: -
This study recommends amendment of laws which govern notarial act in Tanzania to cover aspects of digital notarisation. This recommendation is specifically to three major laws which govern notarial act in several aspects which are the Notaries Public and Commissioners for Oaths Act, Oaths and Statutory Declarations Act and the Electronic Transactions Act.
7.1.1 Amendment of the Notaries Public and Commissioners for Oaths Act

This Act needs to be amended by adding specific provisions which recognise digital notarisation process. Specific issues which need to be addressed include the following:

Registration of capable notaries to perform digital notarisation

The Act has to incorporate provision which requires only capable notaries public to apply for performing digital notarisation and define the authority of the Registrar in digital notarisation. Digital notarisation need only committed persons with ability to operate the platform properly. Technical know-how is very important in digital notarisation hence the specific provision for registration is important and not to leave it open to all traditional notary public. This will assist to secure commitment and even holding liable notaries who may commit fraudulent omissions or failed to perform their duties. The Act has to borrow leaf in Nigeria Notaries Public Act section 5 which defines duties of the notary public in digital notarisation and the role of the Registrar to digital notaries.
Requirements and registration of the platform for digital notarisation

The law should provide requirements of the platform intended to perform digital notarisation and registration of the platform. It is important for the law to provide requirement of the platform to ensure the practice of digital notarisation is safe and secure. Requirements have to include but not limited to the use of audio-visual platform with high quality of voice and video, capable of recording the whole transactions and the record must be retrievable, ability to attach electronic signature of the notary public and the signer, and the platform should be interoperable with other trusted platform like NIDA for identification purposes. Section 6 of the Nigeria Notaries Public Act is comprehensive enough on the requirements of the platform intended for digital notarisation; hence Tanzania can see how to frame the same to suit the local circumstances.
Legal recognition and admissibility of digitally notarised documents

The law should state clearly on the legal recognition and admissibility of the documents notarised remotely. It is important for the law to state clearly on the status of the documents notarised remotely of which will create confidence to customers and make the documents used as prima facie evidence. The move taken under sections 8 and 9 of the Notaries Public Act of Nigeria has to be taken in Tanzania too, to legally recognise digitally notarised documents.
Provisions for digital identification and compliance with personal data protection laws
In addition, the law should provide for requirements of performing digital identification and ensure compliance with data protection laws. It should mandate a unified digital identification method with mandatory interoperability between notarial platforms and NIDA system to ensure consistent and secure identity verification. Additionally, it should require the use of multi-factor authentication, including knowledge-based authentication questions, to strengthen security. Notaries public must also be legally bound to comply with data protection laws when accessing or processing personal data through NIDA. Without such provisions, the credibility, security, and legal reliability of digital notarisation remain at risk. Although, the Nigeria Notaries Public Act is not specific on using the unified system through NIN but the practice shows notaries public ask for NIN. To have robust framework Tanzania has to borrow leaf from America through the RULONA under section 14A(c)(1)(C) which is robust for digital identification.
7.1.2 Amendment of the Oaths and Statutory Declarations Act

The Act should also be amended to cope with the above suggested amendments. This Act should be amended under the schedule to include a form of jurat which recognises digital identification. Currently, it recognises physical identification where it provides that the signer has to be identified personally or through another person which later is identified by the notary public. Since, this Act has to be read with the Notaries Public and Commissioners for Oaths Act, it will automatically cope with its amendments. Section 22 of the Nigerian Notaries Public Act is more specific to notarisation taken through electronic means, where it requires the law to state the technology used in the jurat. Hence, in Tanzania there is a need of specify this in schedule of the Oaths and Statutory Declarations Act to be clear on the method used for identification.
7.1.3 Amendment of the Electronic Transactions Act 

The Act should also be amended to clear the misinterpretation that may occur to laypersons and insert phrase which demand it to be read with the Notaries Public and Commissioners for Oaths Act. This Act may create misinterpretation to layperson because it recognises electronic aspect in performing notarial act. The correct interpretation of it is only to lawyers that the provision allows attaching notary public electronic signature and speaks nothing of the method or way of performing notarisation. To lawyers it is easy to understand that the method or way is provided under the Notaries and Public Commissioners for Oaths Act. Therefore, to clear this misinterpretation the provision of section 10(a) of the Act should be amended to include phrase which demand it to be read with the Notaries and Public Commissioners for Oaths Act. Adding this phrase will give this Act a clear and proper interpretation.
7.1.4 To establish a notary’s handbook in Tanzania

This study also recommends establishment of the notaries public and commissioners for oaths handbook. It is important to redefine notarisation process in Tanzania by establishing a handbook which may incorporate procedures of performing notarisation both traditional, electronic and digital notarisation. Currently, notarisation practice in Tanzania has no well-defined procedures which make it more ambiguous and rely on implied procedures. This study suggests several issues to be included inter alia physical and virtual requirements, identification verification process on physical and virtual appearance, issues to be included in the jurat of attestation, compelling statement where notarisation is performed virtually, and the requirement of having a journal for recording every notarial act performed. Therefore, the Registrar of the High Court, Tanganyika Law Society and other stakeholders have to sit and see the need of establishing a handbook which will define notarisation process in Tanzania. This will make the process safer and more reliable by having a well-defined procedure.

REFERENCES

BOOKS

Bhat, P.I., Idea and Methods of Legal Research, Oxford University Press, New Delhi, 2019.
Black, H.C., Black’s Law Dictionary (5th Revised Edn.), New York: West Publishing Co, 1979.

Bond, D. New York Notary Public Exam: Explore Essential Knowledge for Exam Mastery and Jumpstart Your New Career, 3rd ed, New York, 2023.

Franks, E.J. Notary Public Essentials, Self-Published by Jeannie Eunice Franks, Commonwealth of Virginia, 2018.

Franks, J.E. Remote/Webcam Notarisation: Basic Understanding, Self-Published, Hampton (2018).

Garner, B. A.,(ed.), Black’s Law Dictionary, 9th ed, Thomson Reuters, United States of America, 2009.

John, U. E-Documents and E-Signatures in Tanzania: Their Role, Status, and the Future, in “Information Resource Management, Digital Democracy: Concepts, Methodologies, Tools and Applications, in Johnston, L et al. Digital Democracy: Concepts, Methodologies, Tools and Applications, Information Science Reference, USA, Chapter 31, pp. 610-645.

Krippendorff, K. Content Analysis: An Introduction to its Methodology, SAGE Publications, New Delhi, 2004.

McConville et al, Research Methods for Law, Edinburgh University Press, Manchester, 2017

Reed, C. Internet Law: Text and Materials, 2nd ed, Cambridge Univeersity Press, NewYork, 2004.

Salter, M et al. Writing Law Dissertations: An Introduction and Guide to the Conduct of the Legal Research, Pearson Longman Publisher, Edinburgh Gate, 2007.

Sias, M et al. A Digital Pen: The Loan Signing Agents Guide To Starting A Remote Online Notary Business: Learn the Best Tips to Market your Services, Companies LLC, Port Orange, 2023.

Siems, M. Comparative Law, 3rd ed, Cambridge University Press, New York, 2022.

Srivastava, A.,Electronic Signature for B2B Contracts, Springer: Heidelberg, 2013.
JOURNAL ARTICLES

Alkatiri, N.H et al. A Legal Perspective: Implementing an Electronic System in Indonesia in the Post-Pandemic Era, Jambura Law Review, Vol 5(2), 2023, pp. 332-355.

Alstyne, P.J., Notary's Duty of Care for Identifying Document Signers, UIC Law Review, Vol 32(4), 1999, p. 1003-1031.
Ally, F. Protection of Online Consumers for Electronic Transactions in Tanzania, Global Scientific Journal, 10(9), 2022. pp. 95-121.

Chike, O. B., Discipline of Notary’s Public for Ethical Violations and NBA’s Pursuit of a Chimera, University Journal of Private and Public Law, Vol 4(1), 2022, pp. 98-116

John, U. Implementing the electronic signature law in Tanzania – successes, challenges, and prospects, Digital Evidence and electronic Signature Law Review, 9(1), 2022, pp. 102-106.

Khanh, B.N et al. Electronic Notarisation in the Context of Digital Transformation in Vietnam: Challenges and Recommendations, International Transaction Journal of Engineering, Management, & Applied Sciences & Technologies, Vol. 13, Iss 9, 2022, pp. 1-13.

Lilly, J.L, Notary Digest: Electronic Notarization, American Association of Notaries, Vol 3(1), 2006, pp. 1-17.

Ogbonna, R.E. Discussing the Nitty-Gritty of the Functions and Challenges of a Notary Public Under the Nigerian Law, Idemili Bar Journal, Vol. 3, 2023, pp. 100-112.

Reed, C. Legally Binding Electronic Documents: Digital Signatures and Authentication, International lawyer Journal, 35(1), 2001, pp. 89-106.

Reniger, T et al. The Rise of Online Notarization and Remote Witnessing as Legal Services: Implications for the Real Property and Probate Bars, Real Property, Trust and Estate Law Journal, Vol 56(1), 2021, pp. 53-70.

Sofwan, S & Purnawan, A. The Responsibility of Public Notary in Case of Ethical Code Violation, Jurna Akta, Vol 5(2), 2018, p. 509-516.
Wardantik, Y.E et al. Legal Liability for Notaries Due to the Issuance of Authentic Deeds Resulting in State Losses, Journal of Social Sciences and Humanities, Vol 2(1), 2023.

THESIS & DISSERTATIONS

Nyangarika, K.M. Legal and Evidential Validity to Electronic Transactions in Commerce and Formation of Contract: Tanzania Perspective, LL.M Thesis, the Open University of Tanzania, Tanzania, 2013.
Smith, L.G. The Role of the Notary in Secure Electronic Commerce, LL.M Thesis, Queensland University of Technology, Australia, 2006

ONLINE MATERIALS

Alifatahri, M et al. The Responsibility of the Notary Regarding the Fulfillment of the Elements of Article 41 of the Notary Office Law, Beijing Law Review, Vol. 13(1) accessed at https://doi.org/10.4236/blr.2022.131005. 

Alina, G. Blockchain in Digital Notary Services, Visegrad Journal on Human Rights, available at https://doi.org/10.61345/1339-7915.2024.4.6
Collins, J. Understanding E-Notary Seals: Benefits, Features, and Choosing the Right Provider, accessed at https://bluenotary.us/e-notary-seal/ 
Denvil, J et al. Remote Online Notarisation Across State Lines, DocuSign, accessed at https://www.docusign.com/white-papers/remote-online-notarisation-across-state-lines.

DocuSign Whitepaper, Remote Online Notarisation: A Natural Evolution of E-Signature, DocuSign Inc, accessed at www.docusign.com. 

Gusarov, K et al, Preventive function of a notary in the legal system of society, Documenta & Instrumenta, 2023, accessed at http://dx.doi.org/10.5209/docu.88106. 
Haga, S & Omote, K. Blockchain-Based Autonomous Notarization System Using National eID Card, (2022) accessed at https://www.researchgate.net on 1st February 2025.

Kalendzhian, S. “How Technology Is Changing the Nature of Work and Altering the Practice of Law.” Technology, Innovation and Access to Justice: Dialogues on the Future of Law, edited by Siddharth Peter de Souza and Maximilian Spohr, Edinburgh University Press, 2021, pp. 32–53. http://www.jstor.org/stable/10.3366/j.ctv1c29sj0.11. 

Lightwoler, M. E-Commerce for Notaries in England and Wales, Digital Evidence and Electronic Signature Law Review, accessed at www.deaeslr.org. 

Lubua, E.W et al, ICT Policy and e-Transparency in Tanzania, accessed at www.researchgate.net/publication/275154028. 

Mosha, K. The Legal Framework Governing Electronic Signatures in Tanzania, Kilindu Giattas & Partners, 2023, accessed at www.kgpartners.co.tz.  

Tank, M & Caires E, RON technology does not replace notarial duties – the lesson from Fang vs. Nexus Development Holdings LLC accessed through https://www.dlapiper.com/en-us/insights/publications/2022/06/ron-technology-does-not-replace-notarial-duties.
Udemuzue, S., Resolving Conundrums Regarding Regulation of the Legal Profession in Nigeria, SSRN Electronic Journal, accessed at https://www.researchgate.net/publication/366749111.

POLICIES

The National Information and Technologies Policy of Tanzania, 2003
The National Information and Technologies Policy of Tanzania, 2016
OTHER MATERIALS

American Association of Notaries, Seven Steps to a Proper Notarization, 2016

American Society of Notaries, the Difference between an Oath / Affirmation and an Acknowledgment, 2011

UINL Guidance on Notarial Authentication with Online Appearance of 2021
Mortgage Bankers Association – American Land Title Association Model Legislation for Remote Online Notarization.










� Wardantik, Y.E et al. Legal Liability for Notaries Due to the Issuance of Authentic Deeds Resulting in State Losses, Journal of Social Sciences and Humanities, Vol 2(1), 2023.


� Alkatiri, N.H et al. A Legal Perspective: Implementing an Electronic System in Indonesia in the Post-Pandemic Era, Jambura Law Review, Vol 5(2), 2023, p. 339.


� Ibid


� [CAP 442 R.E 2022]


� Alina, G. Blockchain in Digital Notary Services, Visegrad Journal on Human Rights, available at https://doi.org/10.61345/1339-7915.2024.4.6


� [CAP 442 R.E 2022]


� Haga, S & Omote, K. Blockchain-Based Autonomous Notarization System Using National eID Card, (2022) accessed at � HYPERLINK "https://www.researchgate.net" �https://www.researchgate.net� on 1st February 2025.


� Ibid


� � HYPERLINK "https://www.notarize.com/" �https://www.notarize.com/� 


� [CAP 12 R.E 2019]


� Criminal Application No. 11 of 2008, CAT at Dar es Salaam


� Misc. Civil Cause No. 18 of 2022, HCT at Dar es Salaam Main Registry.


� [CAP 34 R.E 2019]


� [CAP 12 R.E 2019]


� [CAP 442 R.E 2022]


� [CAP 12 R.E 2019]


� Ogbonna, R.E. Discussing the Nitty-Gritty of the Functions and Challenges of a Notary Public Under the Nigerian Law, Idemili Bar Journal, Vol. 3, 2023, pp. 100-112.


� Mosha, K. The Legal Framework Governing Electronic Signatures in Tanzania, Kilindu Giattas & Partners, 2023, accessed at � HYPERLINK "http://www.kgpartners.co.tz" �www.kgpartners.co.tz� on 23rd February, 2024. 


� [CAP 442 R.E 2022]


� Franks, E.J. Notary Public Essentials, Self-Published by Jeannie Eunice Franks, Commonwealth of Virginia, 2018


� DocuSign Whitepaper, Remote Online Notarisation: A Natural Evolution of E-Signature, DocuSign Inc, accessed at � HYPERLINK "http://www.docusign.com" �www.docusign.com� on 23rd February, 2024. 


� Reed, C. Legally Binding Electronic Documents: Digital Signatures and Authentication, International lawyer Journal, 35(1), 2001, pp. 89-106.


� Denvil, J et al. Remote Online Notarisation Across State Lines, DocuSign, accessed at � HYPERLINK "https://www.docusign.com/white-papers/remote-online-notarization-across-state-lines" �https://www.docusign.com/white-papers/remote-online-notarisation-across-state-lines� on 22nd February, 2024.


� Franks, J.E. Remote/Webcam Notarisation: Basic Understanding, Self-Published, Hampton (2018)


� Sias, M et al. A Digital Pen: The Loan Signing Agents Guide to Starting a Remote Online Notary Business: Learn the Best Tips to Market your Services, Companies LLC, Port Orange, 2023.


� Khanh, B.N et al. Electronic Notarisation in the Context of Digital Transformation in Vietnam: Challenges and Recommendations, International Transaction Journal of Engineering, Management, & Applied Sciences & Technologies, Vol. 13, Iss 9, 2022, pp. 1-13.


� Bond, D. New York Notary Public Exam: Explore Essential Knowledge for Exam Mastery and Jumpstart Your New Career, 3rd ed, New York, 2023.


� Smith, L.G. The Role of the Notary in Secure Electronic Commerce, LL.M Thesis, Queensland University of Technology, Australia, 2006


� Salter, M et al. Writing Law Dissertations: An Introduction and Guide to the Conduct of the Legal Research, Pearson Longman Publisher, Edinburgh Gate, 2007, p. 48.


� McConville et al, Research Methods for Law, Edinburgh University Press, Manchester, p. 40.


� Siems, M. Comparative Law, 3rd ed, Cambridge University Press, New York, p.416.


� Bhat, P.I. Idea and Methods of Legal Research, Oxford University Press, New Delhi, 2019, p. 511.


� Ibid at p. 138.


� Krippendorff, K. Content Analysis: An Introduction to its Methodology, SAGE Publications, New Delhi, 2004, p. 90.


� N141 OF 2023


� [CAP. 12 R.E. 2019]


� N141 OF 2023


� [CAP. 12 R.E. 2019]


� Sofwan, S & Purnawan, A. The Responsibility of Public Notary in Case of Ethical Code Violation, Jurna Akta, Vol 5(2), 2018, p. 510


� � HYPERLINK "https://trustandwill.com/notarization" �https://trustandwill.com/notarization� accessed on 20th January 2025.


� Virginia Secretary of the Commonwealth, A Handbook for Virginia Notaries Public, 2017, p. 4.


� Khanh, B.N & Linh, P.X. Electronic Notarization in the Context of Digital Transformation in Vietnam: Challenges and Recommendations, ITJEA, Vol 8(2229), p. 1.


� Franks, E.J., Notary Public Essentials, Commonwealth of Virginia: Self-Published by Jeannie Eunice Franks, 2018, at p. 19.


� Reniger, T et al. The Rise of Online Notarization and Remote Witnessing as Legal Services: Implications for the Real Property and Probate Bars, Real Property, Trust and Estate Law Journal, Vol 56(1), 2021, p. 62.


� Lilly, J.L, Notary Digest: Electronic Notarization, American Association of Notaries, Vol 3(1), 2006, p. 3.


� Ibid


� Ibid


� Cap N141 of 2023


� Lilly, J.L, Notary Digest: Electronic Notarization, American Association of Notaries, Vol 3(1), 2006, p. 3


� Mortgage Bankers Association – American Land Title Association Model Legislation for Remote Online Notarization.


� Section 27 of the Notaries Public Act of Nigeria Cap N141 of 2023


� Criminal Application No. 11 of 2008, CAT at Dar es Salaam


� Srivastava, A., Electronic Signature for B2B Contracts, Springer: Heidelberg, 2013, p. 45.


� [CAP 442 R.E 2022]


� Srivastava, A. Supra note 52.


� � HYPERLINK "https://www.gettonote.com/" �https://www.gettonote.com/� 


� � HYPERLINK "https://naijanotary.com.ng/" �https://naijanotary.com.ng/� 


� Collins, J. Understanding E-Notary Seals: Benefits, Features, and Choosing the Right Provider, accessed at � HYPERLINK "https://bluenotary.us/e-notary-seal/" �https://bluenotary.us/e-notary-seal/� on 12th February 2025.


� Lilly, J.L, Notary Digest: Electronic Notarization, American Association of Notaries, Vol 3(1), 2006, p. 3.


� American Society of Notaries, The Difference Between an Oath / Affirmation and an Acknowledgment, 2011


� Garner, B. A., (ed.), Black’s Law Dictionary, Ninth Edition, Thomson Reuters, United States of America, 2009. p. 1204.


� American Society of Notaries, The Difference Between an Oath / Affirmation and an Acknowledgment, 2011


� GN No. 125 of 1967


� Misc. Land Case No. 199 of 2021, HCT at DSM


� Alifatahri, M et al. The Responsibility of the Notary Regarding the Fulfillment of the Elements of Article 41 of the Notary Office Law, Beijing Law Review, Vol. 13(1) accessed at � HYPERLINK "https://doi.org/10.4236/blr.2022.131005" �https://doi.org/10.4236/blr.2022.131005�. 


� Ibid


� Ibid


� Alstyne, P.J., Notary's Duty of Care for Identifying Document Signers, UIC Law Review, Vol 32(4), 1999, p. 1010


� Gusarov, K et al, Preventive function of a notary in the legal system of society, Documenta & Instrumenta, 2023, accessed at � HYPERLINK "http://dx.doi.org/10.5209/docu.88106" �http://dx.doi.org/10.5209/docu.88106�. 


� Ibid


� Ibid


� � HYPERLINK "https://uinl.org/mission/about-us/" �https://uinl.org/mission/about-us/� accessed 17th May 2025.


� � HYPERLINK "https://www.notarypublic.ie/wp-content/uploads/2023/02/UINL-Newsletter-January-2023.pdf&ved=2ahUKEwjyzY6_wa-NAxWe6wIHHaDjNHkQFnoECBoQAw&usg=AOvVaw20OFgami45hPyKJ9bvVNSh" �https://www.notarypublic.ie/wp-content/uploads/2023/02/UINL-Newsletter-January-2023.� accessed on 17th May 2025.  


� � HYPERLINK "https://uinl.org/mission/about-us/" �https://uinl.org/mission/about-us/� accessed 17th May 2025.


� Guideline 1 of the UINL Guidance on Notarial Authentication with Online Appearance of 2021


� Ibid, guideline 3


� Ibid


� Ibid, guideline 9


� Guideline 10 of the UINL Guidance on Notarial Authentication with Online Appearance of 2021


� � HYPERLINK "https://uncitral.un.org/en/texts/ecommerce/modellaw/electronic_signatures" �https://uncitral.un.org/en/texts/ecommerce/modellaw/electronic_signatures� accessed on 16th May 2025


� Article 2 of the UNCITRAL Model Law on Electronic Signature of 2001


� Ibid, Article 6


� � HYPERLINK "https://www.uniformlaws.org/acts/overview/uniformacts" �https://www.uniformlaws.org/acts/overview/uniformacts� accessed on 17th May 2025.


� Section 14A(a) of the Revised Uniform Law on Notarial Acts of 2021


� Ibid, Section 14A(b)


� Ibid Section 14A(l)


� Section 14A(a)(5) of the Revised Uniform Law on Notarial Acts of 2021


� Ibid, Section 14(a)(3)


� � HYPERLINK "https://www.youtube.com/watch?v=JvoMzlIBJa0&t=100s" �https://www.youtube.com/watch?v=JvoMzlIBJa0&t=100s� accessed on 1st May 2025.


� Ibid, Section 14(c)(3)


� Section 14A(k) of the Revised Uniform Law on Notarial Acts of 2021








� Revision Application No. 772 of 2019, HCT at Dar Es Salaam (Unreported)


� Cap 12 R.E 2019


� Section 4(3) & (4) of the NPCOA


� Criminal Application No. 11 of 2008, CAT at Dar es Salaam.


� Misc. Civil Cause No. 18 of 2022, HCT at Dar es Salaam Main Registry.


� [CAP 442 R.E 2022]


� [2022] ZAECQBHC 6


� Act No. 25 of 2002


� Case No. 21-2-15437-5 SEA


� GN No. 134 of 2025


� GN No. 134 of 2025


� � HYPERLINK "https://www.identrust.com/digital-certificates/enotary-programs" �https://www.identrust.com/digital-certificates/enotary-programs� accessed on 17th May 2025.


� Misc. Land Appeal No. 954 of 2017, HCT at DSM


� [CAP 341 R.E. 2019]


� GN No. 148 of 2018


� GN No. 637 of 2021


� Omari Yusufu v Mwajuma Yusufu and Another [1983] TLR 29


� [CAP 307 R.E 2002]


� Ibid


� Act No. 12 of 2003


� GN No. 228 of 2016


� � HYPERLINK "https://www.docusign.com/blog/docusign-issued-digital-certificates-docusign-notary" �https://www.docusign.com/blog/docusign-issued-digital-certificates-docusign-notary� (published Aug 22, 2023)


� John, U. Implementing the electronic signature law in Tanzania – successes, challenges, and prospects, Digital Evidence and electronic Signature Law Review, 9(1), 2022, pp. 102-106.





� Cap N141 of 2023


� Ibid


� Cap N141 of 2023


� The Legal Practitioners Act Cap 207


� Cap N141 of 2023


� Ibid


� Ibid


� Ibid


� Ibid


� Franks, E.J., Notary Public Essentials, Commonwealth of Virginia: Self-Published by Jeannie Eunice Franks, 2018, at p. 19.


� � HYPERLINK "https://naijanotary.com.ng/" �https://naijanotary.com.ng/� 


� � HYPERLINK "https://www.gettonote.com/" �https://www.gettonote.com/� 


� Cap N141 of 2023


� Cap N141 of 2023


� Cap N141 of 2023


� Ibid 


� Section 28 of the Notaries Public Act Cap N141 of 2023


� Ibid


� Ibid


� Cap N141 of 2023


� Ibid


� Cap N141 of 2023


� Reed, C., “Legally Binding Electronic Documents: Digital Signatures and Authentication”, 35(1), International lawyer Journal, 2001, p. 90 at pp. 89-106.


� Cap N141 of 2023


� Ibid


� Ibid


� Black, H.C., Black’s Law Dictionary (5th Revised Edn.), New York: West Publishing Co, 1979.


� Ibid


� Cap N141 of 2023


� Ibid


� (2013) 4 NWLR


� Section 6 of the Evidence (Amendment) Act of 2023


� Section 7 of the Evidence (Amendment) Act 2023


� � HYPERLINK "https://supremecourt.gov.ng/notary-public" �https://supremecourt.gov.ng/notary-public� accessed on 13th May 2025


� � HYPERLINK "https://notary.gov.ng/" �https://notary.gov.ng/� accessed on 13th May 2025


� Established under the Federal High Court (Practice Direction on E-Affidavit), 2024


� Order 17, 18 & 19 of the Supreme Court Rule GN No. 30 of 2024.


� Udemuzue, S., Resolving Conundrums Regarding Regulation of the Legal Profession in Nigeria, SSRN Electronic Journal, accessed at � HYPERLINK "https://www.researchgate.net/publication/366749111" �https://www.researchgate.net/publication/366749111� on 14th May 2025.


� Cap L11 of 2004


� (2017) 11 NWLR (PT 1576) 225


� Ogbonna, R.E. Discussing the Nitty-Gritty of the Functions and Challenges of a Notary Public Under the Nigerian Law, Idemili Bar Journal, Vol. 3, 2023, p. 100.


� Chike, O. B., Discipline of Notary’s Public for Ethical Violations and NBA’s Pursuit of a Chimera, University Journal of Private and Public Law, Vol 4(1), 2022, p. 115.


� Act No 28 of 2007


� � HYPERLINK "https://nitda.gov.ng/npki/" �https://nitda.gov.ng/npki/� accessed on 25th May 2025


� [Cap 12 R.E 2019]


� [CAP 442 R.E 2022]


� [Cap 34 R.E 2019]


� Misc. Civil Cause No. 18 of 2022, HCT at Dar es Salaam Main Registry.


� Shaabani Fundi and Others v. Attorney General Misc. Civil Cause No. 18 of 2022, HCT at Dar es Salaam Main Registry. The court emphasized that “...physical presence can as well be achieved or extended to virtual presence. But that is not without proper regulations or procedures in place, otherwise the whole process has the potential of being rendered meaningless.”


� [1986] 3 All SA 357 (C)


� Misc. Civil Cause No. 18 of 2022, HCT at Dar es Salaam Main Registry.


� Cap. N141 of 2023


� Commentary section of the Revised Uniform Law on Notarial Acts of 2021


� [2024] ZAWCHC 333


� Revision No. 375 of 2013 (HC-Labour Division, DSM


� Section 6(3)d of the Notaries Public Act Cap. N141 of 2023


� Case No. 21-2-15437-5 SEA


� Tank, M & Caires E, RON technology does not replace notarial duties – the lesson from Fang vs. Nexus Development Holdings LLC accessed through � HYPERLINK "https://www.dlapiper.com/en-us/insights/publications/2022/06/ron-technology-does-not-replace-notarial-duties" �https://www.dlapiper.com/en-us/insights/publications/2022/06/ron-technology-does-not-replace-notarial-duties� 


� � HYPERLINK "https://www.notarize.com/" �https://www.notarize.com/� 


� Cap. N141 of 2023


� [2022] ZAECQBHC 6


� Weber, S.N. Notary Public Handbook, California Secretary of State, 2025


� American Association of Notaries, Seven Steps to a Proper Notarization, 2016


� Case No. 21-2-15437-5 SEA


� Rule 3 of the Judicature and Application of Laws (Remote Proceedings and Electronic Recording) Rules 2021


� Ibid Rule 17 


� Ibid Rule 20(1)


� Ibid Rule 4(2)b


� � HYPERLINK "https://supremecourt.gov.ng/" �https://supremecourt.gov.ng/�


� [2024] ZAWCHC 333


� Case No. 21-2-15437-5 SEA





